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* * * 1st Change * * * *

8.1.1.6.3
System Information Block type 3
The UE should store all relevant IEs included in this system information block. The UE shall:

1>
if in connected mode, and System Information Block 4 is indicated as used in the cell:

2>
read and act on information sent in that block.

1>
if IE "Deferred measurement control UTRAN support" is present:

2>
set variable DEFERRED_MEASUREMENT_STATUS to TRUE.

1>
else:

2>
set variable DEFERRED_MEASUREMENT_STATUS to FALSE.

With respect to Domain Specific Access Control and Paging Permission with Access Control, the UE shall:

1>
if the IE "Multiple PLMN List" is not included in the Master Information Block:

2>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB", and the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters for PLMN Of MIB".

1>
else:

2>
if the PLMN specified by the IE "PLMN Identity" of the Master Information Block is chosen by the UE:

3>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB", and the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters for PLMN Of MIB".

2>
else, if N-th (N=1..5) PLMN in the IE "Multiple PLMNs" contained in the IE "Multiple PLMN List" is chosen by the UE:

3>
if the IE "Domain Specific Access Restriction List" of the IE "Domain Specific Access Restriction For Shared Network", or the IE "Paging Permission with Access Control List" of the IE "Paging Permission with Access Control For Shared Network" is indicated:

4>
if the IE "Domain Specific Access Restriction Parameters For OperatorN" is indicated:

5>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For OperatorN".

4>
if the IE "Paging Permission with Access Control Parameters For OperatorN" is indicated:

5>
apply the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters For OperatorN".
3>
else, if the IE "Domain Specific Access Restriction Parameters For All" of the IE "Domain Specific Access Restriction For Shared Network", or the IE "Paging Permission with Access Control Parameters For All" of the IE "Paging Permission with Access Control For Shared Network" is indicated:

4>
apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For All";

4>
apply the paging permission with access control as indicated by the IE "Paging Permission with Access Control Parameters For All".
The UE shall apply the following handling with respect to any Access Class Barring information:

1>
if in idle mode:

2>
if the IE "Paging Permission with Access Control Parameters For PLMN Of MIB", the IE "Paging Permission with Access Control Parameters For OperatorN" or the IE "Paging Permission with Access Control Parameters For All" to be applied according to the requirements above is included in System Information Block Type 3, the UE shall:

3>
if Paging Response Restriction Indication is set to "None":

4>
when sending a response to any PAGING TYPE 1 message, act as if no Access Class is barred in the IE "Access Class Barred List" as specified in [4].

3>
if Paging Response Restriction Indication is set to "PS":

4>
when sending a response to any PAGING TYPE 1 message from CS domain, act as if no Access Class is barred in the IE "Access Class Barred List" as specified in [4];

4>
when sending a response to any PAGING TYPE 1 message from PS domain, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4].
3>
if Paging Response Restriction Indication is set to "CS":

4>
when sending a response to any PAGING TYPE 1 message from PS domain, act as if no Access Class is barred in the IE "Access Class Barred List" as specified in [4];

4>
when sending a response to any PAGING TYPE 1 message from CS domain, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4].
3>
else (if Paging Response Restriction Indication is set to "All"):

4>
when sending a response to any PAGING TYPE 1 message from CS domain, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" as specified in [4];
4>
when sending a response to any PAGING TYPE 1 message from PS domain, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" as specified in [4];
4>
when sending a response to any PAGING TYPE 1 message from PS or CS domain, act on the IE "Access Class Barred list" if the IE "Domain Specific Access Class Barred List" is not present.
3>
when initiating a Location/Registration procedure to CS domain, act on the IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "CS",as specified in [4];

3>
when initiating an access to CS domain for any other reason, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4];
3>
when initiating a Location/Registration procedure to PS domain, act on the IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "PS", as specified in [4];

3>
when initiating an access to PS domain for any other reason, act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" (or IE "Access Class Barred list" if IE "Domain Specific Access Class Barred List" is not present) as specified in [4].

2>
if neither the IE "Paging Permission with Access Control Parameters For PLMN Of MIB", the IE "Paging Permission with Access Control Parameters For OperatorN" nor the IE "Paging Permission with Access Control Parameters For All" to be applied according to the requirements above is included in System Information Block Type 3:

3>
if the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB", the IE "Domain Specific Access Restriction Parameters For OperatorN" or the IE "Domain Specific Access Restriction Parameters For All" to be applied according to the requirements above is included in System Information Block Type 3 the UE shall:

4>
act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating RRC Connection establishment to send an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4]. If "no restriction" was indicated in restriction status, the UE shall act as if no Access Class is barred in the IE "Domain Specific Access Class Barred List", and ignore the IE "Access Class Barred List" in the IE "Cell Access Restriction";

4>
act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating RRC Connection establishment to send an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4]. If "no restriction" was indicated in restriction status, the UE shall act as if no Access Class is barred in the IE "Domain Specific Access Class Barred List", and ignore the IE "Access Class Barred List" in the IE "Cell Access Restriction";

4>
upon transition to UTRA RRC connected, the UE shall:

5>
store that Domain Specific Access Restriction Parameters to the variable "DSAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released;

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4];

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4].
2>
else:

3>
act on the IE "Access Class Barred list" when initiating RRC Connection establishment as specified in [4].
1>
if in connected mode:

2>
for the variable "DSAC_PARAM":

3>
if the IE"Domain Specific Access Restriction Parameters For PLMN Of MIB", the IE "Domain Specific Access Restriction Parameters For OperatorN" or the IE "Domain Specific Access Restriction Parameters For All" to be applied according to the requirements above is included in the System Information Block Type 3:

4>
if the variable "DSAC_PARAM is not set, the UE shall:

5>
store that Domain Specific Access Restriction Parameters to the variable "DSAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released.

4>
else (the access class barring information is stored) UE shall:

5>
update the variable "DSAC_PARAM" with that Domain Specific Access Restriction Parameters;

3>
else:

4>
if the variable "DSAC_PARAM" is set, the UE shall:

5>
clear the variable "DSAC_PARAM".

2>
for the variable "PPAC_PARAM":

3>
if the IE "Paging Permission with Access Control Parameters For PLMN Of MIB", the IE "Paging Permission with Access Control Parameters For OperatorN" or the IE "Paging Permission with Access Control Parameters For All" to be applied according to the requirements above is included in the System Information Block Type 3:

4>
if the variable "PPAC_PARAM" is not set, the UE shall:

5>
store that Paging Permission with Access Control Parameters to the variable "PPAC_PARAM" and maintain the variable until it is cleared.

4>
else (the access class barring information is stored) UE shall:

5>
update the variable "PPAC_PARAM" with that Paging Permission with Access Control Parameters.

3>
else:

4>
if the variable "PPAC_PARAM" is set, the UE shall:

5>
clear the variable "PPAC_PARAM".

2>
the UE shall:

3>
if the variable "DSAC_PARAM" is set:

4>
if the variable "PPAC_PARAM" is set:
5>
act on the stored IE "Paging Response Restriction Indicator" when sending a response to any PAGING TYPE 1 or PAGING TYPE 2 message; 

5>
act on the stored IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "CS", when initiating a Location/Registration procedure to the CS domain, as specified in [4];

5>
act on the stored IE "Location/Registration Access Class Barred List" if the IE "Location/Registration Restriction Indicator" is set to "All" or "PS", when initiating a Location/Registration procedure to the PS domain, as specified in [4];
5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS domain for any other reason, as specified in [4];

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, for any other reason ,as specified in [4].
4>
if the variable "PPAC_PARAM" is not set:
5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4];

5>
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4].
3>
else:

4>
act as if no Access Class is barred.
With respect to "CSG Identity" IE, the UE shall:

1>
if the IE "CSG Identity" is present:

2>
forward the content of IE "CSG Identity" to the upper layers.

If the IE "MBSFN only service" is set to TRUE the UE shall:

1>
consider this cell to operate in MBSFN mode;

1>
for TDD consider that all slots operate in MBSFN mode;

1>
for FDD, 3.84 Mcps TDD IMB and 3.84/7.68 Mcps TDD if the UE capabilities allow the reception of MBSFN in addition to the normal UE operation the UE may receive MBMS services from this cell in accordance with requirements for selection of a cell providing only MBSFN as specified in [4]. For 1.28 Mcps TDD, if the UE capabilities allow the reception of MBSFN in addition to the normal UE operation the UE may get synchronized to the MBSFN cluster as specified in [4].
With respect to "IMS Emergency Support Indicator" IE, the UE shall:
1> if the IE "IMS Emergency Support Indicator" is present:

2> forward the content of IE "IMS Emergency Support Indicator" to the upper layers.
* * * Next Change * * * *

10.2.48.8.6
System Information Block type 3
The system information block type 3 contains parameters for cell selection and re-selection.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	SIB4 Indicator
	MP
	
	Boolean
	TRUE indicates that SIB4 is broadcast in the cell.
	

	UTRAN mobility information elements
	
	
	
	
	

	Cell identity
	MP
	
	Cell identity 10.3.2.2
	
	

	Cell selection and re-selection info
	MP
	
	Cell selection and re-selection info for SIB3/4 10.3.2.3
	
	

	Cell Access Restriction
	MP
	
	Cell Access Restriction 10.3.2.1
	
	

	Domain Specific Access Restriction Parameters For PLMN Of MIB
	OP
	
	Domain Specific Access Restriction Parameters

10.3.1.3c
	This IE specifies the Domain Specific Access Restriction Parameters for UEs which has chosen the PLMN in the IE “PLMN identity” of the Master Information Block.

If the cell is operating in MBSFN mode as indicated in subclause 8.1.1.6.3 the UE behaviour upon reception of this IE is unspecified.
	REL-6

	Domain Specific Access Restriction For Shared Network
	OP
	
	
	If the cell is operating in MBSFN mode as indicated in subclause 8.1.1.6.3 the UE behaviour upon reception of this IE is unspecified.
	REL-6

	>CHOICE barring representation
	MP
	
	
	
	REL-6

	>>Domain Specific Access Restriction List
	
	
	
	
	REL-6

	>>>Domain Specific Access Restriction Parameters For Operator1
	OP
	
	Domain Specific Access Restriction Parameters

10.3.1.3c
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the first PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>Domain Specific Access Restriction Parameters For Operator2
	OP
	
	Domain Specific Access Restriction Parameters

10.3.1.3c
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the second PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>Domain Specific Access Restriction Parameters For Operator3
	OP
	
	Domain Specific Access Restriction Parameters

10.3.1.3c
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the third PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>Domain Specific Access Restriction Parameters For Operator4
	OP
	
	Domain Specific Access Restriction Parameters

10.3.1.3c
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the fourth PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>Domain Specific Access Restriction Parameters For Operator5
	OP
	
	Domain Specific Access Restriction Parameters

10.3.1.3c
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the fifth PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>Domain Specific Access Restriction Parameters For All
	
	
	
	
	REL-6

	>>>Domain Specific Access Restriction Parameters
	
	
	Domain Specific Access Restriction Parameters 10.3.1.3c
	This IE specifies the common Domain Specific Access  Restriction Parameters applied to all PLMNs in the IE “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	Deferred measurement control reading
	OP
	
	Enumerated (TRUE)
	If present, the UE may apply deferred reading of SIB11, SIB11bis and SIB12. If not present, deferred reading may not be applied.
	REL-7

	>CHOICE mode
	OP
	
	
	If absent, the default reporting quantities are: "CPICH RSCP" (FDD) and "Primary CCPCH RSCP" (TDD).
	REL-7

	>>FDD
	
	
	
	
	REL-7

	>>>Intra-frequency reporting quantity SIB3
	MP
	
	Enumerated(CPICH Ec/N0, CPICH RSCP)
	
	REL-7

	>>TDD
	
	
	
	
	REL-7

	>>>Reporting quantity list
	MP
	1 to 2
	
	
	REL-7

	>>>>Intra-frequency reporting quantity SIB3
	MP
	
	Enumerated (Primary CCPCH RSCP, Timeslot ISCP)
	
	REL-7

	MBSFN only service
	OP
	
	Enumerated (TRUE)
	Indicates if the cell provides only MBMS services in MBSFN mode
	REL-7

	Paging Permission with Access Control Parameters For PLMN Of MIB
	OP
	
	Paging Permission with Access Control Parameters 10.3.1.10a
	This IE specifies the Paging Permission With Access Control Parameters for UEs which has chosen the PLMN in the IE “PLMN identity” of the Master Information Block.

If the cell is operating in MBSFN mode as indicated in subclause 8.1.1.6.3 the UE behaviour upon reception of this IE is unspecified.
	REL-8

	Paging Permission with Access Control For Shared Network
	OP
	
	
	If the cell is operating in MBSFN mode as indicated in subclause 8.1.1.6.3 the UE behaviour upon reception of this IE is unspecified.
	REL-8

	>CHOICE barring representation
	MP
	
	
	
	REL-8

	>>Paging Permission with Access Control List
	
	
	
	
	REL-8

	>>>Paging Permission with Access Control Parameters For Operator1
	OP
	
	Paging Permission with Access Control Parameters 10.3.1.10a
	This IE specifies the Paging Permission with Access Control Parameters for UEs which has chosen the first PLMN in the IE “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-8

	>>>Paging Permission with Access Control Parameters For Operator2
	OP
	
	Paging Permission with Access Control Parameters 10.3.1.10a
	This IE specifies the Paging Permission with Access Control Parameters for UEs which has chosen the second PLMN in the IE “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-8

	>>>Paging Permission with Access Control Parameters For Operator3
	OP
	
	Paging Permission with Access Control Parameters 10.3.1.10a
	This IE specifies the Paging Permission with Access Control Parameters for UEs which has chosen the third PLMN in the IE “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-8

	>>>Paging Permission with Access Control Parameters For Operator4
	OP
	
	Paging Permission with Access Control Parameters 10.3.1.10a
	This IE specifies the Paging Permission with Access Control Parameters for UEs which has chosen the fourth PLMN in the IE “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-8

	>>>Paging Permission with Access Control Parameters For Operator5
	OP
	
	Paging Permission with Access Control Parameters 10.3.1.10a
	This IE specifies the Paging Permission with Access Control Parameters for UEs which has chosen the fifth PLMN in the IE “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-8

	>>Paging Permission with Access Control Parameters For All
	
	
	
	
	REL-8

	>>>Paging Permission with Access Control Parameters
	MP
	
	Paging Permission with Access Control Parameters 10.3.1.10a
	This IE specifies the common Paging Permission with Access Control Parameters applied to all PLMNs in the IE “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-8

	CSG Identity
	OP
	
	CSG Identity 10.3.2.8
	
	REL-8

	CSG PSC Split Information
	OP
	
	CSG PSC Split Information 10.3.2.9
	This IE specifies the Primary Scrambling Code reservation information for CSG Cells. 
	REL-8

	IMS Emergency Support Indicator
	OP
	
	Enumerated (supported)
	This IE specifies the support of IMS emergency call in the cell for limited service mode UE
	REL-9


* * * Next Change * * * *

11.1
General message structure

…..
SysInfoType3 ::=




SEQUENCE {



sib4indicator




BOOLEAN,


-- UTRAN mobility IEs



cellIdentity




CellIdentity,



cellSelectReselectInfo


CellSelectReselectInfoSIB-3-4,



cellAccessRestriction


CellAccessRestriction,


-- Extension mechanism for non- release99 information



v4b0NonCriticalExtensions

SEQUENCE { 




sysInfoType3-v4b0ext


SysInfoType3-v4b0ext-IEs,




v590NonCriticalExtension

SEQUENCE {





sysInfoType3-v590ext


SysInfoType3-v590ext,





v5c0NoncriticalExtension

SEQUENCE {






sysInfoType3-v5c0ext


SysInfoType3-v5c0ext-IEs,






v670NonCriticalExtension


SEQUENCE {







sysInfoType3-v670ext



SysInfoType3-v670ext,







v770NonCriticalExtension


SEQUENCE {








sysInfoType3-v770ext



SysInfoType3-v770ext-IEs,








v830NonCriticalExtension


SEQUENCE {









sysInfoType3-v830ext



SysInfoType3-v830ext-IEs,









v860NonCriticalExtension


SEQUENCE {










sysInfoType3-v860ext



SysInfoType3-v860ext-IEs,









v870NonCriticalExtension


SEQUENCE {











sysInfoType3-v870ext


SysInfoType3-v870ext-IEs,










v900NonCriticalExtension

SEQUENCE {











sysInfoType3-v900ext

SysInfoType3-v900ext-IEs,











nonCriticalExtensions

SEQUENCE {}OPTIONAL










}






OPTIONAL









}






OPTIONAL








}






OPTIONAL








}






OPTIONAL






}






OPTIONAL






}






OPTIONAL





}






OPTIONAL




}






OPTIONAL



}






OPTIONAL

}

SysInfoType3-v4b0ext-IEs ::= SEQUENCE {


mapping-LCR





Mapping-LCR-r4






OPTIONAL

}

SysInfoType3-v590ext ::= SEQUENCE {


cellSelectReselectInfo-v590ext

CellSelectReselectInfo-v590ext 

OPTIONAL
}

SysInfoType3-v5c0ext-IEs ::= SEQUENCE {


cellSelectReselectInfoTreselectionScaling-v5c0ext











CellSelectReselectInfoTreselectionScaling-v5c0ext
OPTIONAL

}

SysInfoType3-v670ext ::= SEQUENCE {


 
domainSpecificAccessRestrictionParametersForPLMNOfMIB










DomainSpecificAccessRestrictionParam-v670ext
OPTIONAL,



domainSpecificAccessRestictionForSharedNetwork










DomainSpecificAccessRestrictionForSharedNetwork-v670ext
OPTIONAL

}

SysInfoType3-v770ext-IEs ::=

SEQUENCE {


deferredMeasurementControlReadingSupport












DeferredMeasurementControlReadingSupport
OPTIONAL,


q-QualMin-Offset





Q-QualMin-Offset



OPTIONAL,


q-RxlevMin-Offset





Q-RxlevMin-Offset



OPTIONAL,


mbsfnOnlyService





MBSFNOnlyService



OPTIONAL

}

SysInfoType3-v830ext-IEs ::=

SEQUENCE {


pagingPermissionWithAccessControlParametersForPLMNOfMIB











PagingPermissionWithAccessControlParameters

OPTIONAL,


pagingPermissionWithAccessControlParametersForSharedNetwork











PagingPermissionWithAccessControlForSharedNetwork
OPTIONAL

}

SysInfoType3-v860ext-IEs ::=

SEQUENCE {


csgIdentity






CSG-Identity






OPTIONAL,

csg-PSCSplitInfo




CSG-PSCSplitInfo





OPTIONAL

}

SysInfoType3-v870ext-IEs ::=

SEQUENCE {

cellAccessRestriction



CellAccessRestriction-v870ext


OPTIONAL

}
SysInfoType3-v900ext-IEs ::=

SEQUENCE {

imsEmergencySupportIndicator

ENUMERATED { supported }


OPTIONAL
}
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