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1. Introduction

It is our understanding RAN gave the guideline to RAN2 to not discuss the policy control and transport aspects of minimization of drive tests. Therefore we consider that the discussion presented in this document is outside the scope of the present SI.
This document is submitted for information and as a helpful trigger for offline discussions. 
2. Discussion

2.1. Management aspects of MDT
2.1.1. Device management aspect of MDT
Selection of devices participating in data collection
Mobile devices are expected to be used for data collection for MDT purposes.  Mobile devices do not belong to network operators. It is certain that operators’ use of users’ devices for purposes of reducing OPEX will be met with strong public scrutiny. Consequently, devices involvement in data collection for MDT will need to be controlled by the operator according to specific policies, which will need to be configurable on a per-device basis. 

For example, operator may decide to obtain the right to involve in MDT data collection selective users in exchange for a service discount. Or, operator might want to involve in MDT data collection only devices from users who subscribed to a specific service. It is relatively easy to envision various other groups of users who could be selected for participation in MDT efforts (e.g. operator employees, data-only users, users with a particular device model, VIP users etc.). 

In parallel to the above, operator might want to involve only devices that have more than certain amount of battery life and/or storage space remaining, for example more than 75%.  

Similarly, operators might need the ability to configure the intensity at which each device is involved in MDT data collection. For example, some users might be willing to take 20% hit on their battery life, whereas others could take more or less. Or, some users may be willing to participate on weekends only. Or, some users may accept to participate only when they are located inside certain geographic area, e.g. close to their home or office. 

One could also envision that, for privacy/billing or any other reason, operators might need to keep records of which devices were involved in data collection and at what times. 

Device management policy using any combination of the above elements is feasible.

Retrieval of device capabilities and user preferences

According to [1], UEs terminal used for measurement logging/reporting for MDT shall be able to indicate a set of capabilities which allows the network to carefully select the appropriate devices for specific measurements. Device capabilities might reflect capabilities for log storage and battery capacity, as well as capabilities for logging and reporting specific failures and/or measurements. 

Users may be engaged in selective data collection depending on their preferences. Users may configure their preferences in their profiles. Operator may provide with users capabilities to configure their preferences with respect to the use of their devices for MDT via GUI.

Summary 

OAM is the network entity responsible for configuring policies and retrieving user preferences and profiles. OAM, by way of the Device Management System (DMS), has all the required information to be able to implement policies for device management aspect of MDT described above and/or any other. OAM should also be able to retrieve user preferences and profiles. DMS should provide these capabilities. 
2.1.2. Device management aspect of data collection for MDT
According to [1], Section 4, operators must have the ability to configure measurement logging/reporting for MDT independently from RRM tasks. The following considerations must be addressed with respect to the management of data collection for MDT:

Policy-based vs. real-time data collection and reporting 

Logging and reporting of failure-inducing conditions and failure events is the main purpose of data collection using mobile devices. By definition, failures are coupled with the loss of connectivity to the radio network. Also, data collection in idle mode must be possible. Therefore, devices cannot report failure logs to the radio network in real time. Consequently, devices must have a pre-configured policy for data collection and reporting to avoid the need for constant radio connectivity.  

Type of data to be collected

Operator may also need to have the ability to configure which data needs to be collected and when. As explained in section 2.1.1, this needs to be doable on a per-user basis. For example, mobile devices might be configured to log failures that they experience most frequently.
Selection of geographic areas inside which the data will be collected 

Operators may want top limit the scope of data collection for MDT to within specific geographic areas. Examples of such scenarios include addressing customer complaints, improving coverage along roads or train lines, ensuring good coverage for special events etc. Since these areas will depend on the user distribution, these areas will not overlap with cell/eNB boundaries. In order to resolve this, the operator might want to configure the devices to autonomnously trigger data collection when they enter certain geographic area. As discussed above, devices can initiate data collection without the need for a connection (e.g. RRC connectivity) with the radio network.
Selection of data collection and reporting times

Certain data related to MDT might be of interest to operators only in certain times. For example, data collection can be configured during busy hour, when the probability of failures is largest, whereas reporting can be configured during off-peak hours to better distribute network load over time. Moreover, peak hours and off-peak hours for different services (e.g. voice, data) might be different.

Summary

Similar to the conclusion in Section 2.1.1., the conclusion of this section is that OAM, by way of the Device Management System (DMS), should be able to configure policies for configuration of data collection for MDT purposes, as described above. 

2.2. Other aspects of device management related to MDT
2.2.1. Simplicity
Device management aspects of MDT discussed in previous sections need to be resolved prior to use of these functionalities in the network. Therefore, the adopted management solution must be easy to standardize in a short period of time so that MDT functionality is available for early network deployments. Otherwise, the benefits of MDT will be greatly diminished.

2.2.2. Applicability to multiple RATs
The number of radio access networks operated simultaneously by wireless operators will increase with emergence of LTE. LTE networks are expected to be often deployed in hot-spots in early phases of deployments, creating significant areas along inter-radio access technology boundaries. Network performance in these boundary areas will therefore be of high priority for operators, calling for increased drive test activity. Device management aspects of MDT solution should be addressed in a way that is transparent inter-RAT boundaries.
2.3. On the RRC-based management of MDT
It should be noted that RRC is neither suitable nor designed for configuration of elaborate policies for device management and retrieval of user preferences. Exisitng device management protocols, such as OMA DM, are designed and suitable for this task. However, RRC should be used for its intended purpose: collecting real-time measurements for exclusive use by the eNB that configured them. Some of these measurements are currently collected via manual drive tests. Reporting the number of transmitted RACH preambles required for successful RACH access attempt is a typical example of such measurements. 
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