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1
Introduction
In RAN2 a discussion has been started on the WI about mobility enhancements for CSG. In this paper we try to analyze what kind of connected mode mobility can be achieved with minimum amount of changes in existing connected mode mechanisms. 
2
What kind of mobility is required
Before starting considering different kind of solutions in RAN2, we should first understand what the mobility scenarios we intend to solve are and what kind of additional complexities any identified scenario could bring. The RAN2 email discussion [65b-3 Inbound CSG Mobility] has identified two problems: 

1. PCID/PSC confusion i.e. in the coverage of a macro cell there could be more than one cell on different carrier with same PCI/PSC. 

2. Access check prior the HO decision in the NW

Most of solutions proposed to solve the above problems require UE to read SIB1 from neighbouring cell. To our understanding such a feature already exists in the REL8 with ANR, but it has some limitations as it is only supported if NW can provide decent DRX periods for the UE to read the information. In following chapters we consider this ANR mechanism a bit more in the concept of CSG mobility.
2.2
SIB reading during Connected Mode for CSG mobility purpose

2.2.1
UE in DRX

This basically means that UE is not having active data transmission all the time and gaps are created with DRX. Already in existing REL8 behaviour UE is able to read SIB1 of neighbour cells due to ANR procedure when long enough DRX gaps are provided. A similar mechanism should be possible to be utilized in connected mode CSG mobility since the CSG_ID is also in the SIB1. REL9 UE could utilize this SIB1 reading mechanism together with fingerprint information to initiate the SIB1 acquisition from possible CSG candidates only when the UE acquired information indicates the possibility of existing suitable CSG cell. 
It seems that for the most of scenarios it is possible to provide long enough DRX gaps for UE. The problematic services are real-time applications which have frequent IP packets transmitted in both directions e.g. VoIP, but basically for all other packet based services e.g. HTTP/Email etc., the NW is able to configure the UE with DRX parameters which provides long enough gaps for the UE to read system information of neighbouring cells. Basically already good NW implementations try to utilize such an allocation schemes that data transmissions are done in bursts in order to optimize the DRX benefits of REL8 and as this could be assumed already a basic NW execution model there is not in fact a need to change anything in this respect even in NWs. 
One other thing to consider is whether SIB1 (CSG ID or CGI) reading from CSG cells are always necessary or is the SIB1 reading request by the NW when needed (e.g. when NW knows that there is possible PCI confusion). In case there is no PCI confusion there should not be any need for further detailed identification of the cell as the PCI of the CSG should be unique just as in macro cell mobility (assuming that source cell has the CSG cell in neighbour relations). If the UE is in an area where PCI confusion is present (known only by network and not by UE unless UE is specifically informed) the macro cell aware of PCI confusion should initiate the procedure for further CSG cell identification (e.g. CSG ID, CGI reading). Currently we have already such a mechanism in form of ANR. This might of course result in handover problems when PCI confusion would first be detected, but such a situation should happen less often than a case where the status of PCI confusion is known.
Question 1: If RAN working groups think that UE based access checking is required prior the HO, should the starting point of CSG mobility enhancements be to utilise already existing REL8 mechanims and not trying to come up with new solutions that do bring benefits only in small number of scenarios with quite a massive amount of increased complexity?
Question 2: Would the mobility performance be enough if the SIB1 reading is only supported when long enough gaps are provided through DRX?

Question 3: It should be considered whether the additional information reading from CSG cell by UE is always needed or only done when needed or when instructed to do so by network?

2.2.2
UE in non-DRX

If UE is not in DRX or has only short DRX gaps it means basically that UE has some active data transmission ongoing. Current REL8 UE behaviour does not enable UE to read SIB1 of neighbour cell in these situations. One way to enable this is to just have this kind of feature possible in the specification and as a capability for the UE e.g. in coming LTE-A it may be that UEs need to have multiple RF branches for carrier aggregation that enables SIB reading from neighbouring cells without interrupting the data reception in the source cell. Probably it would be beneficial for NW to get the knowledge of this capability in order to utilize optimized data allocation mechanism. 
Question 4:  Should we have UE capability indicating whether UE is able to read SIB1 of neighbouring cells simultaneously with data transmission ongoing?
Another solution that could be left optional for UE implementations is to allow UE to “pause” UL/DL SCH activity in case UE has considered that it may be close to its CSG according to autonomous search function. During these pauses UE could then read SIB1 of possible candidate CSG cell – It should be highlighted that similar approach is already used in GPRS handovers in GSM. Problem with this approach is mainly in DL direction as the NW thinks UE is listening but in fact UE could be reading the system information form neighbouring cells. There would probably also be some impact from this uncoordinated SIB reading on DRX handling, network scheduler and lost resources on UL/DL and impact on measurements and mobility. The impact will depend on the time the UE is “out of reach in the serving cell” (not schedulable). If the time is limited the problems caused to NW should be bearable. 
In E-UTRAN one problem with this approach is that the UE does not have SFN information of neighbouring cells as it is not needed for normal macro cell mobility. This may cause either long interrupt times for reading information from neighbours or multiple interrupts.

Question 5: Would it be good approach to allow UE autonomous reading of additional CSG cell information by UE autonomous SCH gaps?

2.3
Intra vs. Inter-Frequency Mobility

There could be significant differences in mobility performance requirements between intra and inter-frequency cases at least due to following reasons:

1. In inter-Frequency case it is most probable that the carrier from where UE/NW is about to initiate mobility procedure towards a CSG cell still has good coverage, and thus there is as such not a stringent performance requirement for the mobility procedure. The UE can still stay camped and obtain service on the current frequency until the mobility procedure is ready to commence.

2. On the other hand in the intra-frequency case the radio conditions may degrade very rapidly or even the coverage from macro cell to CSG cell may not be continuous e.g. due to CSG cell being located inside an apartment but there is no coverage in the hallway of the building. 

3. Additionally in the intra-frequency case even if the coverage is continuous the interference (not necessary applicable for all “coverage HO” cases) may cause significant problems in the BCCH reading performance and in fact could turn up to be close to impossible

Due to these reasons we have some concerns about how good mobility in a real network deployment scenario could be provided for intra-frequency (same applies to “coverage HO”) shared carrier case when we consider mobility to an uncoordinated deployed CSG cell from a macro cell. 

Thus it could be good to consider whether the solution for intra-frequency case (same applies to “coverage HO”)  should be more focusing on the forward HO type of solution where UE is just instructed to go to CSG cell and perform access check prior to accessing the cell (e.g. by normal RRC re-establishment procedure).
Of course this kind “post access check” based procedure cannot provide as good performance as normal prepared macro cell HO. But it would anyway be rather unlikely that it would be possible to achieve similar handover performance as for macro cell HO with any of the proposed solutions if one considers all implications of such a solution. Positive thing about this kind of solution is that it works equally well regardless of whether one consider intra- or inter-frequency cases. 

Alternatively one could consider that in most of cases the there is always inter-frequency carrier available and HO to CSG could always be performed via inter-frequency carrier.
Question 6: As intra-frequency (same applies to “coverage HO”) CSG HO solution seems to be challenging/unreliable:

a) Should one consider separate/different procedure for inter-frequency (or “service based HO”)? 
b) Would it be better to find a solution that is applicable for both intra- and inter-frequency (as well as coverage and service based HOs) scenarios? 

c) Could HO to CSG cell in most of cases be performed via other frequency/RAT? Do we need really a solution for intra-frequency (coverage HO) case?
3
Solution Proposals 
In RAN2 there has been discussion whether fingerprint information is utilizable in the connected mode mobility procedures. We think that it would be quite unfortunate not to utilize already existing fingerprint mechanism in connected mode as well as they can greatly optimize the mobility performance in almost any proposed solutions. By allowing utilizing the fingerprint information the UE is able to filter most of the CSGs even being candidates for mobility procedures and thus basicly degrading needs for checking access rights to reasonable limit. Utilizing fingerprint information used for reselection purposes may not be applicable as such for connected mode e.g. as the neighbour cell lists may be quite different in both states. 
Below we present few alternative ways of doing the mobility in the connected mode to CSG cells. Basicly before the decision for going to any solution one needs to be able to answer the questions presented earlier in this paper. Additionally following questions needs to be addressed:
1. Does the UE utilize fingerprint information to indicate the NW that now the UE may be close to an allowed CSG cell in order to enable NW to take appropriate actions while at the same time ensure that the NW does not to trigger actions too often (e.g. measurement gap creation, mobility command sending etc…)?

2. Is reading of CSG ID prior to mobility command feasible i.e. does reading of CSG ID take too long to be utilized in RRC Connected mode mobility procedures?

3.1
The solution 1 – access check done after the mobility command:
1. UE reports cells normally and additionally UE may indicate in the measurement report that I’m close to my CSG cell now (or that UE thinks that it is close) – This type of indication could be based e.g. on fingerprint information or even reading the CSG ID. 
Even whether to utilize CSG ID reading could be left up to UE implementation to minimize false mobility procedures
2. NW decides based on the measurement results that mobility to the reported CSG cell should commence. The decisions is done without contacting the target cell (as UE only reported the that CSG cell is strong candidate). Network sends the mobility command to the UE.
3. UE would read (unless it has already read prior to reception of mobility command) SIB1/SIB2 and check CSG ID to know that access is allowed. 
4. If the access is allowed UE would start RRC re-establishment procedure and CSG cell could fetch the context from the source cell and all bearers would be established. In most of cases the access is allowed assuming good fingerprint information or even if UE was able to read CSG ID prior to mobility command, then access is “always” allowed – NOTE: It is assumed that CN will anyway “recheck” the access rights as RAN3 assumption has been that UE cannot be trusted in the access check procedure. In the case access is not allowed due to CSG ID not being part of CSG allowed list then one could perform back to previous via normal re-establishment failure handling. 
The delay of the procedure is greatly depending on if the UE was able to read CSG ID from CSG cell prior to mobility command or not. If UE was able to do that then the delay is seen as rather minimal. If the UE was not able to read CSG ID then the SIB2 reading delay dictates the total delay. Currently in REL8 it is possible to send SIB2 every 80ms and thus radio delay could be still quite small.  More specific analysis on the delay aspects is done in [7].

3.2
The Solution 2 – CSG ID reading prior HO preparation (by dedicated gaps or autonomous gaps):

1. UE reports cells normally and additionally UE may indicate in the measurement report that ‘I’m close to my CSG cell now’ (or that the UE think that it is close) – This could be based e.g. on fingerprint information. 

2. NW decides based on the measurement results that now it is time to read CSG ID and requests this from the UE. NW helps UE by providing dedicated gap (e.g. 100ms) whenever necessary. Alternatively it is also possible to omit this request from NW by allowing UEs to autonomously read the CSG ID from neighbour cell after it has indicated that UE may be close to an accessible CSG cell – UE could create autonomous gaps i.e UE just omits reading the source cell PDCCH and instead tries to receive target cell SIB(s). 

3. UE reads CSG ID of neighbour cell and reports it to NW e.g. in the measurement report.

4. NW prepares the CSG cell normally and provides normal HO COMMAND to UE. Normal HO procedure would be utilized from now on. NOTE: It is assumed that CN will anyway “recheck” the access rights as RAN3 assumption has been that UE cannot be trusted in the access check procedure 

Risk with this procedure is that UE will not able to read CSG ID always prior to the radio conditions of the serving cell goes too bad. Would it be OK to consider this kind of mobility procedure which will not work in all deployment scenarios – especially in intra-frequency scenarios?
4
Conclusion
In this paper we have tried to analyze shortly what are really the CSG connected mode mobility requirements and it seems that from user point of view in most scenarios the connected mode mobility could be provided with already existing REL8 SIB1 reading mechanism. Only cases when it may not provide excellent user perception is during VoIP type of applications as then the DRX periods are more seldom. But even for those scenarios we provided couple solutions i.e. UE capability of reading neighbour cell SIBs and/or UE initiated transmission pauses. 
We also analyzed somewhat some problems that we could face when trying to choose a optimal solution for inbound mobility during connected mode – especially intra-frequency or “coverage HO” scenarios could end up to be quite challenging. Due to this we raised few questions what would be the optimal way forward in the group for handling this situation:
a) Should one consider separate/different procedure for inter-frequency and “service HO”? 

b) Would it be better to find a solution that is applicable for both intra- and inter-frequency scenarios and “coverage HO” and “service HO”? 

c) Could HO to CSG cell in most of cases be performed via other frequency/RAT? Do we need really a solution for intra-frequency case?

We also presented couple alternative approaches from which one does not provide as good delay performance and the service interruption time is clearly longer, but it should work in all the scenarios. And the other one is indeed better from service interruption time and delay perspective, but worse from view point that it does not really work well in “coverage HO”. Both alternatives introduce additional complexity to the system, either due to the new method for reading CGI/CSG_ID from neighbour cells (solution 2) or due to the needed changes in the network internal signalling procedures (solution 1). 
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