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1. Introduction
RAN2 has email discussion on active mode mobility to H(e)NB. Based on the email discussion, majority view is the mobility should be supported for HeNB for which UE does not have fingerprint. We agree "partly" on this conclusion of email discussion. Our view is if the CSG cell is very far apart from where fingerprint is located, the active mode mobility is not necessary. If the CSG cell is relatively close from where fingerprint is located, the active mode mobility should be supported. The reason of distance dependancy is to fulfil following two requirements
1) to support campus or enterprise scenario where CSG cell clusters are deployed and 
2) to reduce the frequency of CGI acquisition which would impact to voice frame loss.

At first, we discuss the relation between the fingerprint and the positioning. We propose how fingerprint with positioning information can be used to reduce the frequency of CGI acquisition. Then we further discuss the methods for the active mode mobility in campus/enterprise scenario. In such scenario, we discuss more network based deployment in campus/enterprise scenario can reduce the frequency of CGI acquisition.
2. Discussion

2.1. Positioning information and fingerprint
At first, we would like to point out that UE does not know the cell size/deployment unless network provides cell size and deployment information of HeNB. Such relations are shown in Figure 1. Therefore, even with the ideal positioning information, the fingerprint only can be used to identify CSG cell position roughly. 
Proposal 1: Fingerprint only can be used to identify CSG cell position roughly irrespective of positioning accuracy.
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Figure 1: CSG cell coverage issue on fingerprint usage
On the usage of the positioning information for the fingerprint, there are aggressive usage and conservative usage. The example of aggressive usage and conservative usage are illustrated in Figure 2 and Figure 3. The fingerprint area means the area where UE consider CSG coverage area according to fingerprint and positioning information. 
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Figure 2 : positioning information is used for aggressive usage
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Figure 3 : positioning information is used for conservative usage
In the aggressive usage, there is possibility to miss the CSG cell, since UE does not know cell size/deployment. In conservative usage, the fingerprint area should be sufficiently large in order to avoid the case that UE miss the CSG cell in spite of CSG cell coverage. When the positioning information in fingerprint is used for conservative usage, UE don't miss the chance to detect CSG cell. To miss the chance to detect CSG cell requires more frequent usage of manual CSG selection to register/increase fingerprint area. This is not preferable from user experience perspective. Therefore, positioning information should be always used for the conservative usage. 
Proposal 2: positioning information should be always used for the conservative usage
In addition, the fingerprint with positioning information is difficult to use CGI identification because UE doesn't know the cell size/deployment. Therefore, the fingerprint with positioning information can be used for the reduction to obtain CGI reading. PCI confusion itself is not solved only by the fingerprint with location. 
The actual area size used to judge as conservative usage requires a kind of the specific parameter on the area size which sufficiently large size to mis-judge it. It is not easy to decide this number because there could be large number of the scenarios of cell size/deployment. One possible method is to broadcast such area size.
Proposal 3: solely fingerprint with positioning information is not sufficient to solve PCI confusion.

In spite of the above discussion on the difficulty of the fingerprint with positioning information, to use positioning information is still useful to reduce the CGI acquisition procedure in CSG active mode mobility. If one is working in New York ordinarily for example, to require manual cell selection in order to register fingerprint location once for Los Angeles office would be acceptable to reduce the impact by the the CGI acquisition procedure. 
Proposal 4: CSG active mobility far from where fingerprint is located is not supported.
2.2. Active mode mobility in campus/enterprise scenario
RAN2 email discussion also discussed campus/enterprise scenario. In this case, mobility among CSG cells also need to be discussed. In campus/enterprise scenario, CSG-CSG handover is important e.g. to keep continuity of services provided only in campus/enterprise. We identify two alternatives as the solutions for campus/enterprise scenario. One is to rely on network operation (alternative 1). The other is to rely on more UE based operation (alternative 2). Two alternatives are explained in detail as following:
Alternative 1: PCI deployment in campus/enterprise is always coordinated by the network
In this alternative, the PCI deployment is managed from network per campus/enterprise area in the assignment manner described such as Centralized PCI assignment in PCI Selection algorithms for (H)eNBs in TS 36.300 so that PCI confusion doesn’t occur as illustrated in Figure 4. UE obtains CGI for CSG only when UE moves from non-CSG to CSG. Then, mobility among CSG cells which belong to campus/enterprise are handled without CGI acquisition by UE. PCI confusion does not occur for handover among CSG cells within campus/enterprise area because the network manages the coordination. NW is required to identify target CSG cell with only PCI from UE during active mode mobility among CSG cells. In order to enable such operation, SON or intelligent CSG deployment may be used. In this alternative, CGI acquisition is required to perform only when UE perform handover from non-CSG cell to CSG cell. In order to provide service continuity in the campus/enterprise network, some kind of the registration of the cell to the network is necessary from the security reason. This ensures the cells with service continuity are always coordinated by the network. In campus/enterprise area, there may be other CSG cells which are not registered to the campus/enterprise network. We don't think service continuity is not required for these CSG cells and don't see the need of direct handover between campus/enterprise registered CSG cells and non-registered CSG cells. The fingerprint area in previous section should sufficiently large to cover such CSG-CSG handover.
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Figure 4 : PCI deployment within the campus area with NW based solution
Alternative 2: PCI deployment is carried out by the distributed manner
In this alternative, it is assumed that PCI deployment/assignment is carried out in completely distributed manner described such as Distributed PCI assignment in PCI Selection algorithms for (H)eNBs in TS 36.300. UE needs to obtain CGI always during the handover among CSG cells as well as macro to CSG cell, since NW is not able to solve PCI confusion completely by only PCI among CSG cells. The handover is required to be based on CGI and not PCI during not only macro to CSG handover but also CSG to CSG handover to resolve possible PCI confusion. 
In case of macro to CSG handover, both alternatives require to acquire CGI of CSG cell in order to solve PCI confusion. In case of CSG to CSG handover, alternative 1 does not require to obtain CGI of CSG cell and alternative 2 requires to obtain CGI of CSG cell. Alternative 1 requires more complexity in the network to avoid PCI confusion. The Distributed PCI assignment may need to be enhanced to avoid PCI confusion in Alternative 1, Alternative 2 requires more complexity in UE to obtain CGI in CSG-CSG handover. If CSG-CSG handover happens more frequently, alternative 2 increases the frequency of CGI reading compared with alternative 1 at every handover evaluation, since alternative 2 is required to acquire CGI of CSG cell for CSG to CSG handover. Distributed PCI assignment may not be necessary to be enhanced in Alternative 2. The difference between alternative 1(Centralized PCI assignment) and alternative 2(Distributed PCI assignment) may be further seen in case of a few cells deployment of CSG, where Centralized PCI assignment for CSG in the network could be relatively more expensive. 
Proposal 5: To discuss the feasibility of alternative 1
3. Conclusions
In this document, we discuss the relation between the fingerprint and the positioning and the method for active mode mobility to CSG cell. We propose following:

Proposal 1: Fingerprint only can be used to identify CSG cell position roughly irrespective of positioning accuracy

Proposal 2: positioning information should be always used for the conservative usage
Proposal 3: solely fingerprint with positioning information is not sufficient to solve PCI confusion
Proposal 4: CSG active mobility far from where fingerprint is located is not supported.
Proposal 5: To discuss the feasibility of alternative 1 
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Annex: Procedure example for non-CSG to CSG handover and CSG to CSG handover

This section illustrates the example of procedure for non-CSG to CSG handover and CSG to CSG handover in case of alternative 1 and alternative 2 in section2.2.

Alternative 1
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Figure 5 : Procedure example for non-CSG to CSG handover and CSG to CSG handover in alternative 1
Alternative 2
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Figure 6 : Procedure example for non-CSG to CSG handover and CSG to CSG handover in alternative 2
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