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Discussion/Decision
1 Introduction:

From discussion in last meeting on [1] it was asserted that the handling of all limited state UEs and UICC-less UEs with regards to emergency call is same. Also, one CR for this meeting [2] proposes the necessary changes with this assumption. This paper intends to look at a few limited state scenarios which may need to be handled differently.
2 Discussion:

We briefly discuss three scenarios here:
1. Limited Service on non-Allowed CSG cells:
A UE camped in limited service state shall be allowed to make an emergency call from a non allowed CSG cell. From the RAN2 discussions so far it seems that the normal security procedures shall not be applied to these UEs under the general handling of limited mode UEs irrespective of whether they have a valid USIM.
As per section 15.2.2 of [3], as long as the authentication is not impossible, there does not seem to be any reason to not perform the normal security procedure for these UEs. In LTE, there is no reason otherwise to implicate authentication is not possible for UEs with valid USIM on non allowed CSG cell.
For similar reason, the normal security should apply to the UEs with valid USIM in the following two cases:

2. When UE tries to perform attach in a restricted area, HSS might still have subscription information of the UE. 

3. Credit exhaustion (for prepaid cards); in this case also subscription information of the UE is available with HSS and network allows the UE to perform emergency call.

Therefore, it may be better to not handle all the limited service UEs in the same way. Also, there might be other cases which need to be considered by SA3/ SA2. We urge RAN2 to not decide on a general handling of applying NULL security algorithms, dummy/ no key generation etc before we get suitable response from SA3/ SA2. We may need to liaise with the relevant groups for this purpose. 
Proposal: General handling implicating NULL security algorithms, dummy/ no key generation etc may not be preferable for all limited service UEs. RAN2 should liaise with SA2 to establish the validity of these scenarios and with SA3 to confirm that normal security procedure apply to UEs with valid USIM in the mentioned scenario(s).
3 Conclusion:

General handling implicating NULL security algorithms, dummy/ no key generation etc may not be preferable for all limited service UEs.

RAN2 should liaise with SA2 to establish the validity of these scenarios and with SA3 to confirm that normal security procedure apply to UEs with valid USIM in the mentioned scenario(s).
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