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1 Introduction

This contribution discusses several topics with respect to the possible impacts to RAN2 work by the decision in RAN1 to specify the so-called Type 1 Relay Node (RN); in addition discusses some aspects (in a no-conclusive manner) of the possible interface between the eNB and Relay nodes.

2 Discussion

2.1 Architectural Functionality of Relay Nodes

Several types of Relays have discussed so far in RAN1. This discussion involved different views as to which functions would be better placed at the RN in order to fulfil the requirements of increased data rate and increased coverage especially at the cell-edges. On the last RAN1#56, RAN1 agreed that it is necessary to specify the so-called Type 1 Relay Node [1], which in summary: RN appears to a UE as a separate distinct cell. Other types of Relay Nodes are still FFS. It is worthy to note that it is common understanding among RAN1 delegates that from UE perspective the RN is seen as an eNB but not necessarily meaning that the RN has all the functionalities of an eNB and therefore the behaviour of the RN at L2/L3 may or may not be the same as an eNB depending on the study of RAN2 and RAN3.

The following table tries to summarise different views with respect to the functional allocation distribution in the Relay Node from the C-Plane and U-Plane perspective and the possible impacts of each type of Relay node to RAN2 specifications
Alternatives for C-Plane functionality in Relay Nodes

	Type 
	C-plane aspects
	 Impacts foreseen for RAN2 specifications

	RRC in RN is same as Full eNB


	The RN has all the functionality of an eNB including its own PCID. Scheduling, resource allocation is done independently by the RN, however interference management mechanism to coordinate with donor eNB and other RNs is necessary. 

	Radio resource coordination mechanism and signalling between eNB and RN is necessary to manage interference and efficient allocation. Tunnelling mechanism for user-plane data may require some work at RAN2/3 to define the way and any necessary signalling to setup the tunnel for the packets.

	RN with Partial RRC 
	The RN has some of the functions of RRC that reside in eNB in order to reduce the latency in case of the handover and fast data routing. Note that there are more handover scenario than the current E-UTRAN, e.g., eNB-eNB, eNB-RN (in the same eNB), eNB-RN( in different eNB), RN-RN (in the same eNB), RN- RN (in different RN). L3 measurements may be utilized for handover decision in RN. 

	Some signalling for forwarding other RRC messages over the eNB-RN interface may be required. In addition, depending on which RRC functions are located in RN, there will be need to also review signalling to the MME. Additional signalling may be required to cover for the additional types of handovers


Alternatives for U-Plane functionality in Relay Nodes

	Type
	U-Plane Aspects
	Impacts to RAN2 specifications

	
MAC 
	The RN performs the multiplexing and de-multiplexing of MAC SDU and also performs the scheduling and priority handling between RN and UE by itself. The radio resource allocation between UE and RN should be performed in coordination with eNB and the other RNs taking into consideration inter-cell interference and load condition. 
	Radio resource coordination mechanism and signalling between eNB and RN is necessary to manage interference and efficient allocation. 

	
MAC:RLC 
	In addition to the functions of the above-described RN type, outer ARQ and RLC PDU segmentation/concatenation reside in RN. In addition, only partial or full RLC functionality can be located in RN.


	In addition to the signalling of MAC RN type above, depending on which RLC functionality (e.g. only outer ARQ or all segmentation concatenation) placed at the RN there would be additional signalling to convey RLC information.

	PDCP
	PDCP operation is foreseen as similar to LTE Rel.8


	As PDCP aspects are not changed, there is very little impact to RAN2 specification foreseen.


2.2 Interconnection Models for the RN and network

2.2.1 RN visibility from core network

The RN entity could, depending on the functional allocation, be visible or not to the Core Network. This basically depends on the interconnection model that is decided; and is applicable independently (or jointly) to both C-Plane and U-Plane. The following basic interconnection models (without separation of C-Plane and U-Plane functions) are possible:

· Option A: RN is seen as an eNB from the CN point of view. eNB is transparent from CN point of view.

· Option B: RN is not seen from CN point of view. The existence of RN is handled within eNB.


If considering separately the C-Plane and U-Plane separately, would mean that:
· For Option A means, S1-AP and S1-U CN messages are terminated at the RN after some forwarding/tunnelling from eNB; 

· For Option B means that S1-AP and S1-U are terminated at eNB. 

In Option A, NAS related handling of messages is done at the RN in similar way to LTE, but this depends on which functionality the RN posses.

In Option B NAS related handling of messages could also be done in the same way as eNB does in Rel. 8. Nevertheless, depending also on the agreements on functional allocation, this aspect would require further investigation.
For both interconnection model approaches the following aspects need to be investigated as well:

· Potential impacts on MME and S-GW procedures (e.g. multiple connectivity case, etc.) 

· Security model may also be impacted and consequently security procedures.
It is proposed that RAN2 takes these points as investigation to clarify which option offers better performance and represents less impact to 3GPP work.

Proposal: RAN2 should consider how RN is seen from CN point of view with RAN3.
2.2.2 Interface b/w eNB and RN

As we have mentioned already in document R2-092394, We believe that it’s beneficial to allow for a multi vendor eco-system for eNB and RN. Therefore, we have proposed in [2] to have a standardised interface between eNB and RN in 3GPP.

In case the CN messages are terminated at the eNB, the interface between the eNB and RN could be separately standardised. The interface between eNB and RN could be based on the X2 interface that connects different eNBs for both c-plane and u-plane. Some of the signalling and procedures already specified for X2 could be applicable to the eNB-RN link. Nevertheless, some modifications to the existing specification and additional procedures may be required. These modifications would depend on the functions that the RN will handle at different levels of the protocol stack, hence at this moment we propose to continue investigating the possible applicability of already standardised mechanisms and evaluate the need of additional work. 

In case the RN is seen as an eNB from the CN point of view, the CN messages terminate at the RN, meaning the signalling is transparent to the eNB. In addition the interfaces are already standardised (S1 C-plane and U-plane) and only PHY mechanisms pertaining to RAN1 competence would be required in this link.

Being the case of these possible alternatives, it is proposed to investigate these models to find out which has better performance and represents less impact to the work on RAN2/3/SA2/CT1 and standardise the interface at the identified level. 

2.3 Impact to Security in RN architecture

2.3.1 Physical Security

Security environment of the RNs can be very similar to that of the eNBs, hence the same threat assessment can be made with respect to the physical security of RN. Other security operational aspects and models are possible according to the following figure.
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Figure 1. Possible C-Plane Security Models for LTE-Advanced

It is necessary to discuss answers to the following questions: 

Question 1: How secure is the RN?

· If RN is physically secure as an eNB, is it possible to store security key in RN as same as eNB? If yes, further discussion will be how security b/w eNB and RN should be considered (i.e. go to Question 2).

· If not, RN could not be termination point for UE.
2.3.2 Security Mechanisms for RN architecture
Question 2: How secure is the interface b/w eNB and RN (i.e. security 1)? How security b/w eNB and RN should be supported?

· If security 1 is similar to S1/X2 security, could it based on network level solution? (e.g. NDS)
· If security 1 is similar to Uu security, is it based on USIM level solution (i.e. RN has USIM. RN established security association b/w eNB and RN by using USIM)?

Question 3: Based on outcome of Question 1&2, is it necessary to consider security between eNB and RN (security 1) and between RN and UE (security 2)? Some alternatives are listed below.

· Alternative 1: security per UE is terminated at eNB

· Both RRC signalling and u-plane data are transparent to RN

· It doesn’t need to consider security 1 and security 2 (i.e. Uu security is enough) 

· Alternative 2: the security per UE is terminated at RN

· RN has keys for both RRC signalling and u-plane data per UE (security 2)

· Security 1 is also needed to consider for u-plane data 

· If the security for u-plane is terminated at RN (security 2) as shown in Figure 1, key change for security 1 might occur frequently due to key change for security 1.  
· RN needs to have RRC functionality at least for the security related

· 
RRC connection may be terminated at RN

· Alternative 3: the security for RRC signalling is terminated at RN and that for u-plane data is terminated at eNB

· RN has a key for RRC signalling per UE

· It needs to consider only security 2 for RRC signalling

· U-plane data is transparent to RN

· RN needs to have RRC functionality

· RRC connection can be terminated at RN

 If considering a Relay node with full functionality as an eNB, IP packets (PDCP SDUs) or PDCP PDUs are sent from the eNB to the Relay node.  If the RN doesn’t have all the eNB functionalities, other types of PDUs (RLC, MAC) could be forwarded between eNB and RN.

If PDCP SDUs are sent over the eNB-RN link, then the eNB could use one security key per RN and the different UEs’ PDCP SDUs are payload. In order to avoid security key frequent wrap around, SN could be expanded. Each RN must then encrypt and HC each PDCP SDUs with a key per UE for sending over Uu. According to this case, the RN must have the UE keys, however the eNB doesn’t need to have them. RRC must be located at RN to negotiate the keys with the UE. In this case there is no significant impact to RAN 2 mechanisms, since the RN and eNB could use the same RRC procedure to establish the encryption over the wireless link in the same way, as a normal UE would do.

If PDCP PDUs are sent over the eNB-RN link, then the payload is already encrypted at eNB, hence theoretically no encryption is needed over the eNB-RN link. Also the RN doesn’t need to handle individual UE keys since key negotiation will be done with eNB RRC entity, hence this part of RRC functionality is then not needed at RN. In this case the RN would only forward RRC signalling to the eNB and the negotiation of keys is done transparently to the RN. No further impact to specifications is seen.
Proposal:  RAN2 should share the issues that are seen from RAN2 perspective with SA3 for further discussions on RN security.

2.4 Other Topics

-
Multiplexing

One of the assumptions in RAN1 for the Relay nodes is that the channel conditions between eNB and RN are relatively good  and that the Relay node is not mobile. This assumption leads to think that the sizes of the transport blocks that are possible to send over this link are relatively big. This fact leads us to consider the possibility of multiplexing data/control to/from several UEs at the Relay node. Some signalling between RN and eNB to allow for multiplexing would also need to be specified and may need some work.
3 Conclusions
After analysing different aspects of the type 1 Relay Nodes defined by RAN1 we have seen that there is a series of issues that require inter-3GPP work. Hence it is the conclusion of this document to present a series of recommendations as to which topics should be handled by RAN2 in coordination with other 3GPP groups. These issues are: 

1. Whether interface between eNB and Relay Nodes are specified or not

2. Security impacts of Relay Nodes, and the impact of introducing Relay Nodes to the 3GPP security model and procedures for C-Plane and U-Plane

3. Relay nodes interconnection model to the Core Network, i.e. CN visibility including performance benefits

4. RAN2/3 internal discussion on functional allocation

It is also recommended to involve other 3GPP groups in the study of Relay Nodes in a coordinated manner as following:

- RAN1: PHY aspects of Interface between eNB and RNs

- RAN2: Functional allocation and possible enhancements to RRC/RLC/MAC procedures
- RAN3: Higher Layers aspects of Interface between eNB/ RN and S1/ X2 impacts of interconnection models of RN to the network 
- SA2:  Core Network aspects (if any) of interconnection models of RN to the network 

- SA3: Security and impacts to security procedures 
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