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1 Introduction
The main difference between a handover of a UE between two macro cells and a handover from a macro cell to a HeNB is the following. In a macro-to-macro handover, UE assumes that it is allowed to access the target cell (access is allowed except in exceptional circumstances such as barring). In a macro-to-HeNB handover, UE does not know whether it is allowed to access the HeNB. Thus some way of checking whether a UE can access the HeNB is needed. 
2 Discussion

In Release 8 it was agreed that a network can reserve a range of PCIDs for use by HeNBs. A HeNB can be either a CSG cell or a open/hybrid access cell. When a UE detects a HeNB (that is, it finds a PCID in the reserved range), it does not know whether it is allowed to access the HeNB. In the following cases UE is not allowed to access the HeNB:
· HeNB is a member of a closed subscriber group and UE does not have the CSG in its allowed CSG list.

· HeNB is a hybrid access cell belonging to a closed subscriber group; UE does not have the CSG in its allowed CSG list; the HeNB is blocking access to non-CSG members due to loading conditions.

To determine whether UE is allowed to access a particular HeNB at a particular time, one approach that has been previously considered is to have the UE perform an access check by checking the information in SIB1 [1]. This and other potential approaches are discussed below. 
Access checking by UE

Access checking of the HeNB by the UE consists of UE reading SIB1 to determine the type of the HeNB (closed or open/hybrid) and the CSG ID. Reading SIB1 of the HeNB requires the assignment of a measurement gap to the UE. The following could be the sequence of events to perform such an access check and handover:
1. UE sends a measurement report to network indicating presence of a HeNB.
2. Network assigns a measurement gap for UE to read SIB1 of HeNB.

3. UE receives SIB1 of HeNB and determines whether access is allowed. If access is allowed, UE sends a measurement report including the PCID and CSG ID of the HeNB (if access is not allowed, UE may not need to send this measurement report).
4. Network prepares the HeNB for handover and sends the UE a handover command.
It should be recognized that the above procedure can impact both UE activity on the serving cell and its battery life. In order to receive SIB1, gaps of at least 160 ms duration are needed (UE has to receive MIB before attempting to receive SIB1. MIB is transmitted in 40 ms cycles and to ensure that one full 40 ms cycle of MIB is received, 80 ms needs to be set aside for MIB reception. SIB1 is transmitted in 80 ms cycles). This is assuming that both MIB and SIB1 can be received in one attempt (4 transmissions of MIB and 4 transmissions of SIB1). Such long interruptions can seriously affect throughput and user experience, especially in locations with several HeNBs. Furthermore, with proliferation of HeNBs, the access checking by the UE can impact the UE’s battery life. 
Therefore, we propose that RAN2 agree that access checking is not done by the UE.
2.1 Access checking by Network

SA2 has considered various approaches for access checking [2]. However, the issues that arise from UE performing access check – as described above – have not been studied in SA2.

The handover preparation step prior to the actual handover, allows the network to perform admission control. The target cell could reject the handover request from the source cell. Thus performing access checking at the handover preparation stage is naturally an attractive option. There may also be a need for additional network procedures to check UE’s membership in a CSG (CSG membership information may not be stored at a HeNB). However, it should be noted that such procedures are needed regardless of handover support. 
Proposal: Access checking mechanism for handover to HeNB should be based on network determining whether the UE is allowed access to the target HeNB. 
3 Conclusion
Principles of access checking have been discussed and the drawbacks of access checking solely by UE have been identified. RAN2 is requested to discuss and adopt the following proposal for further work:
Proposal: Access checking mechanism for handover to HeNB should be based on network determining whether the UE is allowed access to the target HeNB. 
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