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1 Introduction

The purpose of this contribution is to discuss the ciphering problem for CS-HSPA as addressed during the RAN2-65 meeting. 
2 Discussion
The problem of de-synchronisation of ciphering in RLC UM for CS-HSPA surfaced during the previous meeting ‎[1] followed by an email discussion about possible timer based solutions.  It seems that cause of the problem is still unclear, e.g. if the problem appears at specific locations, what is the network coverage situation at those places, and how were the channels configured, etc. Therefore, the standpoint of this contribution is that the existing RLF detection should in most situations be sufficient to detect radio link quality problems that risk causing the de-synchronisation of the ciphering.
If a new mechanism or supervision based on timers or other criteria is however required, it is proposed that a local configuration within the UE is used instead of configuration from the UTRAN side from the following reasoning.

· So far no reasons are found why the problem (regardless of its cause) is specific for CS-HSPA and the mechanism (if any is needed) should therefore be generic to account for similar kind of situations e.g. for PS VoIP or for various PS streaming services.

· In general, UTRAN has very little information, if any, about the characteristics (e.g., the expected SDU rate) of the transferred data on a user RAB whereas the UE typically has an understanding of the characteristics of the data to be received, at least at the "application layer".

· The appropriate configuration of timers, counters or other mechanisms for this kind of supervision may depend on the type of service whereas the characteristics of the service is, as already mentioned above, likely better known in the UE.
· The fixed timer solution (of about 2.5 seconds for CS-HSPA) is actually a special case of the same situation where the characteristics of the service and accordingly the timer setting are trivial, without any need for explicit configuration from UTRAN side.
The benefit of the above described "application dependent RLF detection" solution is that the UE behaviour, when an RLF of this kind is detected, is the same as the behaviour when a RLF is detected today (i.e., a Cell Update).

3 Conclusion
It is proposed that RAN2 considers whether the current RLF mechanism is sufficient to resolve the problem. If a new mechanism or supervision based on timers or other criteria is however required, it is proposed that a local configuration of these timers is used within the UE without explicit configuration from the UTRAN side. 
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