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Discussion and decision
1.  Introduction
At RAN2 #63, RAN2 decided on the basic model for the KeNB* and shortMAC-I handling at handover based on [1-6]. This paper proposes to support multiple KeNB* and shortMAC-I forwarding at handover, with an aim to improve possible handover failure recovery.
2. Discussion
As per current agreements, KeNB* and shortMAC-I forwarded at handover preparation are target cell specific. That is, KeNB* is derived by binding the target PCI to the KeNB or NH at the source eNB. The shortMAC-I is derived by truncating the normal MAC-I calculated over a bit string, which includes the target cell identity. This implies that a re-establishment attempt by a UE will not succeed unless the UE selects a target cell for which both the proper KeNB* and shortMAC-I are prepared at the eNB. Although the eNB has the UE context (i.e., AS configuration information), re-establishment will not succeed unless the KeNB* and shortMAC-I are also available for the concerned cell.

In practical networks, macro eNBs typically manage multiple cells. This is to effectively reduce the number of eNB sites and reduce infrastructure costs. eNBs managing up to 12-24 cells (considering multiple sectors and multiple carrier frequencies) are common place. This number would possibly increase in future considering e.g., remote radio heads. With this in mind, in case of handover failure, it is likely that the UE performs re-establishment in a close by cell, likely under control of either the source or the target eNB.

As such, it is desirable that the eNB can derive the corresponding KeNB and shortMAC-I for each cell under its control, so that a re-establishment attempt by the UE to any of these cells would succeed. However, the current KeNB* and shortMAC-I forwarding model does not allow this, unless a handover preparation procedure is performed for each of these cells. Running multiple handover preparation procedures in parallel for such purpose would be costly and undesirable, as the forwarded UE context (i.e., AS configuration information) other than the KeNB* and shortMAC-I would be the same. For S1 HO multiple handover preparation may not be possible anyway, depending on RAN3 discussion outcome.
As such, supporting multiple KeNB* and shortMAC-I forwarding by one HandoverPreparationInformation is desirable. Considering future proofness, it is thought that support of up to 32 would be sufficient.

Proposal
Forwarding of multiple (up to 32) KeNB* and shortMAC-I by one HandoverPreparationInformation message shall be supported.
3. Conclusions
The following is proposed to improve re-establishment success rate considering practical network deployments:

Proposal
Forwarding of multiple (up to 32) KeNB* and shortMAC-I by one HandoverPreparationInformation message shall be supported.
A text proposal for TS 36.331 is provided below.
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Text proposal

Beginning of text proposal
–
AS-Context
The IE AS-Context is used to transfer local E-UTRAN context required by the target node. 

AS-Context information element
-- ASN1START

AS-Context ::=






SEQUENCE {


ue-RadioAccessCapabilityInfo


OCTET STRING (CONTAINING UECapabilityInformation),


ue-SecurityCapabilityInfo



OCTET STRING,


reestablishmentInfo





ReestablishmentInfo, 


securityContextInfo





SecurityContextInfo

}

-- ASN1STOP

	AS-Context field descriptions

	ue-RadioAccessCapabilityInfo

Including E-UTRA, GERAN and UTRA radio access capabilities (separated)

	ue-SecurityCapabilityInfo

UE security capability information as specified in TS 36.401 [31].

	reestablishmentInfo

Including information needed for the RRC connection re-establishment

	securityContextInfo

including information needed for the target eNB to make KeNB, which is not included in the IE SecurityConfiguration. 


–
Key-eNodeB-Star
The IE Key-eNodeB-Star is used %%

Key-eNodeB-Star information element
-- ASN1START

Key-eNodeB-Star ::=




SEQUENCE {


-- Enter the IEs here.
















   FFS

}

-- ASN1STOP

	Key-eNodeB-Star field descriptions

	Parameter KeNB*: See TS 33.401 [32, 7.2.8.4]


–
ReestablishmentInfo
The ReestablishmentInfo IE contains information needed for the RRC connection re-establishment.

ReestablishmentInfo information element
-- ASN1START

ReestablishmentInfo ::=



SEQUENCE {


sourcePhysicalCellIdentity


PhysicalCellIdentity,

shortMAC-I-List





ShortMAC-I-List


...

}

ShortMAC-I-List ::=




SEQUENCE ( SIZE (1..maxSecurityContext) ) OF SEQUENCE{

cellIdentity





CellIdentity,

shortMAC-I






BIT STRING (SIZE (16))




 -- field size FFS
}

-- ASN1STOP

	ReestablishmentInfo field descriptions

	sourcePhysicalCellIdentity

Contains the physical cell identity of the source cell.

	sourceShortMAC-I

xxx


Next modified section
–
SecurityContextInfo
The IE SecurityContextInfo is used to transfer the needed information for the target eNB to make KeNB, which is not included in the IE SecurityConfiguration. 

SecurityContextInfo information element
-- ASN1START

SecurityContextInfo ::=



SEQUENCE {



indexIncreaseIndicator



BOOLEAN,


nextHopChainingCount



NextHopChainingCount,

key-eNodeB-StarList




Key-eNodeB-StarList
}

Key-eNodeB-StarList ::=



SEQUENCE( SIZE (1..maxSecurityContext) ) OF SEQUENCE{


physicalCellIdentity



PhysicalCellIdentity,


key-eNodeB-Star




Key-eNodeB-Star

}
-- ASN1STOP

	SecurityContextInfo field descriptions

	key-eNodeB-Star

Parameter KeNB*: See TS 33.401 [32, 7.2.8.4]

	indexIncreaseIndicator

Parameter index increase indicator: See TS 33.401 [32, 7.2.8.4]

	nextHopChainingCount

Parameter NCC: See TS 33.401 [32, 7.2.8.4]


Next modified section
6.4
RRC multiplicity and type constraints values

–
Multiplicity and type constraints definitions

Editor’s note: A brief descriptive text to be added here (FFS).

-- ASN1START

maxAC





INTEGER ::= 5
-- 

maxBands




INTEGER ::= 1
-- Maximum number of bands listed in EUTRA UE caps
FFS
maxCDMA-BandClass


INTEGER ::= 31
-- Maximum value of the CDMA band classes

maxCellBlack



INTEGER ::= 16
-- Maximum number of blacklisted cells

maxCellInter



INTEGER ::= 16
-- Maximum number of neighbouring inter-frequency












-- cells listed in SIB type 5

maxCellIntra



INTEGER ::= 16
-- Maximum number of neighbouring intra-frequency












-- cells listed in SIB type 4

maxCellMeas




INTEGER ::= 1
-- Maximum number of neighbouring cells within a












-- measurement object







FFS
maxCellReport



INTEGER ::= 8
-- Maximum number of reported cells

maxCellUTRA




INTEGER ::= 1
-- Maximum number of neighbouring UTRA cells

FFS
maxDRB





INTEGER ::= 11
-- Maximum number of Data Radio Bearers

maxEARFCN




INTEGER ::= 32767
-- Maximum value of EUTRA carrier fequency

maxFreq





INTEGER ::= 8
-- Maximum number of EUTRA carrier frequencies

maxGERAN-Carrier


INTEGER ::= 32
-- Maximum number of GERAN carrier fequencies

maxGNFG





INTEGER ::= 16
-- Maximum number of GERAN neighbour freq groups
FFS
maxMBSFN-Allocations

INTEGER ::= 8
-- Maximum number of MBSFN frame allocations with












-- different offset

maxMCS-1




INTEGER ::= 16
-- Maximim number of PUCCH formats (MCS)

maxMeasId




INTEGER ::= 1
-- 












FFS
maxObjectId




INTEGER ::= 1
-- 












FFS
maxPageRec




INTEGER ::= 16
-- 

maxPNOffset




INTEGER ::=
511
-- Maximum number of CDMA2000 PNOffsets

maxRAT-Capabilities


INTEGER ::= 8
-- Maximum number of interworking RATs (incl EUTRA)

maxReportConfigId


INTEGER ::= 1
-- 












FFS
maxSecurityContext


INTEGER ::= 32
-- Maximum number of KeNB* and shortMAC-I forwarded











-- at handover
maxSIB





INTEGER ::= 32
-- Maximum number of SIBs

maxSI-Message



INTEGER ::= 32
-- Maximum number of SI messages

maxUTRA-FDD-Carrier


INTEGER ::= 16
-- Maximum number of UTRA FDD carrier fequencies
FFS
maxUTRA-TDD-Carrier


INTEGER ::= 16
-- Maximum number of UTRA TDD carrier fequencies
FFS
-- ASN1STOP

Editor’s note: The value of maxDRB was selected to align with SA2. 

Editor's note:
A table with parameter descriptions should be considered as an alternative to the inline comments above. If there are more than a few words of comment, the code above gets rather messy.

End of text proposal
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