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1
Introduction

This paper investigates the following protocol extension issues: ASN.1 standards, extension of RRC message class, critical extension of RRC messages and non critical extension using extension marker. In general the paper supports the proposals in [1], with one exception: it is felt that more time is needed before concluding whether to abandon the non-critical extension mechanism as used in UTRA and to use several/ many extension markers instead. 
2
Discussion

2.1
Introduction

Apart from the Ad Hoc meeting in December 2007, the issue of protocol extension has not been discussed in RAN2. The extension mechanism only needs to be concluded when freezing the ASN.1. Nevertheless, since some issues will most likely require some time to conclude, early discussions may be desirable. This paper basically  reviews the proposals included in [1]:

· ASN.1 standards

· Extension of RRC message class

· Critical extension of RRC messages

· Non critical extension using extension marker
2.2
ASN.1 standards

Proposal 1:
Use the 07/2002 version of the ITU-T recommendations X.680, X.681 and X.691. Use Packed Encoding Rules (PER) UNALIGNED (both: as in UTRA)

>We agree with this proposal

2.3
Extension of RRC message class

Proposal 2:
Use a limited number of spares (as available for free) and support further extensions via an ‘outer choice’ as illustrated below.

XX-MessageType ::= CHOICE {


c1





CHOICE {



msg1




Message1,



msg2




Message2,



msg3




Message3,



spare1




NULL


},

-- Another CHOICE may be introduced here if needed for future message class extension (table 2)


criticalExtension

SEQUENCE {}
}

Using an additional bit for a choice rather than for defining additional spares results in somewhat more flexibility i.e. when running out of spares we can decide how many additional values to introduce. If we introduce the same number again, there is no real difference
SIB type: currently 8 spares are defined
>We agree with this proposal. The following table provides some further details

Message class

	Channel
	Proposal (=current status)
	Comment

	BCCH-BCH
	1 message, 0 spares
	

	BCCH-DL-SCH
	2 messages, 0 spares
	

	PCCH
	1 message, 0 spares
	

	DL-CCCH
	4 messages, 0 spares
	

	DL-DCCH
	7 messages, 1 spare
	

	UL-CCCH
	2 messages, 0 spares
	

	UL-DCCH
	10 messages, 6 spare
	


2.4
Critical extension of RRC message

Proposal 3:
Use a limited number of spares (decide on case by case bais, use 7 as default) and support further extensions via an ‘outer choice’ as illustrated below.

For DL messages including a significant amount of information e.g. the Radio resource configuration, it seems likely that there will be a critical extension in every release. In this case, it makes sense to immediately reserve a higher number of spares as compared to the Message class case.

>We agree with this proposal. However, we suggest that 7 spares are defined for the RRCConnectionSetup and that 3 spares are defined for messages where extensions are less likely e.g. because there is limited information included in the message
Proposal 4:
Use critical extensions for messages toward a single recipient

One aim would be allow the sender to take into account the release supported by the recipient i.e. to ensure the message can be handled by the reciver. This would imply that criticl extensions are not used for messages using common channels (BCCH, CCCH, MCCH, PCCH). For uplink, support of critical extensions requires the network to indicate the version of the ASN.1 transfer syntax that it supports. Since support of the transfer syntax of a release does not imply any functionality support (networks anyhow have freedom to implementat whatever version of whatever release), this seems acceptable.

To support use of critical extensions in uplink, E-UTRAN needs to indicate which message version the UE shall use/ which message versions the UE is allowed to use. However, the ‘message version control functionality’ is assumed not to be needed in REL-8.

>We agree with this proposal. Also, we suggest removing the critical estension possiblility for the following messages: System Information messages, Paging message.
The following table provides some further details about the proposal i.e. 3 types classes of messages are identified:
· Messages with a significant amount of parameters: 7 spares

· Messages with a limited amount of parameters: 3 spares

· Messages without any parameters: 0 spares

Messages
	Channel
	Proposal
	Comment

	BCCH-BCH
	MIB: no CE
	

	BCCH-DL-SCH
	SIB1, SI: no CE
	

	PCCH
	Paging: no CE
	

	DL-CCCH
	Reestablishment, ConnectionSetup: 7 spares

ReestablishmentReject, RRCConnectionReject: 0 spares
	

	DL-DCCH
	RRCConnectionReconfiguration: 7 spares
DLInformationTransfer, HandoverFromEUTRAPreparationRequest, MobilityFromEUTRACommand, RRCConnectionRelease, SecurityModeCommand, UECapabilityEnquiry: 3 spares
	

	UL-CCCH
	ConnectionRequst, ReestablishmentRequest: 0 spares
	Do we really need the CE option?

	UL-DCCH
	MeasurementReport, UECapabilityInformation: 7 spares
RRCConnectionSetupComplete, ULInformationTransfer: 3 spares

RRCConnectionReconfigurationComplete, RRCConnectionReconfigurationFailure, RRCConnectionReestablishmentComplete, RRCStatus, SecurityModeComplete, SecurityModeFailure: 0 spares
	


2.5
Encapsulation (bit or octet strings ‘containing’)

Proposal 5:
When using a container, the critical extensions (i.e. which release is used) of the contents is independent of the critical extension of the message in which it is included. For these containers, critical extensions may be used if the container is toward a single recipient. Octet strings are used in case the typical length exceeds 15 oct.

>We agree with this proposal
3
Conclusion & recommendation
This paper suggests RAN2 agrees the following proposals, as originally proposed in [1]:

Proposal 1:
Use the 07/2002 version of the ITU-T recommendations X.680, X.681 and X.691. Use Packed Encoding Rules (PER) UNALIGNED (both: as in UTRA)

Proposal 2:
Use a limited number of spares (as available for free) and support further extensions via an ‘outer choice’ as illustrated below.

Proposal 3:
Use a limited number of spares (decide on case by case bais, use 7 as default) and support further extensions via an ‘outer choice’ as illustrated below.

Proposal 4:
Use critical extensions for messages toward a single recipient

Proposal 4b:
We suggest that 7 spares are defined for the RRCConnectionSetup (considering that we have not (yet) agreed to use defaults for the entire configuration. Also, we suggest removing the critical estension possiblility for the following messages: System Information messages, Paging message.
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Protocol data units, formats and parameters

6.1
General

The contents of each RRC message is specified in subclause 6.2 using ASN.1 to specify the message syntax and using tables when needed to provide further detailed information about the information elements specified in the message syntax. The syntax of the information elements that are defined as stand-alone abstract types is further specified in a similar manner in subclause 6.3.

The need for information elements to be present in a message or an abstract type, i.e., the ASN.1 fields that are specified as OPTIONAL in the abstract notation (ASN.1), is specified by means comment text tags attached to the OPTIONAL statement in the abstract syntax, which meaning is specified in table 10.1.

Table 6.1-1: Meaning of abbreviations used to specify the need for information elements to be present

	Abbreviation
	Meaning

	Cond conditionTag
	Conditionally present
An information element for which the need is specified by means of conditions. For each conditionTag, the need is specified in a tabular form following the ASN.1 segment.

	Need OP
	 Optionally present
An information element that is optional to signal. If the message is received by the UE, the UE behaviour that applies in case the information element is absent is either specified in a corresponding procedural specification or is implied by the semantics information provided in the field description table following the ASN.1 segment.

	Need OC
	Optionally present, Continue
An information element that is optional to signal. If the message is received by the UE, and in case the information element is absent, the UE shall continue to use the existing value (and the associated functionality).

	Need OD
	 Optionally present, Discontinue
An information element that is optional to signal. If the message is received by the UE, and in case the information element is absent, the UE shall discontinue/ stop to use the existing value (and the associated functionality).


Editor's note:
The use of extension markers is FFS.

6.2
RRC messages

NOTE:
The messages included in this section reflect the current status of the discussions. Additional messages may be included at a later stage.

It is FFS whether or not the following messages should be introduced:

-
HandoverToEUTRACommand  (The RRC connection reconfiguration message is currently used, i.e. it is FFS if a specific message is needed)
-
UECapabilityInformationCompact  (The need to introduce a message including a size optimised/ reduced version of the UE capabilities is FFS)

6.2.1
General message structure

–
EUTRA-RRC-Definitions

This ASN.1 segment is the start of the E‑UTRA RRC PDU definitions.

-- ASN1START

EUTRA-RRC-Definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

-- ASN1STOP

–
BCCH-BCH-Message
The BCCH-BCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE via BCH on the BCCH logical channel.

-- ASN1START

BCCH-BCH-Message ::= SEQUENCE {


message




BCCH-BCH-MessageType

}

BCCH-BCH-MessageType ::=





MasterInformationBlock

-- ASN1STOP

–
BCCH-DL-SCH-Message
The BCCH-DL-SCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE via DL‑SCH on the BCCH logical channel.

-- ASN1START

BCCH-DL-SCH-Message ::= SEQUENCE {


message




BCCH-DL-SCH-MessageType

}

BCCH-DL-SCH-MessageType ::= CHOICE {


c1





CHOICE {



systemInformation





SystemInformation,



systemInformationBlockType1



SystemInformationBlockType1


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP


–
PCCH-Message
The PCCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE on the PCCH logical channel.

-- ASN1START

PCCH-Message ::= SEQUENCE {


message




PCCH-MessageType

}

PCCH-MessageType ::= CHOICE {


c1





CHOICE {



paging








Paging


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP


–
DL-CCCH-Message
The DL-CCCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE on the downlink CCCH logical channel.

-- ASN1START

DL-CCCH-Message ::= SEQUENCE {


message




DL-CCCH-MessageType

}

DL-CCCH-MessageType ::= CHOICE {


c1





CHOICE {



rrcConnectionReestablishment


RRCConnectionReestablishment,



rrcConnectionReestablishmentReject

RRCConnectionReestablishmentReject,



rrcConnectionReject





RRCConnectionReject,



rrcConnectionSetup





RRCConnectionSetup

},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP


–
DL-DCCH-Message
The DL-DCCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE on the downlink DCCH logical channel.

-- ASN1START

DL-DCCH-Message ::= SEQUENCE {


message




DL-DCCH-MessageType

}

DL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



dlInformationTransfer




DLInformationTransfer,


handoverFromEUTRAPreparationRequest

HandoverFromEUTRAPreparationRequest,



mobilityFromEUTRACommand



MobilityFromEUTRACommand,



rrcConnectionReconfiguration


RRCConnectionReconfiguration,



rrcConnectionRelease




RRCConnectionRelease,



securityModeCommand





SecurityModeCommand,



ueCapabilityEnquiry





UECapabilityEnquiry,



spare1 NULL


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP


–
UL-CCCH-Message
The UL-CCCH-Message class is the set of RRC messages that may be sent from the UE to the E‑UTRAN on the uplink CCCH logical channel.

-- ASN1START

UL-CCCH-Message ::= SEQUENCE {


message




UL-CCCH-MessageType

}

UL-CCCH-MessageType ::= CHOICE {


c1





CHOICE {



rrcConnectionReestablishmentRequest

RRCConnectionReestablishmentRequest,



rrcConnectionRequest




RRCConnectionRequest

},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP


–
UL-DCCH-Message
The UL-DCCH-Message class is the set of RRC messages that may be sent from the UE to the E‑UTRAN on the uplink DCCH logical channel.

-- ASN1START

UL-DCCH-Message ::= SEQUENCE {


message




UL-DCCH-MessageType

}

UL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



measurementReport





MeasurementReport,



rrcConnectionReconfigurationComplete
RRCConnectionReconfigurationComplete,



rrcConnectionReconfigurationFailure

RRCConnectionReconfigurationFailure,



rrcConnectionReestablishmentComplete
RRCConnectionReestablishmentComplete,



rrcConnectionSetupComplete



RRCConnectionSetupComplete,



rrcStatus







RRCStatus,



securityModeComplete




SecurityModeComplete,



securityModeFailure





SecurityModeFailure,



ueCapabilityInformation




UECapabilityInformation,


ulInformationTransfer




ULInformationTransfer,



spare6 NULL, spare5 NULL, spare4 NULL,



spare3 NULL, spare2 NULL, spare1 NULL


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP


6.2.2
Message definitions

–
DLInformationTransfer
The DLInformationTransfer message is used for the downlink transfer of dedicated NAS information.

Signalling radio bearer: SRB2 or SRB1 (only if SRB2 not established yet)

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

DLInformationTransfer message
-- ASN1START

DLInformationTransfer ::=


SEQUENCE {


rrc-TransactioIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE {




dlInformationTransfer-r8


DLInformationTransfer-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

DLInformationTransfer-r8-IEs ::=
SEQUENCE {


informationType





CHOICE {



nas3GPP







NAS-DedicatedInformation,



cdma2000






SEQUENCE {




cdma2000-Type





CDMA2000-Type,




cdma2000-DedicatedInfo



OCTET STRING



}


},


...

}

-- ASN1STOP


	DLInformationTransfer field descriptions

	nas3GPP

Field description is FFS.

	cdma2000-Type

Field description is FFS.

	cdma2000-DedicatedInfo

Field description is FFS.


–
HandoverFromEUTRAPreparationRequest (CDMA2000)

The HandoverFromEUTRAPreparationRequest message is used to trigger the handover preparation procedure with a CDMA2000 RAT.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

HandoverFromEUTRAPreparationRequest message
-- ASN1START

HandoverFromEUTRAPreparationRequest ::= SEQUENCE {


rrc-TransactionIdentifier

RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE {




handoverFromEUTRAPreparationRequest-r8












HandoverFromEUTRAPreparationRequest-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

HandoverFromEUTRAPreparationRequest-r8-IEs ::= SEQUENCE {


cdma2000-Type





CDMA2000-Type,


cdma2000-RAND





BIT STRING (SIZE (32))

OPTIONAL,  -- Cond cdma2000-Type


cdma2000-DedicatedInfo



OCTET STRING



OPTIONAL,
-- Need OP


...

}

-- ASN1STOP


	HandoverFromEUTRAPreparationRequest field descriptions

	cdma2000-Type

Field description is FFS.

	cdma2000-RAND

A 32 bit random value, generated by the eNB, passed to the CDMA2000 upper layers. Present only if the cdma2000-Type = type1XRTT.

	cdma2000-DedicatedInfo

Field description is FFS.


	Conditional presence
	Explanation

	cdma2000-Type
	The IE is mandatory present if the cdma2000-Type = type1XRTT; otherwise it is not needed.


–
MasterInformationBlock
The MasterInformationBlock includes the system information transmitted on BCH.
Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: BCCH

Direction: E‑UTRAN to UE

MasterInformationBlock
-- ASN1START

MasterInformationBlock ::=


SEQUENCE {


dl-SystemBandwidth




ENUMERATED {n6, n15, n25, n50, n75, n100, spare10,














spare9, spare8, spare7, spare6, spare5,














spare4, spare3, spare2, spare1}, 


phich-Configuration




PHICH-Configuration,


systemFrameNumber




BIT STRING (SIZE (8))

}

-- ASN1STOP

	MasterInformationBlock field descriptions

	dl-SystemBandwidth

The transmission bandwidth configuration (NRB). n6 corresponds to 6 resource blocks, n15 to 15 resource blocks and so on

	systemFrameNumber

Defines the 8 most significant bits of the SFN


–
MeasurementReport
The MeasurementReport message is used for the indication of measurement results.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

MeasurementReport message
-- ASN1START

MeasurementReport ::=



SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE{




measurementReport-r8



MeasurementReport-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

MeasurementReport-r8-IEs ::=

SEQUENCE {


measuredResults





MeasuredResults,


...

}

-- ASN1STOP


	MeasurementReport field descriptions

	measuredResults

Field description is FFS


–
MobilityFromEUTRACommand
The MobilityFromEUTRACommand message is used to command handover or a cell change from E‑UTRA to another RAT (3GPP or non-3GPP).

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

MobilityFromEUTRACommand message
-- ASN1START

MobilityFromEUTRACommand ::=

SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




mobilityFromEUTRACommand-r8


MobilityFromEUTRACommand-r8-IEs,






spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

MobilityFromEUTRACommand-r8-IEs ::=
SEQUENCE {


interRAT-Target





InterRAT-Target,


interRAT-Message




InterRAT-Message




OPTIONAL,
-- Need OP


...

}

-- ASN1STOP


	MobilityFromEUTRACommand field descriptions

	interRAT-Target

Field description is FFS.

	interRAT-Message

Field description is FFS.


–
Paging
The Paging message is used for the notification of one or more UEs.

Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: PCCH

Direction: E‑UTRAN to UE

Paging message
-- ASN1START







Paging ::=




SEQUENCE {


pagingRecordList




PagingRecordList 




OPTIONAL,
-- Need OP


systemInfoModification



ENUMERATED {true}




OPTIONAL,
-- Need OP


...

}

PagingRecordList ::=



SEQUENCE (SIZE (1..maxPageRec)) OF SEQUENCE {



ue-Identity





PagingUE-Identity,



pagingCause





PagingCause


}

-- ASN1STOP


	Paging field descriptions

	ue-Identity

Field description is FFS.

	pagingCause

Field description is FFS.

	systemInfoModification

If present: indication of a BCCH modification.


–
RRCConnectionReconfiguration
The RRCConnectionReconfiguration message is the command to modify an RRC connection. It may convey information for measurement configuration, mobility control, dedicated NAS information, radio resource configuration (including RBs, transport channel configuration and physical channel configuration), security configuration and UE related information.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

RRCConnectionReconfiguration message
-- ASN1START

RRCConnectionReconfiguration ::=
SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionReconfiguration-r8

RRCConnectionReconfiguration-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReconfiguration-r8-IEs ::= SEQUENCE {


measurementConfiguration


MeasurementConfiguration


OPTIONAL,
-- Need OP


mobilityControlInformation


MobilityControlInformation


OPTIONAL,
-- Need OP


nas-DedicatedInformation


NAS-DedicatedInformation


OPTIONAL,
-- Cond nonHO

radioResourceConfiguration


RadioResourceConfiguration


OPTIONAL,
-- Need OP


securityConfiguration



SecurityConfiguration


OPTIONAL,
-- Cond Handover


ue-RelatedInformation



UE-RelatedInformation



OPTIONAL,
-- Need OP


...

}

-- ASN1STOP

Editor's note:
Need set to "OP" based on draft tabular. The measurementConfiguration, the mobilityControlInformation, the radioResourceConfiguration and possibly the ue-RelatedInformation should evidently be "OC", because it should be possible to send the message with only, for instance, the measurementConfiguration included, without deleting the configuration of mobility control, radio resources, etc.


	RRCConnectionReconfiguration field descriptions

	measurementConfiguration

This IE specifies measurements to be performed by the UE, and covers intra-frequency, inter-frequency and inter-RAT mobility as well as configuration of measurement gaps.

	mobilityControlInformation

This IE includes parameters relevant for network controlled mobility to/within E‑UTRA.

	nas-DedicatedInformation

This IE is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for this information.

	radioResourceConfiguration

This IE is used to setup/modify/release RBs, to setup/modifiy transport channel configurations and to setup/modify physical channels.

	securityConfiguration

This IE is used to configure AS integrity protection (CP) and AS ciphering (CP and UP).

	ue-RelatedInformation

This IE is used to convey miscellaneous UE related information.


	Conditional presence
	Explanation

	Handover
	The IE is mandatory present in case of inter-RAT handover to E‑UTRA; it is optionally present in case of handover within E‑UTRA; otherwise it is not needed.

	nonHO
	The IE is not needed in case of handover within E-UTRA or to E-UTRA; otherwise it is optional present.


Editor's note:
The "Handover" condition seems to be based on procedure requirements and should possibly not be specified here; rather a need "OP".

–
RRCConnectionReconfigurationComplete
The RRCConnectionReconfigurationComplete message is used to confirm the successful completion of an RRC connection reconfiguration.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionReconfigurationComplete message
-- ASN1START

RRCConnectionReconfigurationComplete ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionReconfigurationComplete-r8












RRCConnectionReconfigurationComplete-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReconfigurationComplete-r8-IEs ::= SEQUENCE {

}

-- ASN1STOP


	RRCConnectionReconfigurationComplete field descriptions

	%fieldIdentifier%




Editor's note:
(Temporary note, just for information, i.e. nothing to be captured) Also when this message is used to confirm a successful handover, the same transfer mechanism applies, i.e. SRB1, RLC AM, DCCH. Contention is handled at the MAC (control element including C-RNTI), while PDCP includes regular MAC-I. If segmentation is needed, the eNB may provide an additional allocation, e.g. in the sub-frame following Msg3 transmission.

–
RRCConnectionReconfigurationFailure
The RRCConnectionReconfigurationFailure message is used to indicate the unsuccessful completion of an RRC connection reconfiguration.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionReconfigurationFailure message
-- ASN1START

RRCConnectionReconfigurationFailure ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionReconfigurationFailure-r8












RRCConnectionReconfigurationFailure-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReconfigurationFailure-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP


	RRCConnectionReconfigurationFailure field descriptions

	%fieldIdentifier%




–
RRCConnectionReestablishment
The RRCConnectionReestablishment message is used to resolve contention and to establish SRBs.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReestablishment message
-- ASN1START

RRCConnectionReestablishment ::=
SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionReestablishment-r8

RRCConnectionReestablishment-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishment-r8-IEs ::= SEQUENCE {


radioResourceConfiguration


RadioResourceConfiguration,


...

}

-- ASN1STOP


	RRCConnectionReestablishment field descriptions

	radioResourceConfiguration

Only SRB1 configuration information is applicable (modification, i.e., delta signalling)


Editor's note:
For this message specific HARQ operation applies, i.e., only UEs for which the Initial UE identity matches provide a HARQ acknowledgment.

–
RRCConnectionReestablishmentComplete
The RRCConnectionReestablishmentComplete message is used to confirm the successful completion of an RRC connection reestablishment.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionReestablishmentComplete message
-- ASN1START

RRCConnectionReestablishmentComplete ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionReestablishmentComplete-r8












RRCConnectionReestablishmentComplete-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishmentComplete-r8-IEs ::= SEQUENCE {

}

-- ASN1STOP


	RRCConnectionReestablishmentComplete field descriptions

	%fieldIdentifier%




–
RRCConnectionReestablishmentReject
The RRCConnectionReestablishmentReject message is used to indicate the rejection of an RRC connection reestablishment request.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReestablishmentReject message
-- ASN1START

RRCConnectionReestablishmentReject ::= SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionReestablishmentReject-r8












RRCConnectionReestablishmentReject-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishmentReject-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP


	RRCConnectionReestablishmentReject field descriptions

	%fieldIdentifier%




–
RRCConnectionReestablishmentRequest
The RRCConnectionReestablishmentRequest message is used to request the reestablishment of an RRC connection.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to E‑UTRAN

RRCConnectionReestablishmentRequest message
-- ASN1START

RRCConnectionReestablishmentRequest ::= SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionReestablishmentRequest-r8












RRCConnectionReestablishmentRequest-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {


ue-Identity






ReestabUE-Identity,


spare







BIT STRING (SIZE (4))

}

-- ASN1STOP

	RRCConnectionReestablishmentRequest field descriptions

	ue-Identity

UE identity included to retrieve UE context and to facilitate contention resolution by lower layers


–
RRCConnectionReject
The RRCConnectionReject message is used to reject the RRC connection establishment.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReject message
-- ASN1START

RRCConnectionReject ::=



SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE {




rrcConnectionReject-r8



RRCConnectionReject-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReject-r8-IEs ::=

SEQUENCE {


waitTime






INTEGER (1..16),


...

}

-- ASN1STOP


	RRCConnectionReject field descriptions

	waitTime

Wait time value in seconds.


Editor's note:
For this message specific HARQ operation applies, i.e. only UEs for which the Initial UE identity matches provide a HARQ acknowledgment.

–
RRCConnectionRelease
The RRCConnectionRelease message is used to command the release of an RRC connection.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

RRCConnectionRelease message
-- ASN1START

RRCConnectionRelease ::=


SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE {




rrcConnectionRelease-r8



RRCConnectionRelease-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionRelease-r8-IEs ::=

SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


redirectionInformation



RedirectionInformation



OPTIONAL,
-- Need OP


idleModeMobilityControlInfo


IdleModeMobilityControlInfo


OPTIONAL,
-- Need OP


...

}

-- ASN1STOP


	RRCConnectionRelease field descriptions

	redirectionInformation

Field description is FFS.

	idleModeMobilityControlInfo

Field description is FFS.


–
RRCConnectionRequest
The RRCConnectionRequest message is used to request the establishment of an RRC connection.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to E‑UTRAN

RRCConnectionRequest message
-- ASN1START

RRCConnectionRequest ::=


SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionRequest-r8



RRCConnectionRequest-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionRequest-r8-IEs ::=

SEQUENCE {


ue-Identity






InitialUE-Identity,


establishmentCause




EstablishmentCause,








-- FFS

spare







BIT STRING (SIZE (1))

}

-- ASN1STOP

	RRCConnectionRequest field descriptions

	ue-Identity

UE identity included to facilitate contention resolution by lower layers.

	establishmentCause

Field description is FFS.


Editor's note:
It has been concluded that there is no need to transfer UE capability info early (i.e. redirection may be performed after the UE context is transferred across S1)

–
RRCConnectionSetup
The RRCConnectionSetup message is used to establish SRB1.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionSetup message
-- ASN1START

RRCConnectionSetup ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE {




rrcConnectionSetup-r8



RRCConnectionSetup-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionSetup-r8-IEs ::=

SEQUENCE {


radioResourceConfiguration


RadioResourceConfiguration,


...

}

-- ASN1STOP


	RRCConnectionSetup field descriptions

	radioResourceConfiguration

Only SRB1 configuration information is applicable


Editor's note:
A separate version of the IE RadioResourceConfiguration should be considered, allowing only SRB1 configuration. It could remove a number of potential error cases the UE would otherwise have to handle.

Editor's note:
For this message specific HARQ operation applies, i.e. only UEs for which the Initial UE identity matches provide a HARQ acknowledgment.

–
RRCConnectionSetupComplete
The RRCConnectionSetupComplete message is used to confirm the successful completion of an RRC connection establishment.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionSetupComplete message
-- ASN1START

RRCConnectionSetupComplete ::=

SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionSetupComplete-r8

RRCConnectionSetupComplete-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionSetupComplete-r8-IEs ::= SEQUENCE {


selectedPLMN-Identity



SelectedPLMN-Identity,


registeredMME





RegisteredMME





OPTIONAL,
-- Need OP


nas-DedicatedInformation


NAS-DedicatedInformation,


...

}

-- ASN1STOP


	RRCConnectionSetupComplete field descriptions

	selectedPLMN-Identity

Index of the PLMN selected by the UE from the plmn-IdentyList included in SIB1.

	registeredMME

Field description is FFS.

	nas-DedicatedInformation

Field description is FFS.


–
RRCStatus
The RRCStatus message is used to indicate an RRC protocol error.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCStatus message
-- ASN1START

RRCStatus ::=





SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcStatus-r8





RRCStatus-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCStatus-r8-IEs ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP


	RRCStatus field descriptions

	%fieldIdentifier%




–
SecurityModeCommand
The SecurityModeCommand message is used to command the activation of AS security.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

SecurityModeCommand message
-- ASN1START

SecurityModeCommand ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




securityModeCommand-r8



SecurityModeCommand-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

SecurityModeCommand-r8-IEs ::=

SEQUENCE {


securityConfiguration



SecurityConfiguration,


...

}

-- ASN1STOP


	SecurityModeCommand field descriptions

	securityConfiguration

Field description is FFS.


–
SecurityModeComplete
The SecurityModeComplete message is used to confirm the successful completion of a security mode command.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

SecurityModeComplete message
-- ASN1START

SecurityModeComplete ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



securityModeComplete-r8



SecurityModeComplete-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

SecurityModeComplete-r8-IEs ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP


	SecurityModeComplete field descriptions

	%fieldIdentifier%




–
SecurityModeFailure
The SecurityModeFailure message is used to indicate an unsuccessful completion of a security mode command.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

SecurityModeFailure message
-- ASN1START

SecurityModeFailure ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



securityModeFailure-r8



SecurityModeFailure-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

SecurityModeFailure-r8-IEs ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP


	SecurityModeFailure field descriptions

	%fieldIdentifier%




–
SystemInformation
The SystemInformation message is used to convey one or more System Information Blocks. All the SIBs included are transmitted with the same periodicity.
Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: BCCH

Direction: E‑UTRAN to UE

SystemInformation message
-- ASN1START







SystemInformation ::=

SEQUENCE (SIZE (1..maxSIB)) OF SEQUENCE {

-- Size is FFS

sib-TypeAndInfo




CHOICE {



sib2






OCTET STRING (CONTAINING SystemInformationBlockType2),



sib3






OCTET STRING (CONTAINING SystemInformationBlockType3),



sib4






OCTET STRING (CONTAINING SystemInformationBlockType4),



sib5






OCTET STRING (CONTAINING SystemInformationBlockType5),



sib6






OCTET STRING (CONTAINING SystemInformationBlockType6),



sib7






OCTET STRING (CONTAINING SystemInformationBlockType7),



sib8






OCTET STRING (CONTAINING SystemInformationBlockType8),


spare






NULL

},


...

}

-- ASN1STOP


	SystemInformation field descriptions

	


–
SystemInformationBlockType1
SystemInformationBlockType1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information.

Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: BCCH

Direction: E‑UTRAN to UE

Editor's note
RAN1 has agreed (R2-080475) that DL RX Tx power should be indicated on BCCH mapped to DL-SCH. FFS in which SIB and SI this should be provided

SystemInformationBlockType1 message
-- ASN1START

SystemInformationBlockType1 ::=

SEQUENCE {


cellAccessRelatedInformation

SEQUENCE {



plmn-IdentityList




PLMN-IdentityList,


trackingAreaCode




TrackingAreaCode,



cellIdentity





CellIdentity,



cellBarred






ENUMERATED {barred, notBarred},



intraFrequencyCellReselection

BOOLEAN




OPTIONAL,
-- Cond CellBarred



cellReservationExtension


ENUMERATED {reserved, notReserved},



csg-Indication





BOOLEAN


},


cellSelectionInfo




SEQUENCE {



q-Rxlevmin






INTEGER (-70..-22),



q-Rxlevminoffset




INTEGER (1..8)


OPTIONAL
-- value range FFS

},



















   -- need FFS

frequencyBandIndicator



INTEGER (1..64),


schedulinInformation



SchedulingInformation,

tdd-Configuration




TDD-Configuration


OPTIONAL,


si-WindowLength





ENUMERATED {











ms1, ms2, ms5, ms10, ms15, ms20, 












ms40, spare1},

systemInformationValueTag


INTEGER (0..15),


mbsfn-SubframeConfiguration


SEQUENCE {
-- FFS in which SIB this IE should be placed


radioframeAllocation 



SEQUENCE {},





-- coding is FFS


subframeAllocation 




INTEGER (1..7)


}

OPTIONAL,


...

}

PLMN-IdentityList ::=




SEQUENCE (SIZE (1..6)) OF SEQUENCE {


plmn-Identity






PLMN-Identity,


cellReservedForOperatorUse



ENUMERATED {reserved, notReserved}

}

SchedulingInformation  ::= SEQUENCE (SIZE (1..maxSI-Message)) OF SEQUENCE {


si-Periodicity





ENUMERATED {












ms80, ms160, ms320, ms640, ms1280, ms2560, ms5120,












spare},


sib-MappingInfo





SIB-MappingInfo

}

SIB-MappingInfo  ::= SEQUENCE (SIZE (1..maxSIB)) OF SIB-Type

-- ASN1STOP


	SystemInformationBlockType1 field descriptions

	cellReservedForOperatorUse

As defined in TS 36.304 [4]

	trackingAreaCode

Common TAC for all the PLMNs listed

	cellBarred

‘Barred’ means barred for all calls, as defined in TS 36.304 [4]

	intraFrequencyCellReselection

FFS if needed

	cellReservationExtension

As defined in TS 36.304 [4]

	csg-Indication

If set to TRUE the UE is only allowed to access the cell if the tracking area identity matches an entry in the ‘white list’ that the UE has stored

	q-Rxlevmin

Actual value Qrxlevmin = IE value * 2   

RSRP [dBm]

FFS within cellSelectionInfo

	q-Rxlevminoffset

Actual value Qrxlevminoffset = IE value * 2   [dB]

FFS within cellSelectionInfo

	frequencyBandIndicator

Defined in [36.101].

	schedulingInformation



	si-Periodicity

Periociity of the SI-message in milliseconds, such that ms80 denotes 80 milliseconds, ms160 denotes 160 milliseconds, and so on.

	sib-MappingInfo

List of the SIBs mapped to this SystemInformation message.There is no mapping information of SIB2; it is always present in the first SystemInformation message listed in the schedulingInformation list.

	si-WindowLength

Common SI scheduling window for all SIs. Unit in milliseconds, where ms1 denotes 1 millisecond, ms2 denotes 2 milliseconds and so on. 

	systemInformationValueTag

Common for all SIs

	mbsfn-SubframeConfiguration

Defines the subframes that are reserved for MBSFN in downlink . FFS if the parameter shall be in SIB1 or any other SIB. 

	radioFrameAllocation

Defines the radio-frames that contain MBSFN subframes. Coding of this parameter is FFS

	subframeAllocation

Number of MBSFN subframes within a radio frame carrying MBSFN. The MBSFN subframes are allocated from the beginning of the radio-frame in consequtive order with the restriction that only those subframes that may carry MBSFN are allocated: subframes 0 and 5 are not allocated; subframe 4 is not allocated (FDD) ; subframes 1, 6 and uplink subframes are not allocated (TDD).  


	Conditional presence
	Explanation

	CellBarred
	The IE is mandatory present if the IE cellBarred is set to TRUE; otherwise the IE is not needed.


–
UECapabilityEnquiry
The UECapabilityEnquiry message is used to request the transfer of UE radio access capabilities for E‑UTRA as well as for other RATs.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

UECapabilityEnquiry message
-- ASN1START

UECapabilityEnquiry ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE {




ueCapabilityEnquiry-r8



UECapabilityEnquiry-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

UECapabilityEnquiry-r8-IEs ::=

SEQUENCE {


ue-RadioAccessCapRequest


UE-RadioAccessCapRequest,


...

}

-- ASN1STOP


	UECapabilityEnquiry field descriptions

	ue-RadioAccesCapabilityReq

Field description is FFS.


–
UECapabilityInformation
The UECapabilityInformation message is used to transfer of UE radio access capabilities requested by the E‑UTRAN.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

UECapabilityInformation message
-- ASN1START

UECapabilityInformation ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




ueCapabilityInformation-r8


UECapabilityInformation-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

UECapabilityInformation-r8-IEs ::=
SEQUENCE (SIZE (1..maxRAT-Capabilities)) OF SEQUENCE {


rat-Type






RAT-Type,


ueCapabilitiesRAT-Container


OCTET STRING,


...

}

-- ASN1STOP


	UECapabilityInformation field descriptions

	ueCapabilitesRAT-Container

Container for the UE capabilities of the indicated RAT. The encoding is defined in the specification of each RAT:

For E‑UTRA: the encoding of UE capabilities is defined in IE UE-EUTRA-Capability.

For UTRA: the encoding of UE capabilities is defined in IE [FFS] [25.331].

For GERAN: the encoding of UE capabilities is defined in IE [FFS] [24.008 and/or 44.018; FFS].


–
ULHandoverPreparationTransfer (CDMA2000)

The ULHandoverPreparationTransfer  message is used for the uplink transfer of handover related CDMA2000 information when requested by the higher layers.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

ULHandoverPreparationTransfer  message
-- ASN1START

ULHandoverPreparationTransfer ::=
SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE {




ulHandoverPreparationTransfer-r8

ULHandoverPreparationTransfer-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions





SEQUENCE {}


}

}

ULHandoverPreparationTransfer-r8-IEs ::= SEQUENCE {


cdma2000-Type





CDMA2000-Type,


cdma2000-MEID





BIT STRING (SIZE (56))
OPTIONAL,
-- Cond cdma2000-Type


cdma2000-DedicatedInfo



OCTET STRING


OPTIONAL,
-- Need OP


...

}

-- ASN1STOP


	ULInformationTransfer field descriptions

	cdma2000-Type

Field description is FFS.

	cdma2000-DedicatedInfo

Field description is FFS.

	cdma2000-MEID

The 56 bit mobile identification number provided by the CDMA Upper layers. 


	Conditional presence
	Explanation

	cdma2000-Type
	The IE is mandatory present if the cdma2000-Type = type1XRTT; otherwise it is not needed.


–
ULInformationTransfer
The ULInformationTransfer message is used for the uplink transfer of dedicated NAS information.

Signalling radio bearer: SRB2 or SRB1(only if SRB2 not established yet)

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

ULInformationTransfer message
-- ASN1START

ULInformationTransfer ::=


SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE {




ulInformationTransfer-r8


ULInformationTransfer-r8-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

ULInformationTransfer-r8-IEs ::=
SEQUENCE {


informationType





CHOICE {



nas3GPP







NAS-DedicatedInformation,



cdma2000






SEQUENCE {




cdma2000-Type





CDMA2000-Type,




cdma2000-MessageType



ENUMERATED {handover, other},




cdma2000-DedicatedInfo



OCTET STRING



}


},


...

}

-- ASN1STOP


	ULInformationTransfer field descriptions

	nas3GPP

Field description is FFS.

	cdma2000-Type

Field description is FFS.

	cdma2000-MessageType

Field description is FFS.

	cdma2000-DedicatedInfo

Field description is FFS.


8
Message transfer syntax

8.1
General
The RRC PDU contents in clause 6 and clause 10 are described using abstract syntax notation one (ASN.1) as specified in ITU-T Rec. X.680 [13] and X.681 [14]. Transfer syntax for RRC PDUs is derived from their ASN.1 definitions by use of Packed Encoding Rules, unaligned as specified in ITU-T Rec. X.691 [15], and with adapted final padding.
The following encoding rules apply in addition to what has been specified in X.691:

-
When a bit string value is placed in a bit-field as specified in 15.6 to 15.11 in X.691, the leading bit of the bit string value shall be placed in the leading bit of the bit-field, and the trailing bit of the bit string value shall be placed in the trailing bit of the bit-field.
NOTE:
The terms 'leading bit' and 'trailing bit' are defined in ITU-T Rec. X.680. When using the 'bstring' notation, the leading bit of the bit string value is on the left, and the trailing bit of the bit string value is on the right.
Editor's note:
In case lower layers always (i.e. for all channels) require the RRC PDU to be an integer number of octets adapted final padding is not needed. In that case, there is no need to distinguish the basic production either.
8.2
Structure of encoded RRC messages
An RRC PDU, which is the bit string that is exchanged between peer entities/ across the radio interface, is the concatenation of a basic production, an extension (FFS) and padding, in that order.

RRC PDUs shall be mapped to and from PDCP SDUs (in case of DCCH) or RLC SDUs (in case of PCCH, BCCH or CCCH) upon transmission and reception as follows:

-
when delivering an RRC PDU as an PDCP SDU to the PDCP layer for transmission, the first bit of the RRC PDU shall be represented as the first bit in the PDCP SDU and onwards; and

-
when delivering an RRC PDU as an RLC SDU to the RLC layer for transmission, the first bit of the RRC PDU shall be represented as the first bit in the RLC SDU and onwards; and

-
upon reception of an PDCP SDU from the PDCP layer, the first bit of the PDCP SDU shall represent the first bit of the RRC PDU and onwards; and 
-
upon reception of an RLC SDU from the RLC layer, the first bit of the RLC SDU shall represent the first bit of the RRC PDU and onwards.

8.3
Basic production

The 'basic production' is obtained by applying UNALIGNED PER to the abstract syntax value (the ASN.1 description) as specified in X.691, except for the 0 to 7 bits added at the end to produce a multiple of 8 bits. The basic production can have any positive number of bits, not necessarily a multiple of 8 bits.

8.4
Extension

Editor's note: Use of extensions is FFS. If extensions will be used there is a need to specify the following: Emitters compliant with this version of the specification of the protocol shall, unless indicated otherwise on a PDU type basis, set the extension part empty. Emitters compliant with a later version may send non-empty extensions.
8.5
Padding

Lower layers require that the RRC PDU length is a multiple of 8 bits.

Emitters compliant with this version of the specification of the protocol shall, unless indicated otherwise on a PDU type basis, pad the basic production with the smallest number of bits required to meet the size constraints of the lower layers. Padding bits shall be set to 0.

Receivers compliant with this version of the specification shall, unless indicated otherwise on a PDU type basis, accept RRC PDUs with any bit string in the padding part.
Editor's note: If extensions will be used there is a need to specify that the receiver shall accept any bit string in the extension part.
10
Radio information related interactions between network nodes

10.1
General

This section specifies RRC messages that are transferred between network nodes. These RRC messages may be transferred to or from the UE via another Radio Access Technology. Consequently, these messages have similar characteristics as the RRC messages that are transferred across the E-UTRA radio interface, i.e. the same transfer syntax and protocol extension mechanisms apply.

Editor's note:
The use of extension markers is FFS.

10.2
RRC messages transferred across network nodes

This section specifies RRC messages that are sent either across the X2- or the S1-interface, either to or from the eNB, i.e. a single ‘logical channel’ is used for all RRC messages transferred across network nodes. The information could originate from or be destined for another RAT.

–
EUTRA-InterNodeDefinitions
This ASN.1 segment is the start of the E‑UTRA inter-node PDU definitions.

-- ASN1START

EUTRA-InterNodeDefinitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


CellIdentity,


MasterInformationBlock,


MeasurementConfiguration,


PhysicalCellIdentity, 


RadioResourceConfiguration,


RRCConnectionReconfiguration,


SecurityConfiguration,


SystemInformationBlockType2,


UECapabilityInformation,

UE-RelatedInformation

FROM EUTRA-RRC-Definitions;
-- ASN1STOP

–
InterNode-Message
The InterNode-Message class is the set of RRC messages that may be sent across the X2 or the S1 interface.

-- ASN1START

InterNode-Message ::= SEQUENCE {


message




InterNode-MessageType

}

InterNode-MessageType ::= CHOICE {


c1





CHOICE {



interRAT-Message





InterRAT-Message,



handoverCommand






HandoverCommand,



handoverPreparationInformation


HandoverPreparationInformation,



ueRadioAccessCapabilityInformation

UERadioAccessCapabilityInformation


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP


10.2.1
INTER RAT MESSAGE

Inter-RAT message, e.g. a handover command

Transfer characteristics: tbs

InterRAT-Message message
-- ASN1START

InterRAT-Message ::=



SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE{




interRAT-Message-r8




InterRAT-Message-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

InterRAT-Message-r8-IEs ::=


SEQUENCE {


interRAT-Message




OCTET STRING,


...

}

-- ASN1STOP


	InterRAT-Message field descriptions

	interRAT-Message

E.g., the source eNB sends the handover command generated by the target RAN generates the entire RRC to the UE.


10.2.2
HANDOVER COMMAND

E-UTRA RRC handover command

Transfer characteristics: tbs

HandoverCommand message
-- ASN1START

HandoverCommand ::=




SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE{




handoverCommand-r8




HandoverCommand-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

HandoverCommand-r8-IEs ::=


SEQUENCE {


handoverCommandMessage



OCTET STRING (CONTAINING RRCConnectionReconfiguration),


...

}

-- ASN1STOP


	HandoverCommand field descriptions

	handoverCommandMessage

Target eNB generates the entire RRCConnectionReconfiguration message as signalled to the UE.


10.2.3
HANDOVER PREPARATION INFORMATION

E-UTRA RRC information used by the target eNB during handover preparation, excluding UE capability information

Transfer characteristics: tbs

HandoverPreparationInformation message
-- ASN1START

HandoverPreparationInformation ::=
SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE{




handoverPreparationInformation-r8
HandoverPreparationInformation-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

HandoverPreparationInformation-r8-IEs ::= SEQUENCE {


as-Configuration




AS-Configuration




OPTIONAL,


rrm-Configuration




RRM-Configuration




OPTIONAL,


ue-RadioAccessCapabilityInfo

OCTET STRING (CONTAINING UECapabilityInformation),


reestablishmentInfo




ReestablishmentInfo,


...

}

-- ASN1STOP


	HandoverPreparationInformation field descriptions

	as-Configuration

Radio resource configuration excluding physical layer information. Applicable in case of intra-E-UTRA handover.

	rrm-Configuration

FFS if applicable for Inter-RAT HO

	ue-RadioAccessCapabilityInfo

Including E-UTRA, GERAN and UTRA radio access capabilities (separated).


10.2.4
UE RADIO ACCESS CAPABILITY INFORMATION

UE radio access capability transfer, covering both upload & download

Transfer characteristics: tbs

UERadioAccessCapabilityInformation message
-- ASN1START

UERadioAccessCapabilityInformation ::= SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE{




ueRadioAccessCapabilityInformation-r8













UERadioAccessCapabilityInformation-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

UERadioAccessCapabilityInformation-r8-IEs ::= SEQUENCE {


ue-RadioAccessCapabilityInfo

OCTET STRING (CONTAINING UECapabilityInformation),


...

}

-- ASN1STOP


	UERadioAccessCapabilityInformation field descriptions

	ue-RadioAccessCapabilityInfo

Including E-UTRA, GERAN and UTRA radio access capabilities (separated).
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