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Discussion and Decision
1 Introduction

Many but not all RRC messages contain the RRC transaction identifier.  However, no clear rule has been identified on when a message should include a transaction identifier.

This contribution tries to formalise a rule on when an RRC message should contain the RRC transaction identifier.

2 Discussion

Last meeting agreed that the only motivation for inclusion of the transaction identifier is to relate the response with the initiating request.  It was also agreed the only function in the UE on receipt of a transaction identifier is to echo it back in the corresponding response message.
The discussion below tries to formalise a rule on when an RRC transaction identifier should be included.

2.1 Downlink messages

2.1.1 Default rule for DL messages

As discussed above, a transaction identifier is only needed for messages with a corresponding response or failure message.
However, since any DL message can trigger a RRC status message (although nothing is captured so far), it can be argued that all DL messages should include a Transaction identifier.

There are some messages that need special attention.

DL information transfer messages are unlikely to trigger a Status report but although rare, since it possible in theory, it is proposed not to make an exception for this.

The RRCConnectionReestablishment  and the RRCConnectionSetup messages: 
These are CCCH messages that have an UL response.  There is no risk at all in associating the response to the request since there cannot be multiple of these outstanding messages even if the result is a RRCStatus (whether this is possible is unclear).  But again it is proposed not to make an exception for this.

Rule 1: All network initiated DL messages on by default should include the RRC transaction identifier.

Some exceptions need further discussion.

2.1.2 CCCH messages that move UE to RRC-IDLE
There are two CCCH messages defined today that move UE to RRC-Idle and no uplink message can follow these messages; they are the RRCConnectionReestablishmentReject and the RRCConnectionReject messages.
The RRC connection reject message also does not include a transaction identifier.

But a RRC connection re-establishment reject message includes a transaction identifier today.  Since this message also results in the release of the RRC connection and since the UE is not allowed to even report a RRC Status message there is no reason to include the Transaction identifier.
Rule 2: DL messages [on CCCH] that move UE to RRC-Idle should not include the RRC transaction identifier.

2.1.3 RRC connection release message

On the other hand for RRCConnectionRelease, is on DCCH and strictly, it may be possible for the UE (this can be considered a rare case) to report a RRC Status message on a protocol error.  

It was previously agreed that RRC connection release message should not include a transaction identifier.   
Proposal:  It is proposed to discuss whether the RRC connection release message should include a transaction identifier.
.

2.1.4 Response to UE initiated UL messages 

Currently there are no UE initiated UL message that need a response from the network.  But when they are introduced, RRC transaction identifiers must be included.
2.2 UL messages

2.2.1 UL Response messages
All UL response messages echo the RRC transaction identifier and hence should include the RRC Transaction identifier.  

Rule 3: All UL response messages should include the RRC Transaction identifier.

One exception needs further discussion

2.2.2 HO complete message

HO complete message, i.e., RRCConnectionReconfigurationComplete message in the target cell does not need the RRC transaction identifier since the network cannot associate the request with the response.  Moreover, since the RRCConnectionReconfigurationComplete message is always the first UL message and there cannot be any DL message from the target cell before this message, there is no risk of collision of message and misinterpretation by the network about which request message this response corresponds to.  
However, since the same message RRCConnectionReconfigurationComplete is used in other cases where there is a need for the Transaction identifier, it proposed not to make any exceptions for the HO complete RRCConnectionReconfigurationComplete message and include it as per Rule 3.
2.2.3 UE initiated UL messages which require a response from the network

Currently there are no UE initiated UL message that need a response from the network.  But if they are introduced, RRC transaction identifiers must be included.
2.2.4 Remaining UL message 
It is proposed that other UL messages do not include the RRC transaction identifier.

Rule 4: All UL messages that are not in response to a DL message or require a corresponding response from the network should not include the RRC Transaction identifier.

3 Summary and proposal

It is proposed and agree on the following rules:
Rule 1: All network initiated DL messages on by default should include the RRC transaction identifier.
Rule 2: DL messages [on CCCH] that move UE to RRC-Idle should not include the RRC transaction identifier.

Rule 3: All UL response messages should include the RRC Transaction identifier.

Rule 4: All UL messages that are not in response to a DL message or require a corresponding response from the network should not include the RRC Transaction identifier.

It is also proposed:

Proposal:  Discuss whether the RRC connection release message should include a transaction identifier.
Alternatively a simpler rule would be:
Alternate Rule 1: Include the RRC transaction identifier in all DL DCCH messages and their corresponding response messages.

4 Text proposal based on the above rules 1-4
4.1.1 6.2.1
General message structure

4.1.1.1 –
EUTRA-RRC-Definitions

This ASN.1 segment is the start of the E‑UTRA RRC PDU definitions.

-- ASN1START

EUTRA-RRC-Definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

-- ASN1STOP

4.1.1.2 –
BCCH-BCH-Message
The BCCH-BCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE via BCH on the BCCH logical channel.

-- ASN1START

BCCH-BCH-Message ::= SEQUENCE {


message




BCCH-BCH-MessageType

}

BCCH-BCH-MessageType ::=





SystemInformationMaster

-- ASN1STOP

4.1.1.3 –
BCCH-DL-SCH-Message
The BCCH-DL-SCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE via DL‑SCH on the BCCH logical channel.

-- ASN1START

BCCH-DL-SCH-Message ::= SEQUENCE {


message




BCCH-DL-SCH-MessageType

}

BCCH-DL-SCH-MessageType ::= CHOICE {


c1





CHOICE {



systemInformation





SystemInformation,



systemInformation1





SystemInformation1


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

Editor's note:
One bit reserved (c1 CHOICE) for possible message class extension (FFS).

4.1.1.4 –
PCCH-Message
The PCCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE on the PCCH logical channel.

-- ASN1START

PCCH-Message ::= SEQUENCE {


message




PCCH-MessageType

}

PCCH-MessageType ::= CHOICE {


c1





CHOICE {



paging








Paging


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

Editor's note:
One bit reserved (c1 CHOICE) for possible message class extension (FFS).

4.1.1.5 –
MCCH-Message (FFS)
The MCCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE on the MCCH logical channel.

-- ASN1START

MCCH-Message ::= SEQUENCE {


message




MCCH-MessageType

}

MCCH-MessageType ::= CHOICE {


c1





CHOICE {



spare8 NULL, spare7 NULL,



spare6 NULL, spare5 NULL, spare4 NULL,



spare3 NULL, spare2 NULL, spare1 NULL


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

Editor's note:
One bit reserved (c1 CHOICE) for possible message class extension (FFS).

Editor's note:
The MCCH messages are not defined (FFS). Agreed information to convey: "MBSFN-part length" (5 or 6 OFDM symbols, cf. R2-080927).

4.1.1.6 –
DL-CCCH-Message
The DL-CCCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE on the downlink CCCH logical channel.

-- ASN1START

DL-CCCH-Message ::= SEQUENCE {


message



DL-CCCH-MessageType

}

DL-CCCH-MessageType ::= CHOICE {


c1





CHOICE {



rrcConnectionReestablishment


RRCConnectionReestablishment,



rrcConnectionReestablishmentReject

RRCConnectionReestablishmentReject,



rrcConnectionReject





RRCConnectionReject,



rrcConnectionSetup





RRCConnectionSetup

},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

Editor's note:
One bit reserved (c1 CHOICE) for possible message class extension (FFS).

4.1.1.7 –
DL-DCCH-Message
The DL-DCCH-Message class is the set of RRC messages that may be sent from the E‑UTRAN to the UE on the downlink DCCH logical channel.

-- ASN1START

DL-DCCH-Message ::= SEQUENCE {


message




DL-DCCH-MessageType

}

DL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



dlInformationTransfer




DLInformationTransfer,


handoverFromEUTRAPreparationRequest

HandoverFromEUTRAPreparationRequest,



mobilityFromEUTRACommand



MobilityFromEUTRACommand,



rrcConnectionReconfiguration


RRCConnectionReconfiguration,



rrcConnectionRelease




RRCConnectionRelease,



securityModeCommand





SecurityModeCommand,



ueCapabilityEnquiry





UECapabilityEnquiry,



spare1 NULL


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

Editor's note:
One bit reserved (c1 CHOICE) for possible message class extension (FFS).

4.1.1.8 –
UL-CCCH-Message
The UL-CCCH-Message class is the set of RRC messages that may be sent from the UE to the E‑UTRAN on the uplink CCCH logical channel.

-- ASN1START

UL-CCCH-Message ::= SEQUENCE {


message




UL-CCCH-MessageType

}

UL-CCCH-MessageType ::= CHOICE {


c1





CHOICE {



rrcConnectionReestablishmentRequest

RRCConnectionReestablishmentRequest,



rrcConnectionRequest




RRCConnectionRequest

},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

Editor's note:
One bit reserved (c1 CHOICE) for possible message class extension (FFS).

4.1.1.9 –
UL-DCCH-Message
The UL-DCCH-Message class is the set of RRC messages that may be sent from the UE to the E‑UTRAN on the uplink DCCH logical channel.

-- ASN1START

UL-DCCH-Message ::= SEQUENCE {


message




UL-DCCH-MessageType

}

UL-DCCH-MessageType ::= CHOICE {


c1





CHOICE {



measurementReport





MeasurementReport,



rrcConnectionReconfigurationComplete
RRCConnectionReconfigurationComplete,



rrcConnectionReconfigurationFailure

RRCConnectionReconfigurationFailure,



rrcConnectionReestablishmentComplete
RRCConnectionReestablishmentComplete,



rrcConnectionSetupComplete



RRCConnectionSetupComplete,



rrcStatus







RRCStatus,



securityModeComplete




SecurityModeComplete,



securityModeFailure





SecurityModeFailure,



ueCapabilityInformation




UECapabilityInformation,


ulInformationTransfer




ULInformationTransfer,



spare6 NULL, spare5 NULL, spare4 NULL,



spare3 NULL, spare2 NULL, spare1 NULL


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

Editor's note:
One bit reserved (c1 CHOICE) for possible message class extension (FFS).

4.1.2 6.2.2
Message definitions

4.1.2.1 –
DLInformationTransfer
The DLInformationTransfer message is used for the downlink transfer of dedicated NAS information.

Signalling radio bearer: SRB2 or SRB1 (only if SRB2 not established yet)

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

DLInformationTransfer message
-- ASN1START

DLInformationTransfer ::=


SEQUENCE {


rrc-TransactioIdentifier


RRC-TransactionIdentifier,








criticalExtensions




CHOICE {



dlInformationTransfer-r8


DLInformationTransfer-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

DLInformationTransfer-r8-IEs ::=
SEQUENCE {


informationType





CHOICE {



nas3GPP







NAS-DedicatedInformation,



cdma2000






SEQUENCE {




cdma2000-Type





CDMA2000-Type,




cdma2000-DedicatedInfo



OCTET STRING



}


},


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	DLInformationTransfer field descriptions

	nas3GPP

Field description is FFS.

	cdma2000-Type

Field description is FFS.

	cdma2000-DedicatedInfo

Field description is FFS.


4.1.2.2 –
HandoverFromEUTRAPreparationRequest (CDMA2000)

The HandoverFromEUTRAPreparationRequest message is used to trigger the handover preparation procedure with a CDMA2000 RAT.
Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

HandoverFromEUTRAPreparationRequest message
-- ASN1START

HandoverFromEUTRAPreparationRequest ::= SEQUENCE {


rrc-TransactionIdentifier

RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



handoverFromEUTRAPreparationRequest-r8












HandoverFromEUTRAPreparationRequest-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

HandoverFromEUTRAPreparationRequest-r8-IEs ::= SEQUENCE {


cdma2000-Type





CDMA2000-Type,


cdma2000-DedicatedInfo



OCTET STRING





OPTIONAL,
-- Need OP


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	HandoverFromEUTRAPreparationRequest field descriptions

	cdma2000-Type

Field description is FFS.

	cdma2000-DedicatedInfo

Field description is FFS.


4.1.2.3 –
MeasurementReport
The MeasurementReport message is used for the indication of measurement results.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

MeasurementReport message
-- ASN1START

MeasurementReport ::=



SEQUENCE {


criticalExtensions




CHOICE {



c1








CHOICE{




measurementReport-r8



MeasurementReport-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

MeasurementReport-r8-IEs ::=

SEQUENCE {


measuredResults





MeasuredResults,


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	MeasurementReport field descriptions

	measuredResults

Field description is FFS


4.1.2.4 –
MobilityFromEUTRACommand
The MobilityFromEUTRACommand message is used to command handover or a cell change from E‑UTRA to another RAT (3GPP or non-3GPP).

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

MobilityFromEUTRACommand message
-- ASN1START

MobilityFromEUTRACommand ::=

SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




mobilityFromEUTRACommand-r8


MobilityFromEUTRACommand-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

MobilityFromEUTRACommand-r8-IEs ::=
SEQUENCE {


interRAT-Target





InterRAT-Target,


interRAT-Message




InterRAT-Message




OPTIONAL,
-- Need OP


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	MobilityFromEUTRACommand field descriptions

	interRAT-Target

Field description is FFS.

	interRAT-Message

Field description is FFS.


4.1.2.5 –
Paging
The Paging message is used for the notification of one or more UEs.

Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: PCCH

Direction: E‑UTRAN to UE

Paging message
-- ASN1START

Paging ::=






SEQUENCE {


criticalExtensions




CHOICE {



paging-r8






Paging-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

Paging-r8-IEs ::=




SEQUENCE {


pagingRecordList





SEQUENCE (SIZE (1..maxPageRec)) OF SEQUENCE {



ue-Identity






PagingUE-Identity,



pagingCause






PagingCause


}

OPTIONAL,
















-- Need OP


systemInfoModification



ENUMERATED {true}




OPTIONAL,
-- Need OP


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	Paging field descriptions

	ue-Identity

Field description is FFS.

	pagingCause

Field description is FFS.

	systemInfoModification

If present: indication of a BCCH modification.


4.1.2.6 –
RRCConnectionReconfiguration
The RRCConnectionReconfiguration message is the command to establish or modify an RRC connection. It may convey information for UE and network identification, radio bearer configuration, measurement configuration and security configuration.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

RRCConnectionReconfiguration message
-- ASN1START

RRCConnectionReconfiguration ::=
SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionReconfiguration-r8

RRCConnectionReconfiguration-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReconfiguration-r8-IEs ::= SEQUENCE {


measurementConfiguration


MeasurementConfiguration


OPTIONAL,
-- Need OP


mobilityControlInformation


MobilityControlInformation


OPTIONAL,
-- Need OP


nas-DedicatedInformation


NAS-DedicatedInformation


OPTIONAL,
-- Need OP


radioResourceConfiguration


RadioResourceConfiguration


OPTIONAL,
-- Need OP


securityConfiguration



SecurityConfiguration


OPTIONAL,
-- Cond Handover


ue-RelatedInformation



UE-RelatedInforamtion



OPTIONAL,
-- Need OP


...

}

-- ASN1STOP

Editor's note:
Need set to "OP" based on draft tabular. The measurementConfiguration, the mobilityControlInformation, the radioResourceConfiguration and possibly the ue-RelatedInformation should evidently be "OC", because it should be possible to send the message with only, for instance, the measurementConfiguration included, without deleting the configuration of mobility control, radio resources, etc.

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionReconfiguration field descriptions

	measurementConfiguration

Field description is FFS.

	mobilityControlInformation

Field description is FFS.

	nas-DedicatedInformation

Field description is FFS.

	radioResourceConfiguration

Field description is FFS.

	securityConfiguration

Field description is FFS.

	ue-RelatedInformation

Field description is FFS.


	Conditional presence
	Explanation

	Handover
	The IE is mandatory present in case of inter-RAT handover to E‑UTRA; it is optionally present in case of handover within E‑UTRA; otherwise it is not needed.


Editor's note:
The "Handover" condition seems to be based on procedure requirements and should possibly not be specified here; rather a need "OP".

4.1.2.7 –
RRCConnectionReconfigurationComplete
The RRCConnectionReconfigurationComplete message is used to confirm the successful completion of an RRC connection reconfiguration.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionReconfigurationComplete message
-- ASN1START

RRCConnectionReconfigurationComplete ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionReconfigurationComplete-r8












RRCConnectionReconfigurationComplete-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReconfigurationComplete-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionReconfigurationComplete field descriptions

	%fieldIdentifier%




Editor's note:
(Temporary note, just for information, i.e. nothing to be captured) Also when this message is used to confirm a successful handover, the same transfer mechanism applies, i.e. SRB1, RLC AM, DCCH. Contention is handled at the MAC (control element including C-RNTI), while PDCP includes regular MAC-I. If segmentation is needed, the eNB may provide an additional allocation, e.g. in the sub-frame following Msg3 transmission.

4.1.2.8 –
RRCConnectionReconfigurationFailure
The RRCConnectionReconfigurationFailure message is used to indicate the unsuccessful completion of an RRC connection reconfiguration.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionReconfigurationFailure message
-- ASN1START

RRCConnectionReconfigurationFailure ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



rrcConnectionReconfigurationFailure-r8












RRCConnectionReconfigurationFailure-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReconfigurationFailure-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionReconfigurationFailure field descriptions

	%fieldIdentifier%




4.1.2.9 –
RRCConnectionReestablishment
The RRCConnectionReestablishment message is used to resolve contention and to establish SRBs.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReestablishment message
-- ASN1START

RRCConnectionReestablishment ::=
SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,

criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionReestablishment-r8
RRCConnectionReestablishment-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishment-r8-IEs ::= SEQUENCE {


radioResourceConfiguration


RadioResourceConfiguration,


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionReestablishment field descriptions

	radioResourceConfiguration

Only SRB1 configuration information is applicable (modification, i.e., delta signalling)


Editor's note:
A separate version of the IE RadioResourceConfiguration should be considered, allowing only SRB1 configuration. It could remove a number of potential error cases the UE would otherwise have to handle.

Editor's note:
For this message specific HARQ operation applies, i.e., only UEs for which the Initial UE identity matches provide a HARQ acknowledgment. It is FFS if integrity protection is applied for this message.

4.1.2.10 –
RRCConnectionReestablishmentComplete
The RRCConnectionReestablishmentComplete message is used to confirm the successful completion of an RRC connection reestablishment.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionReestablishmentComplete message
-- ASN1START

RRCConnectionReestablishmentComplete ::= SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,

criticalExtensions




CHOICE {



rrcConnectionReestablishmentComplete-r8












RRCConnectionReestablishmentComplete-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishmentComplete-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionReestablishmentComplete field descriptions

	%fieldIdentifier%




4.1.2.11 –
RRCConnectionReestablishmentReject
The RRCConnectionReestablishmentReject message is used to indicate the rejection of an RRC connection reestablishment request.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReestablishmentReject message
-- ASN1START

RRCConnectionReestablishmentReject ::= SEQUENCE {




criticalExtensions




CHOICE {



rrcConnectionReestablishmentReject-r8












RRCConnectionReestablishmentReject-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishmentReject-r8-IEs ::= SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionReestablishmentReject field descriptions

	%fieldIdentifier%




4.1.2.12 –
RRCConnectionReestablishmentRequest
The RRCConnectionReestablishmentRequest message is used to request the reestablishment of an RRC connection.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to E‑UTRAN

RRCConnectionReestablishmentRequest message
-- ASN1START

RRCConnectionReestablishmentRequest ::= SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionReestablishmentRequest-r8












RRCConnectionReestablishmentRequest-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {


ue-Identity






ReestabUE-Identity,


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionReestablishmentRequest field descriptions

	ue-Identity

UE identity used for contention resolution at RRC connection reestablishment.


4.1.2.13 –
RRCConnectionReject
The RRCConnectionReject message is used to reject the RRC connection establishment.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionReject message
-- ASN1START

RRCConnectionReject ::=



SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionReject-r8



RRCConnectionReject-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionReject-r8-IEs ::=

SEQUENCE {


waitTime






INTEGER (1..16),


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionReject field descriptions

	waitTime

Wait time value in seconds.


Editor's note:
For this message specific HARQ operation applies, i.e. only UEs for which the Initial UE identity matches provide a HARQ acknowledgment.

4.1.2.14 –
RRCConnectionRelease
The RRCConnectionRelease message is used to command the release of an RRC connection.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

RRCConnectionRelease message
-- ASN1START

RRCConnectionRelease ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,





-- FFS

criticalExtensions




CHOICE {



rrcConnectionRelease-r8



RRCConnectionRelease-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionRelease-r8-IEs ::=

SEQUENCE {


redirectionInformation



RedirectionInformation



OPTIONAL,
-- Need OP


idleModeMobilityControlInfo


IdleModeMobilityControlInfo


OPTIONAL,
-- Need OP


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionRelease field descriptions

	idleModeMobilityControlInfo

Field description is FFS.


4.1.2.15 –
RRCConnectionRequest
The RRCConnectionRequest message is used to request the establishment of an RRC connection.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: UE to E‑UTRAN

RRCConnectionRequest message
-- ASN1START

RRCConnectionRequest ::=


SEQUENCE {


criticalExtensions




CHOICE {



rrcConnectionRequest-r8



RRCConnectionRequest-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionRequest-r8-IEs ::=

SEQUENCE {


ue-Identity






InitialUE-Identity,


establishmentCause




EstablishmentCause,








-- FFS

...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionRequest field descriptions

	ue-Identity

UE identity used for contention resolution at RRC connection establishment.

	establishmentCause

Field description is FFS.


Editor's note:
The size of the RRC connection request message is fixed. It is FFS whether 72b is the most optimal size value.

Editor's note:
It has been concluded that there is no need to transfer UE capability info early (i.e. redirection may be performed after the UE context is transferred across S1)

4.1.2.16 –
RRCConnectionSetup
The RRCConnectionSetup message is used to establish SRB1.

Signalling radio bearer: SRB0

RLC-SAP: TM

Logical channel: CCCH

Direction: E‑UTRAN to UE

RRCConnectionSetup message
-- ASN1START

RRCConnectionSetup ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,

criticalExtensions




CHOICE {



rrcConnectionSetup-r8



RRCConnectionSetup-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionSetup-r8-IEs ::=

SEQUENCE {


radioResourceConfiguration


RadioResourceConfiguration,


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionSetup field descriptions

	radioResourceConfiguration

Only SRB1 configuration information is applicable


Editor's note:
A separate version of the IE RadioResourceConfiguration should be considered, allowing only SRB1 configuration. It could remove a number of potential error cases the UE would otherwise have to handle.

Editor's note:
For this message specific HARQ operation applies, i.e. only UEs for which the Initial UE identity matches provide a HARQ acknowledgment.

4.1.2.17 –
RRCConnectionSetupComplete
The RRCConnectionSetupComplete message is used to confirm the successful completion of an RRC connection establishment.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCConnectionSetupComplete message
-- ASN1START

RRCConnectionSetupComplete ::=

SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,

criticalExtensions




CHOICE {



rrcConnectionSetupComplete-r8

RRCConnectionSetupComplete-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCConnectionSetupComplete-r8-IEs ::= SEQUENCE {


selectedPLMN-Identity



SelectedPLMN-Identity,






-- need FFS

registeredMME





RegisteredMME





OPTIONAL,
-- Need OP


nas-DedicatedInformation


NAS-DedicatedInformation,


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCConnectionSetupComplete field descriptions

	selectedPLMN-Identity

Field description is FFS. Unclear if a separate IE is needed, might be just an integer index (FFS).

	registeredMME

Field description is FFS.

	nas-DedicatedInformation

Field description is FFS.


Editor's note:
Is there a relation between the selectedPLMN-Identity and the registeredMME, or are they independent? – Should likely be different entities; need to confirm (FFS).

4.1.2.18 –
RRCStatus
The RRCStatus message is used to indicate an RRC protocol error.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

RRCStatus message
-- ASN1START

RRCStatus ::=





SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,








criticalExtensions




CHOICE {



rrcStatus-r8





RRCStatus-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

RRCStatus-r8-IEs ::=



SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	RRCStatus field descriptions

	%fieldIdentifier%




4.1.2.19 –
SecurityModeCommand
The SecurityModeCommand message is used to command the activation of AS security.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

SecurityModeCommand message
-- ASN1START

SecurityModeCommand ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




securityModeCommand-r8



SecurityModeCommand-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

SecurityModeCommand-r8-IEs ::=

SEQUENCE {


securityConfiguration



SecurityConfiguration,


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	SecurityModeCommand field descriptions

	securityConfiguration

Field description is FFS.


4.1.2.20 –
SecurityModeComplete
The SecurityModeComplete message is used to confirm the successful completion of a security mode command.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

SecurityModeComplete message
-- ASN1START

SecurityModeComplete ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



securityModeComplete-r8



SecurityModeComplete-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

SecurityModeComplete-r8-IEs ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	SecurityModeComplete field descriptions

	%fieldIdentifier%




4.1.2.21 –
SecurityModeFailure
The SecurityModeFailure message is used to indicate an unsuccessful completion of a security mode command.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

SecurityModeFailure message
-- ASN1START

SecurityModeFailure ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



securityModeFailure-r8



SecurityModeFailure-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

SecurityModeFailure-r8-IEs ::=

SEQUENCE {


-- Enter the IEs here.
















   FFS


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	SecurityModeFailure field descriptions

	%fieldIdentifier%




4.1.2.22 –
SystemInformation
The SystemInformation message is used convey one or more System Information Blocks. All the SIBs included are transmitted with the same periodicity.
Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: BCCH

Direction: E‑UTRAN to UE

SystemInformation message
-- ASN1START

SystemInformation ::=



SEQUENCE {


criticalExtensions




CHOICE {



systemInformation-r8



SystemInformation-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

SystemInformation-r8-IEs ::=

SEQUENCE (SIZE (1..maxSIB)) OF SEQUENCE {

-- Size is FFS

sib-Type






SIB-Type,










-- FFS

sib-Info






OCTET STRING,









-- FFS

...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	SystemInformation field descriptions

	sib-Type

Field description is FFS.

	sib-Info

Field description is FFS.


Editor's note:
In order to support protocol extension, each SIB may be carried in a separate container e.g. an octet string.

4.1.2.23 –
SystemInformationMaster
The SystemInformationMaster message is used to convey the IE MasterInformationBlock.
Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: BCCH

Direction: E‑UTRAN to UE

SystemInformationMaster message
-- ASN1START

SystemInformationMaster ::=


MasterInformationBlock

-- ASN1STOP

	SystemInformation field descriptions

	Void




4.1.2.24 –
SystemInformation1
The SystemInformation1 message is used to convey the IE SystemInformationBlockType1.
Signalling radio bearer: N/A

RLC-SAP: TM

Logical channel: BCCH

Direction: E‑UTRAN to UE

SystemInformation1 message
-- ASN1START

SystemInformation1 ::=



SystemInformationBlockType1

-- ASN1STOP

	SystemInformation field descriptions

	Void




4.1.2.25 –
UECapabilityEnquiry
The UECapabilityEnquiry message is used to request the transfer of UE radio access capabilities for E‑UTRA as well as for other RATs.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

UECapabilityEnquiry message
-- ASN1START

UECapabilityEnquiry ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



ueCapabilityEnquiry-r8



UECapabilityEnquiry-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

UECapabilityEnquiry-r8-IEs ::=

SEQUENCE {


ue-RadioAccessCapRequest


UE-RadioAccessCapRequest,


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	UECapabilityEnquiry field descriptions

	ue-RadioAccesCapabilityReq

Field description is FFS.


4.1.2.26 –
UECapabilityInformation
The UECapabilityInformation message is used to transfer of UE radio access capabilities requested by the E‑UTRAN.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

UECapabilityInformation message
-- ASN1START

UECapabilityInformation ::=


SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




ueCapabilityInformation-r8


UECapabilityInformation-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensions




SEQUENCE {}


}

}

UECapabilityInformation-r8-IEs ::=
SEQUENCE (SIZE (1..maxRAT-Capabilities)) OF SEQUENCE {


rat-Type






RAT-Type,


ueCapabilitiesRAT-Container


OCTET STRING,


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	UECapabilityInformation field descriptions

	ueCapabilitesRAT-Container

Container for the UE capabilities of the indicated RAT. The encoding is defined in the specification of each RAT:

For E‑UTRA: the encoding of UE capabilities is defined in IE UE-EUTRA-Capability.

For UTRA: the encoding of UE capabilities is defined in IE [FFS] [25.331].

For GERAN: the encoding of UE capabilities is defined in IE [FFS] [24.008 and/or 44.018; FFS].


4.1.2.27 –
ULInformationTransfer
The ULInformationTransfer message is used for the uplink transfer of dedicated NAS information.

Signalling radio bearer: SRB2 or SRB1(only if SRB2 not established yet)

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

ULInformationTransfer message
-- ASN1START

ULInformationTransfer ::=


SEQUENCE {


criticalExtensions




CHOICE {



ulInformationTransfer-r8


ULInformationTransfer-r8-IEs,



criticalExtensions




SEQUENCE {}


}

}

ULInformationTransfer-r8-IEs ::=
SEQUENCE {


informationType





CHOICE {



nas3GPP







NAS-DedicatedInformation,



cdma2000






SEQUENCE {




cdma2000-Type





CDMA2000-Type,




cdma2000-MessageType



ENUMERATED {handover, other},




cdma2000-DedicatedInfo



OCTET STRING



}


},


...

}

-- ASN1STOP

Editor's note:
The extension mechanisms in this message are FFS.

	ULInformationTransfer field descriptions

	nas3GPP

Field description is FFS.

	cdma2000-Type

Field description is FFS.

	cdma2000-MessageType

Field description is FFS.

	cdma2000-DedicatedInfo

Field description is FFS.


