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1 Introduction
In the RRC CONNECTION REQUEST, we currently include either the S-TMSI or a random number as identity to be used for contention resolution. In the RRC CONNECTION SETUP COMPLETE, no identities (apart from the selected PLMN) are currently included at AS level.
In this contribution we want to focus on the “identities” included in these messages in more detail.
2. “Identities” in RRC CONN REQUEST
We see no significant problem with the current status in 36.331. 
One point to study further is whether the random number would need to be of the same size as the S-TMSI (40 bits), or whether this number could be reduced so that other information could be included in the RRC CONNECTION REQUEST ?
One can calculate how frequent (statistically) 2 UE’s would select the same preamble and use the same random number. Assume:

· 1 collision every 10ms (roughly corresponding to 1.5% collision probability)

· In 1 out of 2^40 cases, the UE select the same random number

· Once every 350 years 2 UE’s will collide with the same random number.

This seems very infrequent. For comparison, if we would use a 20 bit random id, this would result in an average inter-collision period with the same random number of 3 hours. Note that even with 40 bits the probability is not that low if we consider the occurrence in a network: e.g. in a network with 10k cells, the collision with same random number would occur every 10 days, and roughly once every second in case of a 20 bit random number.

What occurrence level would be acceptable depends on the effects in case this situation happens: if it resolves itself quite gracefully relatively quickly than a higher occurrence level can be accepted than when the effects are quite disturbing for a longer period of time (e.g. cause erroneous security activation/erroneous billing/…).
So what are the effects on NAS protocol when in the UL, any UL message can come from one of 2 UE’s, and they can both receive the DL messages ? We assume that e.g. in the TAU case, the consequences will not be that serious since failing the integrity / deciphering on the response message should probably lead to RRC connection release / re-attempt.  However for the ATTACH the situation might be more tricky, especially if there is no security context yet. In this case the identity request could be answered by another UE than the one that originated the ATTACH
.
Also it is doubtfull if reducing this number of bits is really helpful, since it would only gain “space” in the non-urgent cases (i.e. not the SERVICE REQUEST case).

Proposal 1: 
We should probably keep a 40 bit random number for contention resolution in case the UE does not have a valid S-TMSI. If RAN2 would like to significantly decrease this number of bits, this issue should be discussed with CT1 (and possibly RAN1) before taking any final decision.
So we would get for the coding of this part of the RRC CONNECTION REQUEST:

<Contention ID type>     “S-TMSI | random-id”  
(1-bit)

<S-TMSI>                                                    

(40-bit)

<random-id>                                                  

(40-bit)

Total size (for this info): 41 bits

3. “Identities” in RRC CONN SETUP COMPLETE
For the RRC CONNECTION SETUP COMPLETE, when looking at the latest version of 23.401 and also at the incoming LS in [1], our understanding is that there are 4 cases:
	
	RRC CONN REQUEST
	RRC CONN SETUP COMPLETE

	1. UE has valid S-TMSI for TA of current cell (new TA is part of current multi-TA list)
	S-TMSI (M-TMSI+MMEC)
	NAS msg

	2. UE helds valid context in the selected  PLMN, but no valid S-TMSI in this TA; eNB should attempt to contact old MME in order to avoid unnecessary MME relocation
	40-bit random number
	MMEI (MMEGI + MMEC),

MAS msg

	3. UE did have valid context in the selected PLMN (and possibly TA)however old MME wants MME relocation, so eNB should perform load distribution
	40-bit random number
	NAS msg

	4. UE has no valid context in this PLMN, and no valid S-TMSI in this TA; however does have a valid context in another PLMN.
	40-bit random number
	GUMMEI(?)
NAS msg


Table 1: Different RRC CONNECTION SETUP COMPLETE contents
Case 1 is e.g. the SERVICE REQUEST case. This sequence should be highly optimised.

Case 2 is e.g. a TRACKING AREA UPDATE in a new TA.

W.r.t. case 3, our understanding is that SA2 is still discussing how the MME could trigger an MME relocation e.g. in case of MME overload (e.g. allocate an MMEC=0 to the UE). However from the AS point of view, there does not seem to be a reason to signal any MMEI information at AS level for routing purposes
One issue for discussion for case 4 is whether it would be important to avoid MME relocation in inter-PLMN cases. E.g. in network sharing cases, or cases of an operator with multiple PLMN’s, an eNB in a new PLMN might still be able to connect to an MME from a the previous PLMN ? If this is an important case to support, then the GUMMEI should probably be included. 
The following proposals are based on the assumption that inter-PLMN MME relocations do not need to be prevented. Therefore there is no need to include a GUMMEI for the case 4 (cases 3 and 4 become identical from AS point of view). If this is considered an acceptable way forward in RAN2, it is proposed to verify this assumption with SA2/CT1.

Proposal 2: 
W.r.t. the contents of identities in the the RRC CONNECTION REQUEST/SETUP COMPLETE, 3 cases can be discerned according to cases 1, 2 and 3 in table 2 above.

With this proposal we would get for the coding of this part of the RRC CONNECTION SETUP COMPLETE:

<Selected PLMN>         “index of selected PLMN in SIB1” 
(2 or 3 bits)”

<Routing info type>        CHOICE {    





   

(1 bit)

MMEI        
                                           






(24 bits)
for case 2 above

None                







  






(0 bits)    
for other cases 
}

Total max size (for this info): 28 bits
4. Proposals
RAN2 is kindly requested to discuss, and as far as possible agree on the following proposals:

1) We should probably keep a 40 bit random number for contention resolution in case the UE does not have a valid S-TMSI for the TA of the current cell. 
· If RAN2 would like to significantly decrease this number of bits, this issue should be discussed with CT1 (and possibly RAN1) before taking any final decision.
2) W.r.t. the contents of identities in the the RRC CONNECTION REQUEST/SETUP COMPLETE, AS discerns 3 cases:
	UE has:
	RRC CONN REQ
	RRC CONN SETUP COMPL

	1. Valid S-TMSI for TA of current cell
	S-TMSI (M-TMSI+MMEC)
	NAS msg

	2. UE helds valid context in the selected  PLMN, but no valid S-TMSI for the TA of the current cell
	40-bit random number
	MMEI (MMEGI + MMEC),

MAS msg

	3. UE has no valid context in this PLMN
	40-bit random number
	NAS msg


In addition it seems advisable to inform SA2/CT1/RAN3 about any progress we make in this area.
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� 	Note that due to the fact that one of the 2 UE’s has most likely an incorrect Timing Advance, it should typically be more likely that only 1 UE is getting UL messages delivered.





