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1
Introduction
The progress made in 3GPP TSG CT WG1 on CSG and Home Deployments can be found in TR 24.801 [2]. This contribution provides a short summary of it.
2
Definitions and Working Assumptions
CT1 defines home cell deployments as “a single eNB used in a home or a small group of cells e.g. in a campus deployment. Typically, access to home cells is restricted to particular subscribers.”
The working assumptions made in CT1 related to home cell deployments are:

-
Tracking area update reject messages alone cannot be used to control access to home cells;

-
A UE must be prevented from attempting to access a home cell if the UE is not a member of the home cell;

-
It is not practical to use a forbidden list to control access to home cells because of the need to allow for a very large number of home cells within a single network;

-
A home cell must identify itself as a home cell by broadcasting a one bit flag;

-
UE access to home cells will be controlled by a whitelist of home cell identifiers stored in the UE:
Two options are considered in CT1 for the whitelist:

-
Option A where the whitelist consists of CSG-TAs;

-
Option B where the whitelist consists of cell identities (TAs + cell IDs).
NOTE:
A comparison between Option A and Option B was already discussed in RAN2 [3] and it was suggested to select Option A. An LS was sent to CT-1 [4].
CT1 also defines a CSG area as an area that consists of a cell or group of cells to which access is restricted to a defined group of users through a whitelist.
3
Option A (TA-based access)
In option A, a CSG area is a tracking area that consists of a cell or group of cells to which access is restricted to a defined group of users. A single cell can only belong to one TA or one CSG-TA and the concept of “registration to multiple tracking areas” applies i.e. the MME can assign several TAs and CSG-TAs to the UE.

The list of allowed CSG-TA (whitelist) shall be stored in the UICC. The MME may as part of Attach and/or TAU procedures provide the UE with a TAC (or TACs) identifying a CSG or non-CSG tracking area. If the TA identifies a CSG, the UE shall add this identity to the whitelist. The MME shall indicate to the UE whether or not a CSG to which the UE is subscribed belongs to the Current Registration Area assigned to the UE, and if it does the UE shall not trigger tracking area update when entering the CSG.
The MME shall derive the CSG TA Identifier from the Cell Global ID of the serving cell included in the message containing the service request received from the eNB (e.g. S1AP Initial UE message). The MME shall check if the CSG TA identifier belongs to the ones subscribed by the UE. In case the CSG TA identifier doesn't match with the subscribed ones, then the MME shall reject the network access initiated by the UE.
3
Option B (cell-based access)
In Option B, a CSG area consists of a cell or group of cells to which access is restricted to a defined group of users. A single cell can only belong to one CSG area or one non-CSG area and the concept of “registration to multiple tracking areas” applies i.e. the MME can assign several TAs to the UE. The CSG cell area identity consists of a TAI + a cell identity code.
The list of allowed CSG cell area identities (whitelist) shall be stored in the UICC. The MME may provide the whitelist in, for example, a similar way as today’s Equivalent PLMN list or the tracking area list (e.g., acceptance message of the attach/tracking area updating procedures). The UE will consider its whitelist as valid until it receives a new list in the next EMM procedure or it is commanded by the network to delete all entries in the whitelist. The UE shall treat all CSG cells where the UE does not belong to the associated CSG as though they are NOT a suitable cell. 
An eNB, which belongs to a CSG area, sends the CSG cell area identity, i.e., TAI plus (parts of) cell identity, to the MME whenever authorization needs to be checked in the MME. On receipt of a new cause value the UE removes CSG cell area identity (outdated information) from the stored whitelist. This prevents non-allowed UEs from accessing cells indicated as restricted.

4
Open Issues

A number of open issues are also listed in [2]:
-
How quickly CSG cells must be found at power on; 

-
Whether it is required to maintain the list when moving the UICC between terminals; 

-
Whether EPS requires other modification of the UICC;

-
The number of entries there will be in a whitelist (should a maximum be defined);

-
Whether the UE will be provided the CSG-TA list solely by EMM procedures or by some other means;

-
First time access to a CSG may require a forced tracking area update;

-
Forbidden lists are cleared at power down and CT1 should decide whether this also applies to the whitelist;

-
Whether the same solution applies to single-cell home and multiple-cell campus deployments;

-
How to make it possible for subscribers to control whether they are added to a closed subscriber group;

-
Whether a new cause value or the service request procedure are used for preventing erroneous access attempts to CSG cells;
-
In case the access list is changed (e.g. due to subscription change), the procedure needed to align the access lists contained in the MME and in the UE;
-
Emergency call handling.

5
Conclusion
CSG & Home Deployments Status in CT1 was summarized. From a RAN2 viewpoint, it is interesting to note that:
-
CT1 also assumes that a CSG cell must identify itself as a CSG cell by broadcasting a one bit flag;
-
When a UE accesses a CSG cell, the MME will always check if the CSG cell belongs to the ones subscribed by the UE (i.e. the eNB cannot rely on the UE);

-
A number of open issues exist, especially in terms of whitelist management.
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