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------------------------------------------  Sections Omitted  -----------------------------------------------------------------------------

5.3.1.2
MAC functions

The functions of MAC include:

-
Mapping between logical channels and transport channels. The MAC is responsible for mapping of logical channel(s) onto the appropriate transport channel(s).

-
Selection of appropriate Transport Format for each Transport Channel depending on instantaneous source rate. Given the Transport Format Combination Set assigned by RRC, MAC selects the appropriate transport format within an assigned transport format set for each active transport channel depending on source rate. The control of transport formats ensures efficient use of transport channels.

-
Priority handling between data flows of one UE. When selecting between the Transport Format Combinations in the given Transport Format Combination Set, priorities of the data flows to be mapped onto the corresponding Transport Channels can be taken into account. Priorities are e.g. given by attributes of Radio Bearer services and RLC buffer status. The priority handling is achieved by selecting a Transport Format Combination for which high priority data is mapped onto L1 with a "high bit rate" Transport Format, at the same time letting lower priority data be mapped with a "low bit rate" (could be zero bit rate) Transport Format. Transport format selection may also take into account transmit power indication from Layer 1.

-
Priority handling between UEs by means of dynamic scheduling. In order to utilise the spectrum resources efficiently for bursty transfer, a dynamic scheduling function may be applied. MAC realises priority handling on common transport channels, shared transport channels and for the dedicated E-DCH transport channel. Note that for dedicated transport channels other than E-DCH, the equivalent of the dynamic scheduling function is implicitly included as part of the reconfiguration function of the RRC sublayer.

NOTE:
In the TDD mode the data to be transported are represented in terms of sets of resource units.

-
Identification of UEs on common transport channels. When a particular UE is addressed on a common downlink channel, or when a UE is using the RACH, there is a need for inband identification of the UE. Since the MAC layer handles the access to, and multiplexing onto, the transport channels, the identification functionality is naturally also placed in MAC. In FDD mode only, if a UE is in CELL_FACH, CELL_PCH or URA_PCH state and HS-DSCH is used as a common transport channel, it is possible to identify the UE in physical layer using dedicated H-RNTI on HS-SCCH if the H-RNTI is dedicated for the UE.

-
Multiplexing/demultiplexing of upper layer PDUs into/from transport blocks delivered to/from the physical layer on common transport channels. MAC should support service multiplexing for common transport channels, since the physical layer does not support multiplexing of these channels.

-
Multiplexing/demultiplexing of upper layer PDUs into/from transport block sets delivered to/from the physical layer on dedicated transport channels. The MAC allows service multiplexing for dedicated transport channels. This function can be utilised when several upper layer services (e.g. RLC instances) can be mapped efficiently on the same transport channel. In this case the identification of multiplexing is contained in the MAC protocol control information.
-
Multiplexing/demultiplexing of upper layer PDUs into  transport blocks  delivered to/from the physical layer on HS-DSCH. The MAC allows service multiplexing for HS-DSCH. This function can be utilised to multiplex data from several upper layer services (e.g. RLC instances). In this case the identification of multiplexing is contained in the MAC protocol control information.
-
Traffic volume measurement. Measurement of traffic volume on logical channels and reporting to RRC. Based on the reported traffic volume information, RRC performs transport channel switching decisions.

-
Transport Channel type switching. Execution of the switching between common and dedicated transport channels based on a switching decision derived by RRC.

-
Ciphering. This function prevents unauthorised acquisition of data. Ciphering is performed in the MAC layer for transparent RLC mode. Details of the security architecture are specified in [15].

-
Access Service Class selection for RACH transmission. The RACH resources (i.e. access slots and preamble signatures for FDD, timeslot and channelisation code for TDD) may be divided between different Access Service Classes in order to provide different priorities of RACH usage. In addition it is possible for more than one ASC or for all ASCs to be assigned to the same access slot/signature space. Each access service class will also have a set of back-off parameters associated with it, some or all of which may be broadcast by the network. The MAC function applies the appropriate back-off and indicates to the PHY layer the RACH partition associated to a given MAC PDU transfer.

-
HARQ functionality for HS-DSCH and E-DCH transmission. The MAC-hs, MAC-ehs and MAC-e entities are responsible for establishing the HARQ entity in accordance with the higher layer configuration and handling all the tasks required to perform HARQ functionality. This functionality ensures delivery between peer entities by use of the ACK and NACK signalling between the peer entities.
-
Data segmentation/re-assembly for HS-DSCH. Higher layer SDUs can be segmented by the transmitting MAC-hs/MAC-ehs to fit the available radio resource. Reassembly is provided in the receiving MAC-hs/MAC-ehs entity.
-
In-sequence delivery and assembly/disassembly of higher layer PDUs on HS-DSCH. In CELL_DCH state the transmitting MAC-hs/MAC-ehs entity assembles the data block payload for the MAC-hs/MAC-ehs PDUs from the delivered MAC-d PDUs. For MAC-hs, the MAC-d PDUs that are assembled in any one MAC-hs PDU are the same priority, and from the same MAC-d flow. For MAC-ehs the MAC-d PDUs that are assembled in any one MAC-ehs PDU may be of the same or different priority, and from the same or different MAC-d flow. The receiving MAC-hs/MAC-ehs entity is then responsible for the reordering of the received data blocks according to the received TSN, per priority and MAC-d flow, and then disassembling the data block into MAC-d PDUs for in-sequence delivery to the higher layers. In FDD mode in CELL_FACH, CELL_PCH and URA_PCH state the transmitting MAC-ehs entity assembles the data block payload for the MAC-ehs PDUs from the delivered MAC-d PDUs and MAC-c PDUs for CCCH, BCCH and PCCH logical channels.

-
In-sequence delivery and assembly/disassembly of higher layer PDUs on E-DCH. The transmitting MAC-es/MAC-e entity assembles the data block payload for the MAC-e PDUs from the delivered MAC-d PDUs. The receiving MAC-es entity is then responsible for the reordering of the received data blocks according to the received TSN and Node-B tagging information, per re-ordering queue, and then disassembling the data block into MAC-d PDUs for in-sequence delivery to the higher layers.
------------------------------------------  Sections Omitted  -----------------------------------------------------------------------------

5.3.5
Data flows through Layer 2

Data flows through layer 2 are characterised by the applied data transfer modes on RLC (acknowledged, unacknowledged and transparent transmission) in combination with the data transfer type on MAC, i.e. whether or not a MAC header is required. The case where no MAC header is required is referred to as "transparent" MAC transmission. Acknowledged and unacknowledged RLC transmissions both require a RLC header. In unacknowledged transmission, only one type of unacknowledged data PDU is exchanged between peer RLC entities. In acknowledged transmission, both (acknowledged) data PDUs and control PDUs are exchanged between peer RLC entities.

The resulting different data flow cases are illustrated in Figures 6 - 9. On the level of detail presented here, differences between acknowledged and unacknowledged RLC transmission are not visible. Acknowledged and unacknowledged RLC transmission is shown as one case, referred to as non-transparent RLC.

NOTE:
The term "transparent transmission" is used here to characterise the case where a protocol, MAC or RLC, does not require any protocol control information (e.g. header). In transparent transmission mode, however, some protocol functions may still be applied. In this case an entity of the respective protocol must be present even when the protocol is transparent. For the RLC protocol the segmentation/reassembly function may be applied. This can be performed without segmentation header when a given higher layer PDU fits into a fixed number of RLC PDUs to be transferred in a given transmission time interval. In this case segmentation/reassembly follows predefined rules known to sending and receiving RLC entities. For instance in the user plane, the segmentation/reassembly function is needed for the case of real-time services using high and possibly variable bit rates. For such services higher layer PDUs shall be segmented into reasonably sized RLC PDUs of fixed length allowing efficient FCS error detection on the physical layer. The higher layer PDU can be reassembled by simply concatenating all RLC PDUs included in a transport block set as implied by the used transport format.

Figure 6 and Figure 7 illustrate the data flows for transparent RLC with transparent and non-transparent MAC transmission, respectively.

Figure 8 and Figure 9 illustrate the data flows for non-transparent RLC with transparent and non-transparent MAC transmission, respectively.

A number of MAC PDUs shown in the figures shall comprise a transport block set. Note, however, that in all cases a transport block set must not necessarily match with a RLC SDU. The span of a transport block set can be smaller or larger than an RLC SDU.

Each mapping between a logical channel and a transport channel as defined in Figure 4 and Figure 5 in combination with the respective RLC transmission mode implies a certain data flow that is specified on a general level in the following.
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Figure 6: Data flow for transparent RLC and MAC




Figure 7: Data flow for transparent RLC and non-transparent MAC




Figure 8: Data flow for non-transparent RLC and transparent MAC




Figure 9: Data flow for non-transparent RLC and MAC
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Figure 9a: Data flow for non-transparent RLC and MAC mapped to HS-DSCH
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Figure 9b: Data flow for non-transparent RLC and MAC mapped to E-DCH
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