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1
Introduction

In this contribution we propose “shared secret” format for radio link failure procedure.    
2 Access procedure after radio link failure
Figure 1 illustrates the call flow for the agreed access procedure at target eNode B after radio link failure is detected [1]. UE access the target cell by sending a signature sequence in response to failure of radio link with serving cell. Upon successful decoding of an access probe, eNode B grants UL resources and UE responds with an old C-RNTI (source cell) and a “shared secret”. The purpose of the source C-RNTI and the “shared secret” is to resolve possible collisions in UE identities and correlated possible preconfigured UE context at the target cell. That scenario is illustrated in Figure 2.
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What constitute the “shared secret” remains for further study. In this contribution we are proposing the content for “shared secret”. 
Figure 1: Access procedure after radio link failure
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Figure 2: C-RNTI collisions and resolution with “shared secret”

2.1 “Shared Secret” equals Cell Identity
There are multiple options what may constitute “shared secret” and how two eNode Bs can be made aware of it. However, the radio link failure procedure does not require security and it is not clear from the beginning why would one use security for the procedure that does not need it. 
In this contribution we propose to use cell identity as the “shared secret”. The use of cell identity is attractive because it is simple; eNode B always use the same value. It also allows for very efficient signalling, since 9 bits providing for 510 physical layer cell identities are more than enough. For all practical purposes 9 bits uniquely identify eNode Bs at UE location. 
The added benefit of using cell identity is that it allows for context fetch from source eNode B to target eNode B. Context fetch procedure provides for very robust handling of radio link failure cases. UE remains in RRC_CONNECTED mode even when target eNode B is not preconfigured with UE context ahead of time. Taking analogy with UMTS, from the air interface (radio) perspective, preconfiguration of multiple eNode Bs in LTE could be seen as an equivalent to the active set management in WCDMA, while context fetch would correspond to Cell Update procedure.
We believe that agreeing on cell identity is important. Even if the context fetch is not adopted for the initial release of LTE, using cell identity would allow introducing context fetch in later releases if context fetch proved to be necessary for desired LTE performance. 
3 Conclusions

This document has presented the proposal for “shared secret” in radio link failure procedure. It is proposed that “shared secret” equals cell identity. 
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