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1 Introduction

To meet the design purposes and requirements of random access procedure, UE identity is supposed to be able to uniquely identify a UE so that contention resolution can work correctly for intended UE. However, UE identity such as TMSI could be invalid in the current TA [1][2].
On top of the baseline random access procedure model and channel mapping [3][4], this contribution is aimed at the discussion of UE identity validity related to message 3 and 4 and providing our sentiments with potential alternatives on the issue. 
2 Issue and Proposals on UE identity validity
There are reasons for a UE to trigger random access procedures. It’s concluded to use UE identity (e.g. TMSI, C-RNTI) provided in message 3 for contention resolution while shorter UE identity (e.g. valid and unique the better) is preferred. In case a TMSI consuming 32 bits is used on the UL-SCH for an accessing UE during random access procedure, the TMSI may be invalid in the current tracking area (TA) (e.g. has not been updated after change of tracking area (TA)) so that UE may not be uniquely identified in new TA, especially when the message of accessing cause is not time critical. 
The need of updating TMSI may happen during random access procedure of different purposes (or simply later on of course). In case of the situation, it’s considered to allow UE to use TMSI itself (e.g. may collide with another UE), TMSI and flag (e.g. flag indicate whether this is an old TMSI or not but no further information to be provided for some purposes), or a random number (e.g. may essentially also jeopardize and collide with another UE). It’s unclear how the UE and network should deal with the issue (e.g. proper decision on behaviours upon detection of invalid identity with more information) under the assumption that full TA ID should not be used with TMSI. 

Moreover, if additional information is not allowed for indicating invalidity of the identity, the identity used may jeopardize UEs with valid ones (e.g. TMSI issued in the current TA) in case of collision. For example, In case that more than one UE have the same UE identity (e.g. TMSI in the current TA), after completion of contention resolution, it’s possible for two UEs to occupy the same C-RNTI, or for network to consider T-CRNTI is released while it’s actually adopted by a UE, which may finally cause two UEs have the same C-RNTI. It’s also expected that different kinds of UE identities are required to uniquely identify UE in distinct random access situation, which may confuse network if it’s not included. 

Therefore, it’s believed that a UE identity used shall not affect other valid ones, and additional information shall be required. With aforementioned considerations, there are 3 possible alternatives for the issues. First, in case an invalid TMSI is used for contention resolution, it shall be sent with an index, which can identify which TA it belongs to. The index uniquely identifies surrounding TAs with the mapping to real TA id (proposal 1.a). 

Secondly, once a UE detects its TMSI is no longer valid, the UE shall choose temporary TMSI from a pool consisting of reserved TMSI (at least won’t jeopardize valid TMSI in the current TA) (proposal 1.b). 

Third, once a UE detects its UE identity (Note that C-RNTI can be invalid while TMSI is invalid) is no longer valid, the UE shall send invalid UE identity attached with a flag to indicate its invalidity. The network then uses a reserved T-CRNTI to address message 4 with invalid UE identity, which can be followed by a new UE identity (proposal 1.c).

In addition to solving the invalidity, shorter UE identity shall be considered, which can be done by grouping of TMSI or sending another shorter UE identity. In details, when a UE detects its UE identity is no longer valid, the UE shall send shorter version of invalid UE identity if there is one. Therefore, it’s also proposed to use T-CRNTI as UE identity, which can also be attached with an index or flag, to replace invalid TMSI if there is no C-RNTI (proposal 1.d). Otherwise, one of above three alternatives shall be considered. 
Please note that by using proposal 1.d, network can simply ignore (e.g. lose in the contention) UE with invalid TMSI in rare cases (with low probability), where two UEs both have invalid TMSIs and the same T-CRNTI from the same TA or two TAs. 

On the other hand, we propose to indicate UE to reuse its invalid UE identity in message 4 if there is no other UE in a cell or in a TA to use the same UE identity (proposal 1.e) so that update procedure and radio resources can both be saved. Finally, we believe it’s necessary to have UE identity type indication in message 3 (proposal 1.f). 
3 Conclusion

In the above discussion, proposals related to issues of UE identity are addressed. The purpose of contribution is to provide our sentiments on possible issues while raising the discussion on each proposal at RAN2. Finally, we propose to cover the agreed part in the TS and TR. 
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