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1
Introduction

At the last RAN2 meeting, the requirements for the Home-eNodeB were discussed and approved.  The document initiates the discussion of the access control requirements for Home-eNodeB. 

2
Discussion of Access Control
	1. A UE should not camp on or access a Home-eNodeB if it is not part of the User Group which is allowed to access the Home-eNodeB.


The closest solution to current LTE IDLE mode mobility solution is to give the eNodeB a User Group specific Tracking Area. If multiple cells have the same User Group then they would be part of the same Tracking Area (even though they may not be geographically close to each other.)
This will impact the size of the Tracking Area ID as the number of unique IDs in the network becomes significantly larger than previously expected when just focussing on the macro-layer Tracking Areas. There are a number of solutions to allow this larger number of Tracking Areas:

a. Specify a (single) large TA ID

b. Specify multiple TA ID formats, (one small size for macro layer, large size for Home eNodeB)
c. Just use the cell ID as the TA ID for the home cell.
d. Specify that TA ID and Cell ID share same address space, with a flexible boundary between the IDs to all variable size. 
The main problem with just adopting the normal mobility approach is that a UE will attempt to perform a Tracking Area Update on every Home-eNodeB, before being informed that it should not camp on this cell, and therefore something additional is required in the design. 

One solution is that the cells with a closed user group indicate that they do have a closed user group, and therefore if a UE has not explicitly been configured with the Tracking Area ID then it automatically treats the Tracking Area as though it is on the list of Forbidden Tracking Areas.

The UE would need to be configured with a list of Tracking Area ID associated to the User Groups to which it belongs. This configuration could be completed in number of ways including:
a. Allocate the TA IDs using OTA / SIM Toolkit
b. Allocate the TA IDs in the MM messaging (just as the other TA IDs)
c. Rely on terminal-only functionality
	2. The subscriber registered as the owner of the Home-eNodeB, under supervision of the operator, shall be able to control/modify which other subscribers form part of the User Group associated with the Home-eNodeB.


If relying on the Tracking Area Update solution, the MME needs to be aware of which of UEs are allowed to access which Home eNodeBs. The UE context for a UE would need to include the list Tracking Area IDs associated with these closed user groups.
This requirement means that a method is required for a subscriber to be able to add another UE to the User Group of a Home-eNodeB which the subscriber controls. This method could be performed in a number ways, but the final outcome is that the UE context of another subscriber needs to be updated to include the new Tracking Area ID.
When the UE attaches to the network the MME queries the database of Home-eNodeB User Group to retrieve the information for the UE, which is stored in the UE context at the MME.
It is assumed that there will be a function on the terminal to force the terminal to attach through an access point for the first time, similar to the way a user can force a Location Update on cell of a forbidden Location Area. This will cause the MME to re-query the Home-eNodeB User Group database, to retrieve an up to date list of Home cells for the UE.
The mechanism by which the subscriber registered as the owner of the Home-eNodeB updates this centralised database is not necessarily mandated. The UE could modify the information through a web interface, specially formatted SMSs, etc.
3
Summary

This contribution has highlighted the following decisions for the design of the Home-eNodeB Access Control:

· Should the same mobility procedures be used for the Home-eNodeB as used for the Macro Layer?

· What format should the TA ID of the Home-eNodeB take?
· Is it acceptable to assume that the MME can acquire the Home-eNodeB User Group information, and be responsible for its distribution to UEs and eNodeBs where appropriate?
