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1
Introduction
At the RAN2/RAN3/SA2 joint meeting in St.Louis, it has been agreed that the PDCP of E-UTRAN is located in the eNB [1]. As a consequence, the data forwarding method at handover needs to be revisited and concluded once again.
2
Discussion on data forwarding at handover
2.1 Ciphered block vs. non-ciphered block

When the ciphering function was located at the aGW, the data forwarding between eNBs at handover could be done only for ciphered blocks, which were RLC SDU. When moving ciphering down to the eNB, the forwarding of non-ciphered blocks becomes possible. 
In the new architecture, the forwarding of ciphered blocks either requires:
-
The ability for the target to decipher blocks and re-cipher them before sending them to the UE; or

-
The ability for the receiver to normally decipher forwarded and non-forwarded blocks.

The first alternative is not preferred in terms of processing load and complexity. The second alternative requires continuous sequence numbers and the same ciphering key between the source and the target eNB. While it is possible to maintain the sequence number without introducing new security threat [2], it is not clear yet whether the same ciphering key can be used. Also, if the target eNB would like to understand the content of the forwarded packet, deciphering is required.
Thus it seems a lot simpler to forward non-ciphered blocks to the target eNB.

Proposal 1: Non-ciphered blocks are forwarded
2.2 PDCP vs. RLC
Firstly, if data forwarding is performed for RLC PDUs, the forwarded RLC PDUs are likely to be resegmented or concatenated to fit the radio conditions (i.e. available transport block size) at the target eNB. This increases the overhead and unnecessary processing. 
Secondly, the type of data to be forwarded is also impacted by the HO requirements [3]. For the handover to be lossless, something obviously needs to be forwarded. But for the handover to allow duplicate detection and minimise out-of sequence delivery at the target eNB, something with a sequence number needs to be forwarded. To minimise the overhead, the same SN as the one used for ciphering should be used. In other words, the data forwarding and ciphering should be performed by the same sub-layer.
While it is rather straightforward to forward PDCP PDUs, the forwarding of RLC PDUs introduces a few problems:

-
Not all data in the transmission buffer has a sequence number: only when the transmission is about to start, the size of the transport block is known and data can be put in a RLC PDU together with a SN;
-
Non transferred data may consist of RLC PDUs, RLC SDUs, and partial RLC segments. For the handover to be lossless, a mechanism to distinguish them or to transfer the whole RLC context is required over X2 interface. 
Proposal 2: The data forwarding and ciphering should be performed by the same sub-layer.
Proposal 3: Data forwarding for handover should be performed at PDCP sub-layer.

3
Conclusion
Now that the PDCP and ciphering have been agreed to be located in the eNB, it is worth discussing for what sub-layer and for what data block the data forwarding be performed. This contribution provides the following proposals:

Proposal 1: Non-ciphered blocks are forwarded.

Proposal 2: The data forwarding and ciphering should be performed by the same sub-layer.

Proposal 3: Data forwarding at handover should be performed at PDCP sub-layer.

Based on these proposals, we propose that the data forwarding be performed for non-ciphered PDCP PDU (i.e. non-ciphered PDCP SDU + PDCP SN).
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