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1. Introduction

In RAN2 TS[1], there are two FFS points on NAS signalling transfer as follows:

· Whether NAS message (RRC Direct Transfer messages or RRC messages with concatenated NAS) can use the same logical channel with the RRC only messages

· Whether integrity protection of the NAS messages from RRC in addition to integrity protection in the MME

 This document discusses above two points.
2. Discussion
2.1.  Logical channel for NAS message
In RAN2 LTE adhoc held 2006, to have two signalling bearers was agreed which is "low priority SRB and high priority SRB". Main reason to have two SRBs is to avoid situation RRC only message with low latency (e.g. Handover Command message) can not be sent, since resource might be occupied by relatively big NAS message in case of limited resource allocation. Our understanding is the relatively big NAS message means NAS message for mobility management and session management, and doesn’t mean SMS. In UMTS, SMS can be carried by c-plane. In LTE, SMS transfer by u-plane is required, and all SMS data can be handled by u-plane. Therefore, we assumed that SMS is only carried by u-plane in LTE, and it’s not necessary to consider SMS for NAS message transmission.

Therefore, we think that all NAS messages have similar requirement from latency perspective. Then, all NAS messages are low priority compared with RRC messages which is high priority. Therefore, RRC message includes NAS message and RRC only message should be mapped on different logical channel to avoid blocking of RRC message transmission.
Proposal 1: Only low priority SRB should be used for NAS message transfer
Remaining question is whether RRC only message can be mapped to Low priority SRB or not. There are some priority levels among RRC messages. For example, Measurement Control message can be considered as Low priority and Handover Command message can be considered as High priority. Therefore, to map RRC only message on Low priority SRB can avoid blocking of high priority RRC message by Low priority RRC message. In addition, because to carry NAS message is RRC, to support this does not lead additional complexity.
Proposal 2: RRC only message can be mapped to both Low priority SRB and High priority SRB
2.2.  Integrity protection of the NAS messages in RRC
Before the discussion on the integrity protection, we need to discuss possible message structure of NAS message . It was already agreed that NAS message can be concatenated in RRC layer. Hence, we can consider two alternatives as illustrated in Figure 1.
One alternative is to send NAS message as bit strings as same as UMTS. This is illustrated in Alt.A of Figure1. In this case, no additional header is required for NAS message. However, all RRC messages which allow concatenation need to have optional information element for NAS message. The other alternative is to multiplex RRC message and NAS message as different block like MAC multiplexing as illustrated in Alt. B of Figure1. In this case, it’s easy to perform integrity protection, ciphering and encoding separately. The demerit of Alt.B is overhead in the header.
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Figure : Message structure of RRC message and NAS message

In call setup procedure, NAS message (Service Request message) would be carried in message3 (e.g. RRC Connection Request message). This will be one of the most important scenarios to use concatenation. To minimize the size of message3 is important because of limited resource. Therefore, we propose to select Alt.A.
Proposal 3: Alt.A: NAS message as bit string should be selected to minimize the overhead in message3
As we proposed NAS message as bit string, to perform integrity protection, ciphering and encoding to only NAS message part is difficult. Therefore, we assumed that whole RRC message is ciphered and integrity protected like UMTS. In addition, as proposed in Proposal 1, we think low priority SRB should be used for both NAS message transmission without concatenation and NAS message transmission with concatenation. Therefore, RRC layer needs to have integrity protection function for SRB which carries NAS only message. We think that to switch on/off within one SRB is slightly complicated, and to perform integrity protection for NAS message twice is not problem. Hence, it’s preferable to perform integrity protection for all RRC messages in RRC layer.
Proposal 4: To perform integrity protection for all RRC messages in RRC layer irrespective of contents
3. Conclusion
In this document, we discuss issues on NAS signalling transfer. We proposed that RAN2 discuss these issues which are discussed in section2, and agree following proposal.
Proposal 1: Only low priority SRB should be used for NAS message transfer

Proposal 2: RRC only message can be mapped to both Low priority SRB and High priority SRB
Proposal 3: Alt.A: NAS message as bit string should be selected to minimize the overhead in message3
Proposal 4: To perform integrity protection for all RRC messages in RRC layer irrespective of contents
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