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1 Introduction

In ‎[3] it was indicated that it might be possible to transmit 24 – 72 bit message with 1-3 HARQ transmissions respectively. In this contribution we estimate the size of the combined RRC Connection Set-up procedure and the NAS Service request message, and study optimizations required to enable transmission of the combined message with reasonable number of HARQ attempts. We also estimate the delay difference between parallel and serial execution for optimized and unoptimized messages.

It should be noted that we only consider optimizing the NAS service request message. For Attach and Tracking Area update procedures it is assumed that the delay performance is less critical, and if the size of the NAS message is too large to allow parallel execution, serial execution can always be used instead. 
2 Feasibility of piggybacking
The current RRC Connection Request is shown in the Appendix A. Considering only the mandatory fields, and omitting the Predefined configuration status information, Domain indicator and Access stratum release indicator fields, which might be considered redundant for LTE
, the size of the RRC Connection Request message can be estimated to be 1 bit (Type) + 32 bits (P-TMSI) + 44 bits (RAI) + 4 bits (Establishment Cause) + 1 bit (Protocol Error indicator) = 82 bits.  
Similarly the NAS Service Request is shown in Appendix B, and the corresponding analysis of shows that the size of the mandatory fields (Protocol discriminator, Skip indicator, Service Request, Ciphering key sequence number, Service type and P-TMSI) is 72 bits.

Finally the NAS message is integrity protected with 32 bits, and the complete message (both RRC and NAS parts) must be covered by CRC to provide detection of transmission errors. It is assumed that a 16 bit CRC is sufficient.
In total the combined RRC Connection Request and NAS service request message size consisting only of mandatory fields would be 202 bits. Assuming that 24 bits can be transmitted in one TTI (as indicated in ‎[3]), this would correspond to 9 HARQ transmissions.
In order to reduce the number of required HARQ transmissions, it might be possible to optimize the combined message. In the following we try to see which of the mandatory fields could be considered “less mandatory”.
For RRC Connection Request, the bare minimum that needs to be transmitted is Message Type, the PLMN identity and the Initial UE identity. The Message Type is needed to maintain a possibility to introduce a more complete RRC Connection Request message. The smallest possible value for the Message Type is 1 bit. The PLMN identity is needed to support network sharing, and at least 4 shared networks should be supported.  For the Initial UE identity only P-TMSI in considered. It is assumed that the P-TMSI also contains the MME identity, and that the combined P-TMSI and MME identity can be represented by 32 bits.
 This results in the minimum RRC Connection Request size of 35 bits.
Table 1: Minimal RRC connection request
	Information Element/Group name
	Need
	Size

	Message Type
	MP
	1 bit

	PLMN identity
	MP
	2 bits

	Initial UE identity (P-TMSI)
	MP
	32 bits


The mandatory parts of the NAS Service Request message consist of Protocol discriminator, Skip indicator, Service Request, Ciphering key sequence number, and Service type in addition to the P-TMSI. As the P-TMSI is transmitted already as part of the RRC Connection Request, it is assumed that there is no need to repeat it in the NAS Service Request. The need and size of the other mandatory fields should also be evaluated, and if feasible, the fields should be eliminated or reduced in size. Even though this optimization is beyond the scope of RAN2 work, we assume for simplicity that the total size for the NAS service request can be reduced down to 1 byte.
Table 2: Minimal NAS Service Request

	Information Element
	Presence
	Length (octets)

	Protocol discriminator
	M
	1



	Skip indicator
	M
	

	Service Request
	M
	

	Ciphering key sequence number
	M
	

	Service type
	M
	


Finally, the Integrity Protection of the Service Request could be reduced from the current 32 bits to 16 bits, even though the security implications of this modification are significant, basically increasing the probability of successfully modifying or injecting the message from 1 in 4 billion to 1 in 65536.
Summarizing the optimizations, it might be possible to reduce the size of the combined RRC Connection Request and NAS Service Request Message from 202 bits to 75 bits, allowing the transmission time to be reduced from 9 to 3
 HARQ transmissions. 

The required optimizations are

1. Designing a lean RRC Connection Request. Especially it is assumed that the joint MME and UE-identifier can be represented by 32 bit P-TMSI.
2. Designing similarly a lean NAS Service Request message. It is assumed that all information contained in the service request can be conveyed in 1 byte in addition to the 32 bit P-TMSI sent in the RRC connection request.
3. Reducing the required integrity protection, increasing the probability of failed integrity protection from roughly 1 over 4 billion to roughly 1 over 65 000.
Conclusion 1: The piggy-backing of RRC Connection Request and NAS Service Request could be supported by allowing 3-9 HARQ transmissions.  However, in order to reach the lower edge, large optimizations are needed. The feasibility of these optimizations is FFS.
3 Estimated performance gain
In order to estimate the performance gain of the optimizations of Section 2, both the parallel and sequential execution of the RRC Connection and NAS Service Request are shown in Figure 1. In order to highlight the differences between the two procedures, we focus on the time from the reception of the Random Access Response in the UE to the forwarding of the NAS Service Request from the eNode B to the MME. Furthermore, in order to judge the maximum gain, we focus on the performance difference between the parallel execution of the optimized procedures and serial execution of the unoptimized procedure. The resulting delay estimation is shown in Table 1.

[image: image1]
Figure 1: Procedures for parallel and sequential execution of RRC Connection Request and NAS Service Request
Table 3: Delay estimation for parallel and sequential execution.

	
	Parallel execution
	Sequential execution
	Comments

	T1: UE processing time of the Random access response
	1 ms
	1 ms
	

	T2: Transmission time for RRC Connection Request
	12-36 ms (depending on the level of optimization)
	16 ms
	Assumes 4 ms HARQ RTT. 

	T3: eNode B processing time
	1 ms
	5 ms
	Sequential execution includes 4 ms scheduling delay

	T4: Transmission time of RRC Contention Resolution message
	-
	1 ms
	

	T5: UE processing time
	-
	1 ms
	

	T6: Transmission time of NAS service Request
	
	20 ms
	Assumes 4 ms HARQ RTT.

	Total
	14-38 ms
	44 ms
	


Even though the values in Table 1 should be considered only as rough estimates, it is evident that the delay difference between the parallel execution of an optimized procedure and sequential execution of unoptimized procedure is between a few milliseconds up to some tens of milliseconds (up to 30 ms in the example). 
This delay gain should be compared to the extra complexity caused by the optimizations. First, the reliability of the integrity protection of the NAS message is significantly reduced. Second, using a 32 bit P-TMSI for both MME identity and UE identity significantly reduces the number of UEs that can be supported per MME. Finally, it is unclear how the NAS Service Request message can be reduced to 1 byte in practice. In practice, we feel that it is likely that the delay gain of the parallel execution is going to be closer to the lower end of the example, especially since the RRC Connection Request message can be optimized for the sequential execution as well.
Conclusion 2: To obtain significant delay gains, a significant amount of optimizations to reduce the total message size is needed.

4 Proposed Procedure

Based on the analysis of sections 2 and 3, it seems apparent that defining a procedure to always support parallel execution of RRC Connection Request and NAS Service Request seems difficult unless a large number of HARQ transmission attempts is allowed. However, in this case the delay gain between parallel and sequential execution is minimal.

Instead of forcing always parallel execution of the RRC Connection Request and NAS service request, it seems beneficial to allow serial execution, unless the initial grant is large enough to support parallel transmission of independent RRC Connection Request and NAS service request. 

In practice, the initial grant assigned by the eNode B could depend on the deployed network. It is possible that not all operators will dimension the network to only support data rates of 24 kbps at the cell edge, and if higher data rates can be provided at the cell edge, the initial grant contained in the random access response can also be increased to match the cell edge data rate. However, in any case the initial grant should be large enough to allow the transmission the RRC connection request message.
5 Conclusion and proposal
It is proposed to discuss the trade-off between added complexity and performance enhancement obtained by designing a procedure always supporting parallel execution of RRC Connection Request and NAS Service Request. If it is agreed that the added complexity cannot be warranted by the performance gains, it is proposed to adopt the procedure outlined in Section 4 as the working assumption in RAN2. 
6 References

[1] 3GPP TS 25.331, “Radio Resource Control (RRC); Protocol Specification”, v. 7.2.0 
[2] 3GPP TS 24.008, “Mobile radio interface Layer 3 specification; Core network protocols”, v. 7.4.0
[3] R2-063015, “Reply LS (to R2-062546) on Random-Access Related Issues”, TSG RAN WG 1.

7 Appendix A: Release 6 Messages
 Taken from ‎[1], except for estimated sizes, which are based on analysis of the required number of bits to support needed information. The actual size of the fields may differ from the estimate in real RRC Connection Request message.
	Information Element/Group name
	Need
	Type and reference
	Semantics description
	Estimated size [bits]

	Message Type
	MP
	Message Type
	
	1

	Radio Bearer IEs
	
	
	
	

	Predefined configuration status information
	MP
	Boolean
	True indicates the UE has all pre- configurations stored with the same value tag as broadcast in the cell in which the RRC connection establishment is initiated
	

	UE information elements
	
	
	
	

	Initial UE identity
	MP
	Initial UE identity 10.3.3.15
	
	76 bits (P-TMSI and RAI)

	Establishment cause
	MP
	Establishment cause 10.3.3.11
	
	2

	Protocol error indicator
	MD
	Protocol error indicator 10.3.3.27
	Default value is FALSE
	1

	>UE Specific Behaviour Information 1 idle
	OP
	UE Specific Behaviour Information 1 idle

10.3.3.51
	This IE shall not be included in this version of the protocol
	

	Domain indicator
	MP
	CN domain identity 10.3.1.1
	
	1

	Call type
	CV-CS-domain
	Enumerated (speech, video, other)
	One spare value is needed
	

	UE capability indication
	OP
	Enumerated (HS-DSCH, HS-DSCH+E-DCH)
	Absence of this IE implies that neither HS-DSCH nor E-DCH are supported by the UE
	2

	Measurement information elements
	
	
	
	

	Measured results on RACH
	OP
	Measured results on RACH 10.3.7.45
	
	

	Access stratum release indicator
	MP
	Enumerated(REL-4,

REL-5,

REL-6,

REL-7)
	Absence of the IE implies R99.

The IE also indicates the release of the RRC transfer syntax supported by the UE

12 spare values are needed
	3


8 Appendix B: Service Request 
Taken from ‎[2], Table 9.4.20. Note that the length is in bytes.
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Service Request
	Message type

10.4
	M
	V
	1

	
	Ciphering key sequence number
	Ciphering key sequence number 

10.5.1.2
	M
	V
	1/2

	
	Service type
	Service type

10.5.5.20
	M
	V
	1/2

	
	P-TMSI 
	Mobile station identity

10.5.1.4
	M
	LV
	6

	32
	PDP context status
	PDP context status

10.5.7.1
	O
	TLV
	4

	35
	MBMS context status
	MBMS context status

10.5.7.6
	O
	TLV
	2 - 18
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� Though the Access stratum release indicator might be useful to distinguish between future releases of LTE.


� This assumption is somewhat questionable, and in reality a longer. e.g. 48 bit, combined entity might be needed


� It is assumed that it might be possible to increase the amount of data transmitted in 3 HARQ transmissions from 72 bits to 75 bits without affecting too much the physical layer performance.
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