2

TSG-RAN WG2 Meeting #55
                 Tdoc  R2-062851
Seoul, Korea, 9th – 13th October 2006
Agenda Item:
9
Source: 
Ericsson 
Title:  
Network Attach Procedure
Document for:
Discussion and approval
1.
Introduction

The purpose of this contribution is to discuss the procedure for Network Attach, including NAS, RRC and S1 signalling on the Uu and S1 interfaces. The goal is a joint optimisation of the procedures on these interfaces to minimise the number of handshakes and thus reach optimal performance. Error cases are not treated in this contribution. The shown procedure shows the transition to LTE_ACTIVE. Possible transition to LTE_IDLE is left for further study.
A detailed description of the RRC Connection Establishment procedure is presented in [1].
2. Discussion
Figure 1 shows the proposed procedure for network attachment, including RRC, NAS and S1 signalling. The figure shows how the RRC connection is established in relation to the NAS attach signalling. The NAS signalling is based on 23.882 [2]. The proposal follows agreed principles of parallel execution of RRC and NAS signalling to minimise the total number of handshakes.
The Network Attach procedure shows the need for early contention resolution before the RRC Connection Establishment procedure is completed. It is not feasible to carry all messages of this procedure on the collision prone random identifier allocated in the initial random access [3]. In our proposal, collision resolution is performed by a separate RRC message as a response to RRC Connection Request message to allocate a temporary cell unique identifier (possibly C-RNTI) to the UE. Contention resolution is performed by including the Initial UE ID in this message.
The NAS Network Attach message can be send either together with the RRC Connection Request message or as a separate message, depending on the initial uplink scheduling grant. If the grant is big enough to carry both messages, they shall be sent together. If not, the NAS Network Attach message shall be sent in a separate RRC Direct Transfer message once RRC Contention Resolution has been completed.

Network controlled mobility is not supported during the Network Attach procedure. If the connection to the eNB is lost, the UE must access another eNB and restart the procedure. 
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Figure 1. Network Attach procedure
1. UE performs random access and receives UL timing and an initial uplink scheduling grant.
2. UE transmits RRC Connection Request with an initial UE identifier. The NAS Attach Request message is included in this message if the initial UL scheduling grant is big enough to carry both messages. If the initial uplink scheduling grant is not enough, the NAS message will be transmitted after RRC contention resolution with RRC Direct Transfer.
3. eNB selects an MME and sends the Initial UE message to the setup the S1 connection. The Initial UE message includes the NAS Attach Request message.

4. eNB responds with RRC: Contention Resolution allocating a temporary cell unique identifier (possibly C-RNTI) to the UE. Contention resolution is performed by including the Initial UE ID in this message.
5-8. MME triggers the Authentication procedure. The current assumption is that this procedure closely resembles the Rel-6 procedure with the network challenging the UE with (RAND, AUTN, KSI) and the UE responding with a calculated (SRES) [2]. At the same time UE and MME generate ciphering keys. Details of the Security Mode Command equivalent signalling is left for further study. 
9. MME starts a procedure to setup a S1 context. The message includes the NAS Attach Accept message and also NAS and AS equivalent information to setup the default SAE Access Bearer to provide basic IP connectivity for the attached user. The message could also include a security mode command part with e.g. keys for RRC ciphering. 
10. Receiving the S1 Context Setup message triggers the eNB to setup the RRC connection by sending RRC Connection Setup to the UE. The message also includes the Radio Bearer configuration for the Default SAE Access Bearer. Also the NAS message received over S1 are transparently forwarded to the UE in a direct transfer part of the message.
11. The UE responds with RRC Connection Setup Complete. The message also includes a direct transfer part with the NAS Attach Confirm message.
12. eNB completes the S1 procedure for setting up the context. The message includes the NAS Attach Confirm message.
4.
Conclusion and proposal
In this contribution, we have presented the procedure for Network Attach to move UEs from the  LTE_DETACHED to LTE_ACTIVE state. The procedure includes NAS, RRC and S1 signalling on the Uu and S1 interfaces. We propose that figure 1 is taken as the working assumption for the Network Attach procedure in stage 2 documents.
From the Network Attach procedure, some requirements on the RRC Connection Establishment procedure can also be extracted:
1. The RRC Connection Request, Setup and Setup Complete messages shall support a direct transfer part for transmission of NAS messages.
2. The RRC Connection Establishment Procedure shall include an early contention resolution before the procedure is finished.
3. The RRC Connection Setup message shall include the possibility to configure a Radio Bearer for the Default SAE Access Bearer. 
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