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1 Introduction

In the past RAN2 meetings, reusing the sequence number at PDCP for ciphering (PDCP SN) for the sequence number at RLC (RLC SN) has been proposed. The advantage of reducing extra SN overhead is obvious, especially for small packets. On the other hand, there were several concerns raised [1][2][3] about reusing PDCP SN for RLC.

In this document, we analyze major concerns and present the conclusion of our analysis. 

2 Major concerns
The major concerns about reusing PDCP SN for RLC are listed below. 
1. Packets can be lost during transmission from aGW to eNB on S1. ARQ will try to correct these losses and transmission delay may be expected.

2. Unexplored interactions between PDCP and RLC layers, e.g. at change of ciphering keys or RLC reset due to protocol errors.

3. Segmentation of large IP packets requires PDCP SN copied into each RLC PDU plus sub-sequence number. RLC SN is assumed to be shorter than PDCP SN.

4. Handover behaviors are unclear.

3 Discussions

When there is a packet loss, i.e. a PDCP SN gap, the PDCP de-ciphering function need to handle this SN gap whether the received PDCP PDUs have consecutive RLC sequence numbers or not. Thus, in-sequence delivery with consecutive RLC SNs is an illusion only. For the PDCP layer, sequential ordering is based on PDCP SN, not RLC SN. If in-sequence delivery with PDCP SN cannot be guaranteed, reordering function (e.g. receiving window) will be needed in PDCP. With this in mind, we can discuss the above major concerns.

1. Packet loss over S1 on downlink

First, the packet loss rate over S1 is assumed to be very low compared to that over the air interface. Thus, NACK for this kind of loss will not happen frequently. Comparing with the saving of overhead without extra RLC SN, the efficiency for reusing PDCP SN will be better. If the S1 loss cannot be corrected by retransmission over S1, eNB owns the S1 loss information and can simply neglect the NACK sent from the UE. A proper window scheme as used in HSDPA for reordering queue can avoid stall in the receiver.

Second, the transmission delay will not be expected if UE supports out of sequence. Note that out of sequence delivery based on PDCP SN has the same effect as in sequence delivery based on RLC SN as far as PDCP de-ciphering function is concerned.

2. Interactions between PDCP and RLC layers

For the case of changing ciphering keys, activation time of PDCP SN is signaled over SRB so that there is no need to reset PDCP SN.

For the case of RLC reset due to protocol error, currently we cannot foresee any RLC protocol scenarios that will initiate a RLC reset. Even if a RLC reset procedure like Rel-6 is initiated, ciphering function need to modify its HFN. Thus, interaction complexity between PDCP and RLC layers is similar with or without extra RLC SN.

3. Segmentation of large IP packets.

When segmentation of PDCP PDU is needed, extra RLC SN scheme needs a header of RLC SN + PDCP SN for the first RLC PDU, RLC SN + Length Indicator with extension bit (1 bit) for the last RLC PDU and RLC SN for the other RLC PDUs. On the other hand, reusing PDCP SN scheme needs a header of PDCP SN + sub SN for each RLC PDU. The sizes of PDCP SN, RLC SN and sub SN have not been decided yet. We assume PDCP SN could have the same size as RLC SN. Depending on configuration of transport formats and the maximum allowed number of segments per RLC SDU, size of sub SN is FFS. We assume that sub SN is 4 bits or less. 

For example, with size of PDCP SN = size of RLC SN = 12, size of LI = 7 bit, sub SN = 4 (allowing 8 segments per RLC SDU maximum), if RLC SDU is segmented into 8 RLC PDUs, the extra RLC SN scheme needs SN overhead of 12*8 + 12 + 8 = 116 bits and reusing PDCP SN scheme needs 12*8 + 4*8 = 128 bits. With the same SN sizes, if segment number is 4, the overhead is 68 bits for extra RLC SN scheme and 64 bits for reusing PDCP SN scheme.

Thus, contrary to the concern, reusing PDCP SN scheme is more efficient even for the segmentation case when segment number of a RLC SDU is less than 8. Note that, for non-segmentation case, the advantage of reusing PDCP SN scheme is absolute.

4. Handover behavior

In [4], an analysis shows that there is no impact on both downlink and uplink for handover when PDCP SN is reused for RLC SN. An excerpt of [4] is given in the appendix (Section 6) for reference.

4 Conclusions

From above analysis, we conclude that, for the major concerns, performance of the reusing PDCP SN scheme is better than or as good as the extra RLC SN scheme for segment number less than 8. Thus, we propose to reuse PDCP SN for RLC ARQ function in LTE. Text proposal for Stage 2 TS is given in Section 7 below.
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6 Appendix 

Impact Analysis on handover when RLC SN reuses PDCP SN [4]
A. Downlink handover procedure

Proposal 1 in [4]:

The source eNB forwards DL RLC SDUs that are not confirmed by the UE upon handover. The target eNB transmits all the DL RLC SDUs forwarded from the source eNB.

By Proposal 1, any PDCP SN missing gaps among the forwarded RLC SDUs can be assumed to have been confirmed by the UE. Thus, the target eNB can easily reconstruct the transmission window location and transmission status of the source eNB upon handover although RLC context is not forwarded. 

If PDCP SN is reused for ARQ in RLC entity, the UE just keeps the receiving status and receiving window location unchanged upon handover and the DL transmission can goes smoothly after handover procedure is completed. 

Note: Even with the current DL handover procedure specified in 25.813 without adopting Proposal 1, the statement of the previous paragraph is still true.

B. Uplink handover procedure

Proposal 2a:

Upon handover, the source eNB informs the target eNB of the sequence number of the last successfully received uplink RLC SDU and all the missing sequence numbers before the last successfully received uplink RLC SDU.
With Proposal 2a, the target eNB can construct the receiving window location and the receiving status of the source eNB upon handover. No residue status report will be sent by the target NB. The amount of the forwarded information is limited and the radio resource for sending residue status report can be saved by Proposal 2a.

Proposal 2b:

After handover, if UE received a request for retransmitting RLC SDUs that have been confirmed by the source eNB, UE neglects this request.

With Proposal 2b, we assume that the target eNB uses the same receiving window as that for HSDPA in UE. Thus, although the UE does not retransmit the request from the target eNB, the requested missing SNs will be discarded by the target eNB after the requested missing SNs move out of the receiving window in the target eNB. Thus, there will be no issues of transmission stall with Proposal 2b. Note that Proposal 2b does not change anything in the current agreement for handover. The drawback is the wasted radio resource for the target eNB to send the residue status report that will be neglected by the UE eventually.

Note that, either with Proposal 2a or 2b, there is no impact on uplink for handover when PDCP SN is reused for RLC SN.
Text proposal to Stage 2 TS
6.2
RLC Sublayer

This subclause provides an overview on services and functions provided by the RLC sublayer. Note that:

-
The reliability of RLC is configurable: some radio bearers may tolerate rare losses (e.g. TCP traffic);

-
Radio Bearers are not characterized by a fixed sized data unit (e.g. a fixed sized RLC PDU).

6.2.1
Services and Functions

The main services and functions of the RLC sublayer include:

-
Transfer of upper layer PDUs supporting AM or UM;

-
TM data transfer (FFS);

-
Error Correction through ARQ (CRC check provided by the physical layer, in other words no CRC needed at RLC level);

-
Segmentation according to the size of the TB: only if an RLC SDU does not fit entirely into the TB then the RLC SDU is segmented into variable sized RLC PDUs, which do not include any padding;

-
Resegmentation when necessary (e.g. when the radio quality, i.e. the supported TB size changes) (FFS if it takes place at PDU or SDU level);

-
Concatenation of SDUs for the same radio bearer is FFS;

-
Out-of-sequence delivery of upper layer PDUs using PDCP SN;

-
Duplicate Detection using PDCP SN;
-
Protocol error detection and recovery;

-
Flow Control between eNB and UE (FFS);

-
SDU discard (FFS);

-
Reset.

6.3
PDCP Sublayer

This subclause provides an overview on services and functions provided by the PDCP sublayer. A model of the PDCP sublayer is illustrated in the figure below.
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Figure 6.3: Model of PDCP sublayer

6.3.1
Services and Functions

The main services and functions of the PDCP sublayer include:

-
Header compression and decompression: ROHC only;

-
Transfer of user data: transmission of user data means that PDCP receives PDCP SDU from the NAS and forwards it to the RLC layer and vice versa;

-
In-sequence delivery of upper layer PDUs at HO in the uplink (FFS);

-
Ciphering of user plane data and control plane data (NAS Signalling);
-
PDCP SN is added in PDCP PDU for ciphering function;
-
Integrity protection of control plane data (NAS signalling);

-
Integrity protection of user plane data is FFS.

NOTE:
The UP and CP PDCP entities are located in the UPE and MME, respectively.

NOTE:
When compared to UTRAN, the lossless DL RLC PDU size change is not required.
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