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1.
Introduction
This document discusses the need for having Centralized Distribution Function for E-MBMS content.
2. 
Discussion
In some earlier contributions [1] possible options for system architecture for E-MBMS were discussed.

1. Having content distributed directly to eNB
2. Having BM-SC distributing content to eNB

3. Having BM-SC via GW distributing content to eNB

Comments on the above stated options:

Option 1: 

This option requires from an operator to open its RAN to a 3rd party content providers, which raises security issues. Also, in [1] it is assumed, that traffic is routed using the user-level addresses. The existing security functions do not work. A NAT or a firewall becomes tricky, since the addressing in the service announcements and the actual traffic must be synchronized. Moreover, in Rel6 the BM-SC is responsible for authorization and authentication of content providers, thus protecting the network from DoS and spamming attacks (very sensitive in a broadcast environment) since the IP source address in the header should not be trusted. Establishment of security associations between each eNB and each content provider becomes a management burden, if manageable at all. Assuming these basic security and network topology hiding requirements leads naturally to tunneling solutions. 

In order to control the injection of traffic into the operator’s network (in terms of security, policing, charging, etc) it is preferable to have one central entry point to the network. Note also that this is about multicast traffic, i.e. one data flow per service, meaning that scalability is not an issue. 

Without a central control entity (i.e. the BM-SC), each content provider would control (or at least request) the establishment of MBMS bearers in an uncoordinated way. At the moment Gmb interface is used from BM-SC to GGSN to trigger the establishment of a bearer and MCCH changes. The establishment and release procedures are in particular important for non-continuous services like file distribution services. With this option, parts of BM-SC functionality (including session start/stop) must become part of content provider.

Options 2 and 3: 

The main difference between option 2 and 3 is whether the BM-SC interfaces directly to all eNBs or whether a GW is placed in between. Depending on the deployment scenarios and business models, the BM-SC might be owned by a different actor than the LTE/SAE network operator. In such case, the network operator would probably not like to have its eNBs directly controlled by a business partner.

In any case, although the BM-SC and GW would be defined as separate logical entities, they can always be collocated in the same physical node. Having the interface defined in the standards gives more flexibility to support different deployment scenarios.

In order to overcome the potential drawback of a large number of eNBs connected to one GW (or BM-SC), IP multicast shall be used to transport the data from the GW to the eNBs (using a different IP multicast address than the user-level IP multicast address).
Options 2 and 3 allow header compression to be performed which is not the case for option 1 due to header being used for routing the traffic (header compression normally operates over a single point-to-point hop).
Option 3 is therefore Ericsson’s preferred solution
3.
Conclusion
Ericsson preferred solution is to have a standardized GW function between the content provider and eNB. We also see a need for supporting existing BM-SC functions in LTE to allow more intelligent service support and control (as opposed to pure OAM ON/OFF). MBMS Release 6 support continuous services (i.e. Mobile TV) services as well as non-continuous services (file distribution like “Football Highlight services). There might be a need to evolve the BM-SC functions to implement LTE/SAE specific service requirements.
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