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1 Introduction

In [1], it is mentioned that adding another sequence number (SN) in the out ARQ layer for the AM mode would seem wasteful and it is worthwhile considering the reuse of the higher layer SN provided by PDCP for security. In this contribution, we will discuss the possibility of reusing RRC SN for the Control Plane. 

2 Discussion of the reuse of RRC SN

2.1 Description

In LTE, RRC sublayer terminated in eNB performs security functions, which include integrity protection (IP) and ciphering (FFS) for RRC messages. There would be an SN called RRC SN to be an input parameter for IP. In Release 6, when an RRC PDU with an RRC SN is sent to RLC entity, there would be RLC SN added to each RLC PDU for retransmission and reassembly. The two-folded sequence number is not needed for LTE. 

2.2 Proposal

When an RLC entity receives an RRC PDU with RRC SN, it reuses the RRC SN for ARQ. With this proposal, overhead for the RLC PDU header can be reduced. To make the things simple, we also propose that sequence numbering is performed in RRC entity for access stratum. In other words, every RRC message would associate with an RRC SN whether the RRC message is integrity protected or not.

2.3 Discussion
If the RRC PDU needs to be segmented because of transmission power, the method for sub-sequence number is FFS.

3 Conclusion

This contribution proposes to reuse RRC SN in RLC entity for ARQ and duplication detection. It can reduce the overhead of RLC PDU header. 
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