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1 Introduction
In the RAN2 #53 meeting, the concept of “plug-and-play” eNode B was discussed [1]. The aim is to minimise operational efforts for E-UTRAN system setup.

There seem to be two elements in the concept of “plug-and-play” eNode B.
· Discovery of other nodes 

· Self-configuration of operational parameters by an eNode B
The second part includes the configuration of the neighbour list maintained by an eNode B. In [1] it is stated that the neighbour list can be constructed over time though radio measurements performed by UEs.
RAN1 TR [2] suggests that a UE would only know cell IDs of non-serving cells through measurements. An identified cell ID is reported from the UE to the serving eNode B with a measurement report.

Here the serving eNode B may not know the IP address of the eNode B employing the identified cell. There must be a way for an eNode B to know the contact point (IP address) of the target eNode B identified with a cell ID reported by the UE.

2 Discussions
2.1 UE measurement

If an eNode B would like to establish an association to another eNode B, the source eNode B needs to know the IP address of the target eNode B. It is expected that the UE cannot know the IP address of an eNode B that is found through radio measurement. However it is sensible to assume that the identification of the unique identity of a measured cell would be possible [2]. As example, in UMTS the "PLMN Identity" (5-6 digits) and the "Cell Identity" (28 bits) together provide a globally unique identifier of the cell.

After receiving a measurement report from the UE the serving eNode B needs to identify the IP address of the eNode B that the measured cell is belonging to.
The following section proposes a mechanism to achieve this requirement.
3 Targeted discovery with cell ID
The scheme below can be used when the eNode B knows a node that may have information for the target eNode B.  This is the typical situation for a working eNode B, since it must have some connection to an aGW already. One example is a network where the operator deploys servers that have a mapping database for cell IDs and IP addresses of eNode Bs, a function similar to what is provided by DNS servers.  The actual location of this server functionality is for further study.
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Figure-1: Targeted discovery with cell ID
4 Conclusion
We discussed a mechanism that would be needed to achieve self-configuration of the neighbour list in LTE network where the concept of the plug-n-play eNode B is used.
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