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1. Introduction

In Cannes meeting, early data transmission scheme is discussed in [1]

 REF _Ref143663146 \r \h 
[2]. We believe that early data transmission scheme is useful to optimise c-plane latency. However, several issues are pointed out for early data transmission scheme. In our understanding, discussion points could be “contents of early data”, “how to establish or use bearer to carry data for early data transmission”, “actual timing to transmit data”, and “efficiency of early data transmission from call setup latency perspective”. In this document, we discuss these points, and show efficiency of early data transmission scheme.
2. Discussion
2.1.  Contents of early data
In this section, we discuss what kinds of data could be considered as early data. In UMTS, UE can start data transmission, after UE receives response from core network. That is, core network firstly check UE subscription to know whether the UE can use this service or not. This is an important role to satisfy operator’s QoS policy. However, we think that some kinds of data could be supported for all authenticated UEs irrespective of QoS policy. For example, we think that following data could be supported for all authenticated UEs and these could be considered as early data. 
· IMS signalling
One of the important requirements in LTE is call setup delay reduction. This call setup delay reduction is mainly required for VoIP. In VoIP, UE needs to transmit SIP signalling to establish SAE bearer. We believe that this SIP signalling transmission shall be allowed for all authenticated UEs, since we don’t assume UE which can’t use IMS in LTE. So, we assume that this SIP signalling could be considered as early data. This is also applicable to SIP signalling for other service.
· General IP packet
Even if UE uses service which doesn’t need IMS signalling, we assumed that first message transmission in IP world is generally control message (ex: DNS request and so on) and transmission of those message shall be allowed for all authenticated UEs. Hence, we also believe that this first message for service which doesn’t need IMS signalling also could be considered as early data.
Please note that security association between UE and UPE is already established during attach procedure. Hence, we can assume that this early data is ciphered and UPE can detect whether this data is valid or not. So, if UPE detect that data from UE is not valid, UPE can discard the data.

2.2.  Definition of default SAE bearer

We think that early data which is discussed in section2.1 could be transmitted by minimum set of SAE bearers. We also think that this minimum set of SAE bearers could be default SAE bearer (or parts of default SAE bearer). So, we discuss default SAE bearer here. Firstly, we try to summarise definition of default SAE bearer from SA2 TR[3]. Then, we add additional definition for SAE bearer.
In SA2 TR[3], there are several term about default XXX service/bearer, such as “Default IP Access service”, “Default IP connectivity service”, “Default SAE bearer” and “Default IP Access bearer”. In our understanding, service and bearer are different thing. But, we think that “Default IP Access service” and “Default IP connectivity service” are same, and “Default SAE bearer” and “Default IP Access bearer” are same. Then, definition for default XXX service/bearer in SA2 TR[3] could be summarised as follows:
· Default IP Access service

· IP address, APN, policy and charging control are associated with this service
· Default IP Access service is established in attach procedure between aGW and UE. Context for Default IP Access service is maintained in aGW and UE
· Default SAE bearer

· Default SAE bearer is associated with “match all” uplink and downlink packet filter and doesn’t support guaranteed bit rate
· Default SAE bearer consists of default SAE radio bearer and default SAE access bearer
In addition to these definitions which are described in SA2 TR[3], we think that following points could be considered as definition of “Default IP Access service” and “Default SAE bearer”.
· Default IP Access service

· Default IP Access service is maintained after attach procedure, if UE goes to LTE_IDLE.
· Context which is related with PDCP for u-plane and c-plane is maintained to keep security association
· Default IP Access service can be provided by Default SAE bearer
· Default SAE bearer

· Default SAE bearer is established during call setup procedure, and doesn’t exist in LTE_IDLE
· Default SAE radio bearer can have following characteristic
· Default SAE radio bearer could be one of SAE radio bearers which are defined in preconfiguration. (e.g.: configuration of Default SAE radio bearer is specified in specification (default configuration in UMTS) or broadcasted in system information (pre-defined configuration in UMTS).
· Default SAE radio bearer could be established without information from aGW because of following reason:
· Default SAE radio bearer doesn’t support GBR. This bearer should only support best effort service.
· Default SAE radio bearer could be common among UEs. MBR or QoS policy might be different among UEs based on Default IP Access service. However, the difference could be controlled by MAC scheduler and won’t affect configuration in RRC level.
· Default SAE access bearer can have following characteristic
· Default SAE access bearer could be used to carry early data before response from MME or UPE because of following reason:
· ID (UPE IP address or specific UPE ID) which eNB requires to detect UPE is maintained in UE during attach procedure, and UE can inform eNB of the ID. eNB can carry early data using UPE IP address or specific UPE ID.
· This early data transmission could be detected by UPE using for example P-TMSI. But, the detailed method is FFS.
We believe that early data transmission is possible by use of default SAE bearer because of these definitions.
2.3.  Default SAE bearer establishment procedure

Based on definition described in section2.2, we discuss default SAE bearer establishment procedure in this section. 
It was agreed that NAS message is carried by RRC message. However, it wasn’t clear that NAS message which informs core network of service request is transmitted from eNB to MME or UPE.  If we consider MME as NAS termination point like SGSN in UMTS and UPE as U-plane termination point like GGSN, it’s natural to send “service request” message to MME from eNB. In this case, default SAE bearer establishment procedure could be like Figure 1. 
In addition, this procedure could be divided into two alternatives. One alternative (Alt.1 in Figure 1) is that default SAE access bearer is established by message from MME to eNB. Other alternative (Alt.2 in Figure 1) is that default SAE access bearer is established by message from UPE to eNB. As described above, if we consider MME as NAS termination point like SGSN in UMTS, it’s natural to assume former alternative such as Alt.1 in Figure1. However, if NAS message like “service request” could be transmitted to UPE. In this case, it’s not necessary for UPE to perform signalling exchange with MME before default SAE access bearer establishment. From this reason, call setup latency could be improved. The procedure is illustrated in Figure A of Annex A. However, it depends on how to define C/U separation between MME and UPE, and this should be SA WG2 decision. 
In this document, we assume that NAS message like “service request” is transmitted to MME, and MME initiates default SAE access bearer establishment to keep concept in UMTS.
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Figure 1: SAE default radio bearer establishment procedure in case NAS message is transmitted to MME
2.4. Possible solutions for early data transmission

In previous section, we discuss default SAE bearer establishment procedure. In this section, we further discuss possible solutions for early data transmission.
Early data transmission is performed before response from MME/UPE. In our understanding, following two cases could be considered.
· Case1: early data transmission before default SAE radio bearer establishment
· Case2: early data transmission after default SAE radio bearer establishment
Procedure of these two cases and normal procedure are illustrated in Figure 2. Figure 2 assumes that UPE and MME are separated, and NAS message like Service Request is transmitted to MME from eNB as discussed in section2.3. 
In Case1, data is transmitted with RRC Connection Request in 3-a of Figure 2. Whether data could be transmitted or not depends on grant for RRC Connection Request. That is, data size is decided by Random Access Response in 1-b or UL Scheduling Response in 2-b. In addition, data needs to be transmitted as c-plane (DCCH or CCCH), since SAE radio bearer is not established yet. In Case2, data is transmitted as normal procedure between UE and eNB after default SAE radio bearer establishment by RRC Connection Setup in 3-b. Hence, data could be transmitted as u-plane (DTCH). In normal case, data is transmitted after reception of Security Mode Command and/or Service Request in 7.  From Figure 2, it’s clear that case1 is best from latency perspective. On the other hand, we think that case2 has following benefits.
· RRC Connection Setup message will transmit much information to establish connection for u-plane and this is required for efficient use of air resource (ex: setting of HARQ, CQI reporting interval and so on). So, case2 is better from radio efficiency perspective.
· In case2, collision among UEs is solved completely, since full ID (e.g. IMSI or P-TMSI) is transmitted in RRC Connection Setup message. On the other hand, Case1 still have possibility to occur collision. Then, unnecessary data transmission is avoided in Case2.
· Whether case2 or normal might be controlled by eNB easily, since the difference is only timing of grant allocation. That is, eNB can wait Security Mode Command, if eNB prefers normal procedures
In our understanding, gain from early data transmission mainly come from avoidance of S1 I/F delay. So, Case2 could be preferable from above reasoning. Gain of latency in Case1 compared with Case2 is further investigated in next section. 
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Figure 2: U-plane data exchange before SAE access bearer establishment
2.5.  Efficiency of this concept from call setup latency perspective

We analyse gain of early data transmission in this section. To analyse gain, we use procedure as illustrated in Figure 2. 
Detailed analysis of gain for Case1, Case2 and Normal is shown in Table 1. This analysis is based on c-plane latency analysis in RAN Feasibility study TR[4] except for addition of RRC Connection Setup procedure (Step 7-1, 7-2, 7-3) before response from MME and addition of UPE activation procedure (Step 9-1, 9-2, 9-3, 9-4). From Table 1, latency of u-plane transmission to UPE for each case is as follows:
· Case1:     21.25ms + Ts1u
· Case2:     32.25ms + Ts1u
· Normal:   61.25ms + Ts1u + 2*Ts1c +  2 Tupe-mme
Note : Tupe-mme is interface delay between UPE and MME
We calculate call setup latency for Case1, Case2 and Normal for three scenarios such as maximum I/F delay scenario, middle I/F delay scenario and minimum I/F delay scenario, and calculates gain of early data transmission in Table 2.

Compared with Case2, gain of Case1 is 11ms in all scenarios. We think that this delay is not significant, and radio efficiency which is achieved by Case2 could have more benefit as discussed in section2.4. Compared with Normal case, reduction in Case2 is from 33ms to 89ms. This means that 49.1%-65.3% reduction can be achieved by early data transmission. We think that this reduction is significant. In addition, LTE requirement of c-plane latency is 100ms for state transition from LTE_IDLE to LTE_ACTIVE as stated in RAN Requirement TR[5]. We think that gain (from 33ms to 89ms) which is achieved by early data transmission is also significant from current LTE requirement perspective. 
Table 1: Call setup procedure and latency analysis for several cases
	Procedure
	Step
	Description
	Duration
	Case1
	Case2
	Normal

	1-a

to

2-b
	0
	UE wakeup time
	Implementation dependent – Note included
	X
	X
	X

	
	1
	Average delay due to RACH scheduling period
	5ms
	X
	X
	X

	
	2
	RACH Preamble
	0.5ms
	X
	X
	X

	
	3
	Scheduling grant - Timing Alignment (Time between the end RACH transmission and reception of scheduling grant)
	3ms
	X
	X
	X

	
	4
	UE Processing Delay (only L1 Part – coding according to received grant)
	0.5ms
	X
	X
	X

	3-a
	5
	TTI for transmission of RRC Connection Request
	0.5ms
	X
	X
	X

	
	6
	HARQ Retransmission (@ 30%)
	0.3 * 2.5ms
	X
	X
	X

	4-a
	7
	Processing delay in eNB (Uu –> S1-C)
	4ms
	
	
	X

	
	8
	S1-C Transfer delay
	Ts1c (2ms – 15ms)
	
	
	X

	3-b
	7-1
	Processing delay in eNB (Uu –> Uu)
	4ms
	
	X
	

	
	7-2
	TTI for transmission of RRC Connection Setup (+Average alignment)
	0.75ms
	
	X
	

	
	7-3
	HARQ Retransmission (@ 30%)
	0.3 * 2.5ms
	
	X
	

	5-a
	9
	MME Processing Delay (including UE context retrieval of 10ms)
	15ms
	
	
	X

	
	9-1
	I/F delay from MME to UPE
	Tupe-mme(0ms-15ms)
	
	
	X

	5-b
	9-2
	UPE processing delay
	5ms
	
	
	X

	
	9-3
	I/F delay from UPE to MME
	Tupe-mme(0ms-15ms)
	
	
	X

	4-b
	9-4
	MME processing delay
	5ms
	
	
	X

	
	10
	S1-C Transfer delay
	Ts1c (2ms – 15ms)
	
	
	X

	7
	11
	Processing delay in eNB (S1-C –> Uu)
	4ms
	
	
	X

	
	12
	TTI for transmission of RRC Connection Setup (+Average alignment)
	0.75ms
	
	
	X

	
	13
	HARQ Retransmission (@ 30%)
	0.3 * 2.5ms
	
	
	X

	
	14
	Processing delay in UE
	3ms
	
	X
	X

	
	15
	TTI for  transmission of L3 RRC Connection Complete
	0.5ms
	
	X
	X

	
	16
	HARQ Retransmission (@ 30%)
	0.3 * 2.5ms
	
	X
	X

	
	
	Sub-Total C-plane establishment delay
	- 
	-
	-
	-

	
	17
	TTI for UL DATA PACKET (Piggy back scheduling information)
	0.5ms
	
	X
	X

	
	18
	HARQ Retransmission (@ 30%)
	0.3 * 2.5ms
	
	X
	X

	
	19
	eNB Processing Delay (Uu –> S1-U)
	1ms
	X
	X
	X

	
	20
	S1-U Transfer delay
	Ts1u (1ms – 15ms)
	X
	X
	X

	
	21
	UPE Processing delay (including context retrieval, deciphering, RoHC)
	10ms
	X
	X
	X

	
	
	Sub-Total U-plane establishment delay
	-
	-
	-
	-

	
	
	Total LTE_IDLE –> LTE_ACTIVE delay
	-
	
	
	


Table 2: Call setup latency calculation and Gain of early data transmission

	
	Parameter
	Delay
	Delay of Case1
	Delay of Case2
	Delay of Normal

	Maximum I/F delay case
	Ts1u
	15
	36.25ms

73.4% reduction
	47.25ms

65.3% reduction
	136.25ms

	
	Ts1c
	15
	
	
	

	
	Tupe-mme
	15
	
	
	

	Middle I/F delay case
	Ts1u
	7
	28.25ms

70.6%
	39.25ms
59.2% reduction
	96.25ms

	
	Ts1c
	7
	
	
	

	
	Tupe-mme
	7
	
	
	

	Minimum I/F delay case
	Ts1u
	2
	23.25ms
65.4%
	34.25ms
49.1%
	67.25ms


	
	Ts1c
	1
	
	
	

	
	Tupe-mme
	1
	
	
	


3. Conclusion

We discussed early data transmission in this document. From investigation of early data transmission behaviour, function and gain, we believe that early data transmission can be adapted to LTE and improve call setup latency. Based on discussion so far, we propose that following points are agreed in RAN2 WG, and captured in RAN2 TR/TS.
· Definitions of default SAE bearer which discussed in section 2.2 are working assumption in RAN2 WG
· Early data transmission should be supported by following two main concepts:
· SAE default radio bearer should be allowed to establish before default SAE access bearer establishment
· U-plane data exchange between eNB and aGW before default SAE access bearer establishment should be allowed
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Annex.  Default SAE bearer establishment procedure in case NAS message is transmitted to UPE
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Figure A:  SAE default radio bearer establishment procedure in case NAS message is transmitted to UPE
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