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1. Introduction

Significant progress has been made in RAN1 in defining the structure of initial access in unsynchronized RACH [1]. It is likely that 6 bits of information or 64 signatures would be available for unsynchronized random access. There have been numerous contributions on the information content of these signatures [2-9]. Fields that have been proposed include the random access cause, access priority, scheduling request size, CQI, pathloss, random ID for contention resolution, MAC ID for handover, and an indication of whether a MAC ID exists for the UE or not. All of the proposed fields have their own unique benefits and tradeoffs. However, since the number of combinations possible is just 64, we have to carefully use these combinations to convey a variety of combination of information fields. In this contribution, we present a viable option in this regard. 

Contention resolution is also an important function of the variety in the signature space for unsynchronized random access. Another method for contention resolution is backoff; that is waiting for some time before retransmitting. In this contribution, we also propose a method of contention resolution that uses a combination of the signature variability, as well as the time variability through backoff. The preference for signature versus time variability for contention resolution depends on both the latency constraints and the expected load of the various unsynchronized random access use cases. This is taken into account in our approach as outline below.

2. Access type: Consolidated access cause, priority, and scheduling request size

We observe that the following fields actually serve somewhat similar purposes: access cause, access priority, and the allocation size of the scheduling request. All these fields associate either one or more of the following with them: latency requirements on UL allocation request, allocation size requirement on the UL scheduling request, or how the eNB processes the RACH request in general. Thus, a single field can be used to associate a number of operating procedures with respect to a RACH access. The operating procedures may be very general. As an example – the size of allocation, the deadline before which the allocation must be achieved, the number of allocations to be granted, the priority order if multiple RACH requests are received, and the possibility of rejected request or not. Thus, we propose a single field to include the functions of access cause, priority, and scheduling request allocation size and the number of allocations. We call this field the ‘Access Type’. We propose that we classify the 64 available signatures into Na number of groups. As an example, we would like to propose that Na be equal to 6. Thus, we have 6 disjoint sets of signatures available in the 64 signature space. It is not necessary that all sets have the same number of signatures. As we discuss below, we might have different sets with different number of signatures in them.
We propose that the following groups or access types be considered.
1. Handover type 1

2. Handover type 2

3. RRC transition state  to RRC_CONNECTED high priority (including e.g. emergency calls)
4. RRC transition state to RRC_CONNECTED normal priority or Micro Data transfer: Includes tracking area updates and other small single instance data transfers

5. Out of Sync recovery with UL allocation request
6. Timing Advance maintenance without UL allocation request

Although we recommend that this list should not be extended, it could be refined depending on the progress made in WG1 and WG2 on the definition of the various LTE procedures. As an example, we take provision here for two different handover types that could be mapped to different priorities or different handover procedures.
For each of the above access types, processing procedures are defined for the eNB. These include, but are not limited to: the allocation size and number of allocations, the maximum allocation latency, priority, possibility of request rejection, and the collision resolution procedure. 
3. Contention resolution: Signature Randomness and Backoff
In the previous section we outlined 6 different access types. For each type of access, there is a difference in urgency with which a response or uplink allocation is expected. The urgency is in the decreasing order of priority as listed below as an example:

1. Handover type 1

2. RRC_IDLE to RRC_CONNECTED high priority (including e.g. emergency calls)
3. Handover type 2

4. RRC_IDLE to RRC_CONNECTED normal priority or Micro Data transfer: Includes tracking area updates and other small single instance data transfers

5. Out of Sync recovery with UL allocation request
6. TA maintenance without UL allocation request

The more a particular access type is latency constrained, the more the need to avoid RACH collisions. However, if RACH collisions happen, they must be resolved. Collision avoidance in RACH happens using the randomness in the signature space. Collision ‘resolution’ may happen in one of two ways

1. through randomness in signature space: In any attempt, for all conditions identical, a UE should be able to select a signature completely randomly out of multiple possible signatures.
2. through backoffs after collisions and before the next attempt: The UE chooses the number of slots to skip before reattempting in a RACH slot.
The backoff method of contention resolution incurs a large overhead in latency because unsynchronized RACH slots may be scheduled with long interval between them. Thus, the backoff method should always be used in conjunction with the possibility of randomness in the signature space.
Contention Resolution Method

The following details the contention resolution method for each access type. The access type number is referred to as Na.

Attempt access in every RACH time slot until successful, but choose signatures randomly out of the available space of signatures. After each RACH attempt, the UE increments a collision counter in each of the following cases:

1. the eNB detected the preambles but not the collision and the UEs received the same acknowledgement after the preamble, so the collision propagated on the UL SCH and the UEs reached a time-out on the number of retransmissions (HARQ usage is assumed for post preamble UL scheduled data).
2. the eNB could detect the preambles collision and the UEs received a NACK-coll that let the UEs aware of the collision.
3. the colliding preambles interfere each other and the eNB could not detect any. The UEs did not receive any response from the eNB.

Backoff

When the collision counter reaches “MaxColls_Na”, initiate the backoff procedure along with the random signature choice. The backoff procedure is to attempt in the next RACH slot with a probability Pna, which is a function of the number of unsuccessful attempts (Nu) before the current possible attempt. Pna =  (2/3)^Nu. Note that a power ramp up procedure may be independently followed along with the collision resolution mechanism, in case of collisions.
Using the Na ordering in the above priority list, an example of values for MaxColls_Na is: MaxColls_1 = MaxColls_2 = 4; MaxColls_3 = MaxColls_4 = 3; MaxColls_5 = 2; and MaxColls_6 = 1;

Randomness
Since the latency requirements are variable depending on the access type, we propose that the randomness available for each access type be variable too. This translates to the number of signatures available in each set (i.e. for each access type): the tightest the latency requirement, the larger the available number of signatures. On the other hand, since the randomness plays a role of collision avoidance as soon as in the first attempt (not only to break the collision propagation), the signature set sizes allocated to the different access types also depend on their respective expected loads. As an example, a possible ordering list in decreasing order of load is given below:
1. Handover type 1

2. Out of Sync recovery with UL allocation request

3. TA maintenance without UL allocation request

4. Handover type 2

5. RRC_IDLE to RRC_CONNECTED high priority (including e.g. emergency calls)

6. RRC_IDLE to RRC_CONNECTED normal priority or Micro Data transfer: Includes tracking area updates and other small single instance data transfers

As a result, the classification of the access types in the order of decreasing randomness is somehow in between the priority list and load list. We provide below an example of such classification with associated signature set size allocation:

1. Handover type 1: 16 signatures

2. TA maintenance without UL allocation request: 16 signatures

3. Out of Sync recovery with UL allocation request: 12 signatures

4. RRC_IDLE to RRC_CONNECTED high priority (including e.g. emergency calls): 8 signatures

5. Handover type 2: 8 signatures

6. RRC_IDLE to RRC_CONNECTED normal priority or Micro Data transfer: Includes tracking area updates and other small single instance data transfers: 4 signatures

Finally note that in the case where some Access types would be used in both a contention and non-contention way [10] the associated signature space would be partly allocated for randomness and partly for non-contention based allocation. 

4. Variable length Random ID and Other fields

In the above two sections, we have proposed that the signature space available for unsynchronized random access be divided into sets of signatures based on the access type field, and provided an example for the number of signatures in each set. We also suggested a contention resolution mechanism for each access type based on the number of signatures available as well as a backoff procedure. The number of signatures in a set suggests at having a random ID field that is completely random. However, we can reduce the randomness somewhat and include other information in a signature along with the access type and the random ID field. Suggestions have been made [1] as to indicating the DL CQI or Pathloss information in the signature. Other suggestions point at using some form of indication of having a MAC ID or not.

The main motivations for having additional field/s are:

1. collision probabilities can be kept low for some Access Types and load situations even if the signature space available is smaller than what is given in Section 3. This is elaborated below.
2. “stealing” signatures from the random ID for a field like e.g. CQI or pathloss does not steal the same amount of randomness since this information can be considered as quasi-random among UEs in a cell. As an example, we can consider that when reducing the total number of completely random signatures from 16 to 8 to code 1-bit “quasi-random” information, the resulting number of “effective” random signatures is a value in between 8 and 16, say 12. 
Thus each access type set can be further sub-divided into smaller subsets with each subset representing a value of a field. For each subset, we should have an adequate number of signatures available to reduce the collision probability along with the backoff mechanism
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Figure 1: Collision probability versus offered load for different number of signature opportunities
Figure 1 plots the collision probability (more precisely the probability to have one or more colliding preambles in a Random Access time slot) as a function of the number of signature opportunities and the offered load (average number of attempts per Random Access time slot). The collision probability was derived analytically in [1], appendix 3, eq. (10). It shows that with an offered load of 0.5 or below, 12 effective random signature opportunities are sufficient to keep the collision probability below 5%. The offered load in a 1.25MHz Random Access time slot (64 signatures) depends on the access type load, the Random Access time slots period and the number of (other) 1.25MHz frequency blocks allocated to Random Access in a Random Access time slot. Since the former parameter is variable in time and the last two could likely be configurable, it also makes sense that the allocation of the 64 available signatures be dynamically allocated by the eNB among the 6 access types, their pure random space, and potential additional field. The drawback is the higher load on the BCH to periodically broadcast this information. One way of reducing the associated BCH load would be to broadcast only the information the UE needs to know for initial access, then parameters related to other Access types are communicated to each UE individually during the RRC connection setup.
 We give below an example of usage of the 64 signatures in unsynchronized RACH.
1. Handover type 1: 16 signatures; 2 subsets of 8 (3 bits of random ID) each representing 1 bit of an additional field

→ effective number of random signature opportunities: ~12 
2. TA maintenance without UL allocation request: 16 signatures; 2 subsets of 8 (3 bits of random ID) each representing 1 bit of an additional field

→ effective number of random signature opportunities: ~12 
3. Out of Sync recovery with UL allocation request: 12 signatures; 3 sets of 4 signatures (2 bit random ID) each; an additional field with 3 possible values

→ effective number of random signature opportunities: ~8
4. RRC_IDLE to RRC_CONNECTED high priority (including e.g. emergency calls): 8 signatures; 2 sets of 4 signatures (2 bits of random ID) each representing 1 bit of an additional field
→ effective number of random signature opportunities: ~6
5. Handover type 2: 8 signatures; 2 sets of 4 signatures (2 bits of random ID) each representing 1 bit of an additional field
→ effective number of random signature opportunities: ~6
6. RRC_IDLE to RRC_CONNECTED normal priority or Micro Data transfer: Includes tracking area updates and other small single instance data transfers: 4 signatures; 2 sets of 2 signatures (1 bit random ID field) each representing 1 bit of an additional field
→ effective number of random signature opportunities: ~3
5. Conclusion

In this contribution, we have discussed the content of the non-synchronized Random Access (RA) burst and proposed a generic method for mapping this information onto the 64 signatures available in the preamble. We also suggested a contention resolution mechanism based on the joint effect of randomness and backoff. The proposals can be summarized as follows:

1. The non-synchronized RA preamble should carry at the minimum:

· The RA type

· A Random ID associated to the RA type
2. The RA type represents the consolidated RA cause, priority and scheduling request

3. There are 6 RA types, listed in Section 2.

4. An additional information field (such as e.g. DL CQI or pathloss) can be added independently to each RA type if its load conditions and latency requirements allow it.

5. The number of signatures allocated to the Random ID and potentially any additional field can be dynamically configured for each RA type on a cell basis.

6. Collision resolution is achieved by the use of combined randomness and backoff, according to the procedure described in Section 3.
· randomness in signature space: In any attempt, for all conditions identical, a UE should be able to select a signature completely randomly out of multiple possible signatures.

· backoffs after collisions and before the next attempt: The UE chooses the number of slots to skip before reattempting in a RACH slot.

7. In the case where some Access types would be used in both a contention and non-contention way [10] the associated signature space would be partly allocated for randomness and for non-contention based allocation
We propose to discuss these proposals and to capture the agreeable parts in the TS. 
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