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1. Introduction

RAN2#42 technically endorsed the REL-6 CR for domain specific access control (R2-041223). In this paper NTT DoCoMo and Teliasonera propose a few minor improvements in signalling and its enhancement for network sharing to the technically endorsed CR.

2. Discussion

2.1 Signalling improvement

For the flexibility reason, the extension to the System Information Block Type 3 has CN domain identity-1st, Access Class Barred list-1st, CN domain identity-2nd, Access Class Barred list-2nd as shown below. Please note that the default of accessClassBarredList-1st/2nd Access Class Barred list is defined as the access class barred list contained in IE "Cell Access Restriction" of SIB3.
DomainSpecificAccessRestrictionParam-v6xyext ::= SEQUENCE {




cn-DomainIdentity-1st


CN-DomainIdentity,



accessClassBarredList-1st       AccessClassBarredList       OPTIONAL,



cn-DomainIdentity-2nd


CN-DomainIdentity,



accessClassBarredList-2nd       AccessClassBarredList       OPTIONAL

}

When we want to activate 50% of CS Domain Specific Access Control (DSAC), a typical signalling would be the existing access control to 50% of Rel99/4/5 mobiles and CS DSAC to 50% of Rel-6 UEs using accessClassBarredList-1st. In this case, we also need to set accessClassBarredList-2nd to say no PS DSAC since its default is defined to the list contained in IE "Cell Access Restriction" of SIB3. Moreover there is no description of UE behaviour when 1st and 2nd domain identities are set to an identical domain.

If the definition of the extension is changed to the following, we will save more bits in the case described above and make the signalling more straightforward. In the revised signalling, CHOICE is introduced to indicate Domain Specific Access Control is active or inactive. In the case mentioned above, "no_restriction" is the choice for PS domain , and "restriction" is the choice for CS domain and the access class barred list for the CS domain can be omitted since its default value is defined as the value indicated in the IE "Access Class Barred List" contained in IE "Cell Access Restriction" of SIB3. 
DomainSpecificAccessRestrictionParam-v6xyext ::= SEQUENCE {




cSDomainSpecificAccessRestriction

DomainSpecificAccessRestriction-v6xyext



pSDomainSpecificAccessRestriction

DomainSpecificAccessRestriction-v6xyext

}

DomainSpecificAccessRestriction-v6xyext ::= CHOICE {



no_restriction

NULL,



restriction


SEQUENCE {




domainSpecficAccessClassBarredList

AccessClassBarredList
OPTIONAL



}

}

	
DSAC
	CS: 50%
	CS: 0%
	CS: 30%

	
	PS: 0%
	PS: 50%
	PS: 70%

	AC signalling for REL99-5 UE
	50%
	None
	30%

	Domain
	CS
	PS
	CS
	PS
	CS
	PS

	DSAC signalling for REL6 UE
	50%
	None
	None
	50%
	30%
	70%

	SIB3 size increase with the current CR
	Existing ACBL: 16
Extension: 20
(= 2+1+0+1+16)
	Existing ACBL: 0
Extension: 20
(= 2+1+0+1+16)
	Existing ACBL: 16
Extension: 20
(= 2+1+0+1+16)

	SIB3 size increase with the revised CR
	Existing ACBL: 16
Extension: 3
(= 1+1+1)
	Existing ACBL: 0
Extension: 19
(= 1+1+1+16)
	Existing ACBL: 16
Extension: 20
(= 1+1+1+1+16)


2.2 Signalling Enhancement for network sharing 

The CRs to introduce network sharing features to 25.304 and 25.331 were approved in RP#26. The Rel-6 UE identifies the network sharing configuration if IE "Multiple PLMN List" is included in the Master Information Block. The IE "MIB PLMN Identity" in the IE "Multiple PLMN List" indicates whether the PLMN indicated in the IE "PLMN Identity" is included in the multiple PLMN list. It is proposed:
1) The UTRAN indicates Domain Specific Access Restriction Parameters by the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB" in a network configuration without the network sharing if Domain Specific Access Control is required.
2) In a network sharing configuration, the UTRAN indicates Domain Specific Access Restriction Parameters by the IE "Domain Specific Access Restriction Parameters For PLMN of MIB" if Domain Specific Access Control is required by the PLMN specified by the IE "PLMN Identity" of the Master Information Block and if the IE "MIB PLMN Identity" in the IE "Multiple PLMN List" of the Master Information Block is set TRUE.
3) In a network sharing configuration, the UTRAN indicates Domain Specific Access Restriction Parameters by the IE "Domain Specific Access Restriction Parameters For OperatorN" (N=1..5) contained in the IE "Domain Specific Access Restriction List" of the IE "Domain Specific Access Restriction For Shared Nework", if N-th PLMN in the IE "Multiple PLMN List" of the Master Information Block requires Domain Specific Access Control.
4) In a network sharing configuration, the UTRAN indicates Domain Specific Access Restriction Parameters by the IE "Domain Specific Access Restriction Parameters For All" in the IE "Domain Specific Access Restriction For Shared Network" if the same Domain Specific Access Restriction Parameters are applied to all PLMNs in the IE "Multiple PLMN List" of the Master Information Block and if the IE "MIB PLMN Identity" in the IE "Multiple PLMN List" of the Master Information Block is set FALSE.
5) In a network sharing configuration, the UTRAN indicates Domain Specific Access Restriction Parameters by the IE "Domain Specific Access Restriction Parameters For PLMN of MIB" and the IE "Domain Specific Access Restriction List" containing none of the IE "Domain Specific Access Restriction Parameters For OperatorN" (N=1..5) if the same Domain Specific Access Restriction Parameters are applied to all the PLMNs specified by the IE "PLMN identity" and the IE "Multiple PLMN List" of the Master Information Block.
SysInfoType3-v6xyext ::= SEQUENCE {


domainSpecificAccessRestrictionParametersForPLMNOfMIB





DomainSpecificAccessRestrictionParam-v6xyext OPTIONAL,



domainSpecificAccessRestrictionForSharedNetwork




DomainSpecificAccessRestrictionForSharedNetwork-v6xyext
OPTIONAL

}

DomainSpecificAccessRestrictionForSharedNetwork-v6xyext ::= CHOICE {



domainSpecificAccessRestictionList



DomainSpecificAccessRestrictionList-6xyext,



domainSpecificAccessRestictionParametersForAll
DomainSpecificAccessRestrictionParam-6xyext
}
DomainSpecificAccessRestrictionList-v6xyext ::= SEQUENCE { 


domainSpecificAccessRestrctionParametersForOperator1
DomainSpecificAccessRestrictionParam-v6xyext
OPTIONAL,


domainSpecificAccessRestrctionParametersForOperator2
DomainSpecificAccessRestrictionParam-v6xyext
OPTIONAL,



domainSpecificAccessRestrctionParametersForOperator3
DomainSpecificAccessRestrictionParam-v6xyext
OPTIONAL,



domainSpecificAccessRestrctionParametersForOperator4
DomainSpecificAccessRestrictionParam-v6xyext
OPTIONAL,



domainSpecificAccessRestrctionParametersForOperator5
DomainSpecificAccessRestrictionParam-v6xyext
OPTIONAL

}

The default value of each IE "Domain Specific Access Class Barred List" in the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB" is defined as the value indicated in the IE "Access Class Barred List" contained in the IE "Cell Access Restriction" of the System Information Block Type3" if present. If not, the default value is defined that all access classes are not barred. 
The IE "Domain Specific Access Restriction List" contains 5 instances of the IE "Domain Specific Access Restriction Parameters" for PLMNs indicated in the IE "Multiple PLMN List". In order to save bits in the air, the PLMN identity associated with each Domain Specific Access Restriction Parameters is not broadcast. Instead the order of the appearance of Domain Specific Access Restriction Parameters corresponds to the order of the appearance of PLMN in the IE "Multiple PLMN List" of the Master Information Block.  
The default value of each IE "Domain Specific Access Class Barred List" in the IE "Domain Specific Access Restriction Parameters For OperatorN" (N=1..5) is defined as the value indicated in the corresponding IE "Domain Specific Access Class Barred List" in the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB" if present. If not present, the default value is defined as the value indicated the IE "Access Class Barred List" contained in the IE "Cell Access Restriction" of the System Information Block Type3 if present. If not present, the default is defined that all access classes are not barred.
The default value of each IE "Domain Specific Access Class Barred List" in the IE "Domain Specific Access Restriction Parameters For All" is defined as the value indicated in the IE "Access Class Barred List" contained in the IE "Cell Access Restriction" of the System Information Block Type3" if present. If not, the default value is defined that all access classes are not barred. 
2.3 Introduction of the variable DSAC_PARAM and editorial changes
In order to clarify the UE behaviour, the variable "DSAC_PARAM" is introduced. The variable stores Domain Specific Access Restriction Parameters which the UE needs to apply while in the connected mode. The variable is cleared if Domain Specific Access Restriction is no longer indicated, the PLMN chosen by the UE changes or the RRC connection is released. In addition some editorial corrections are performed.
3. Proposal

NTT DoCoMo and Teliasonera propose RAN2 to discuss and agree on the way forward described in the paper, i.e. signalling improvements and enhancement for the network sharing configuration, and the draft CR attached. The attached draft CR implements the signalling improvement and enhancement for the network sharing based on the technically endorsed DSAC CR. 
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8.1.1.6.3
System Information Block type 3

The UE should store all relevant IEs included in this system information block. The UE shall:

1>
if in connected mode, and System Information Block 4 is indicated as used in the cell:

2>
read and act on information sent in that block.
With respect to Domain Specific Access Control, the UE shall: 

1> if the IE "Multiple PLMN List" is not included in the Master Information Block:

2> apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB".

1> else:
2> if the PLMN specified by the IE "PLMN Identity" of the Master Information Block is chosen by the UE:

3> apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB".

2> else, if N-th (N=1..5) PLMN in the IE "Multiple PLMNs" contained in the IE "Multiple PLMN List" is chosen by the UE:

3> if the IE "Domain Specific Access Restriction List" of the IE "Domain Specific Access Restriction For Shared Network" is indicated:

4> if the IE "Domain Specific Access Restriction Parameters For OperatorN" is indicated:

5> apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For OperatorN".

4> else, if none of the IE "Domain Specific Access Restriction Parameter For OperatorN" (N=1..5) is indicated and if the IE "MIB PLMN Identity" in the IE "Multiple PLMN List" of the Master Information Block is set TRUE:

5> apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB".

3> else, if the IE "Domain Specific Access Restriction Parameters For All" of the IE "Domain Specific Access Restriction For Shared Network" is indicated and if the IE "MIB PLMN Identity" in the IE "Multiple PLMN List" of the Master Information Block is set FALSE:

4> apply the domain specific access restrictions as indicated by the IE "Domain Specific Access Restriction Parameters For All".

The UE shall apply the following handling with respect to any Access Class Barring information:

1> if in idle mode and any Access Class Barring information is indicated:
2> if no Domain Specific Access Restriction Parameters  are included in System Information Block Type 3, the UE shall:

3> act on the IE "Access Class Barred list" when initiating RRC Connection establishment as specified in [4].

2> if the Domain Specific Access Restriction Parameters to be applied are included in System Information Block Type 3 the UE shall:

3> act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating RRC Connection establishment to send an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4];

3> act on the IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating RRC Connection establishment to send an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4];

3> upon transition to UTRA RRC connected, the UE shall:

4> store that Domain Specific Access Restriction Parameters to the variable "DSAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released;

4> act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4];

4> 
act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4].
1> if in connected mode:
2> if any Access Class Barring information is not indicated:
3> if   the variable "DSAC_PARAM" is set, the UE shall

4> clear the variable "DSAC_PARAM";
4> act as no Access Class is barred.
2> else 
if the Domain Specific Access Restriction Parameters to be applied is not included in System Information Block Type 3: 
3> if the variable "DSAC_PARAM" is set, the UE shall:
4> clear the variable "DSAC_PARAM"; 
4> act as no Access Class is barred.
2> else if the Domain Specific Access Restriction Parameters to be applied  are included in the System Information Block Type 3:
3> if the variable "DSAC_PARAM is not set, the UE shall:
4> store that Domain Specific Access Restriction Parameters to the variable "DSAC_PARAM" and maintain the variable until it is cleared, the PLMN chosen by the UE is changed or the RRC connection is released;

4> act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS, as specified in [4];

4> act on the stored IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4].
 3> else (the access class barring information is stored) UE shall:
4> update the variable "DSAC_PARAM"  with that Domain Specific Access Restriction Parameters;

4> act on the updated IE "Domain Specific Access Class Barred List" if indicated in the IE "CS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the CS domain, as specified in [4];

4> act on the updated IE "Domain Specific Access Class Barred List" if indicated in the IE "PS Domain Specific Access Restriction" when initiating an INITIAL DIRECT TRANSFER message to the PS domain, as specified in [4].
8.1.1.6.4
System Information Block type 4

If in connected mode, the UE should store all relevant IEs included in this system information block. The UE shall:

1> if in connected mode:

2> read and act on information sent in this block;
2> read the System Information Block Type 3 for any Access Class Barring information and act on that information as described in 8.1.1.6.3.
If in idle mode, the UE shall not use the values of the IEs included in this system information block.

10.2.48.8.6
System Information Block type 3
The system information block type 3 contains parameters for cell selection and re-selection.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	SIB4 Indicator
	MP
	
	Boolean
	TRUE indicates that SIB4 is broadcast in the cell.
	

	UTRAN mobility information elements
	
	
	
	
	

	Cell identity
	MP
	
	Cell identity 10.3.2.2
	
	

	Cell selection and re-selection info
	MP
	
	Cell selection and re-selection info for SIB3/4 10.3.2.3
	
	

	Cell Access Restriction
	MP
	
	Cell Access Restriction 10.3.2.1
	
	

	Domain Specific Access Restriction Parameters For PLMN Of MIB
	OP
	
	Domain Specific Access Restriction Parameters
10.3.1.X
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the PLMN in the IE  “PLMN identity” of the Master Information Block.

This IE also specifies the Domain Specific Access Parameters for all the PLMNs indicated by the IE "`PLMN Identity" and the IE "Multiple PLMN List" of the Master Inforamtion Block if the UTRAN indicates the IE "Domain Specific Access Restriction List" containing none of the IE "Domain Specific Access Restriction Parameters For OperatorN" (N=1..5) and If the IE "MIB PLMN Identity" in the IE "Multiple PLMN List" of the Master Information Block is set TRUE,
	REL-6

	
	
	
	
	
	

	
	
	
	
	

	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	

	

	
	
	
	
	
	

	Domain Specific Access Restriction For Shared Network
	OP
	
	
	
	REL-6

	>CHOICE barring representation
	
	
	
	
	REL-6

	>> Domain Specific Access Restriction List
	
	
	
	
	REL-6

	>>>Domain Specific Access Restriction Parameters For Operator1
	OP
	
	Domain Specific Access Restriction Parameters

10.3.1.X
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the first PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>Domain Specific Access Restriction Parameters For Operator2
	OP
	
	Domain Specific Access Restriction Parameters

10.3.1.X
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the second PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>Domain Specific Access Restriction Parameters For Operator3
	OP
	
	Domain Specific Access Restriction Parameters

10.3.1.X
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the third PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>Domain Specific Access Restriction Parameters For Operator4
	OP
	
	Domain Specific Access Restriction Parameters

10.3.1.X
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the fourth PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>Domain Specific Access Restriction Parameters For Operator5
	OP
	
	Domain Specific Access Restriction Parameters

10.3.1.X
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the fifth PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>Domain Specific Access Restriction Parameters For All
	
	
	Domain Specific Access Restriction Parameters

10.3.1.X
	This IE specifies the common Domain Specific Access  Restriction Parameters applied to all PLMNs in the IE “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6


10.3.1.X Domain Specific Access Restriction Parameters

This IE specifies domain specific access class restriction parameters for CS and PS domain.
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	CS Domain Specific Access Restriction
	MP
	
	Domain Specific Access Restriction

10.3.1.Y


	This IE contains Domain Specific Access Restriction Parameters for CS domain.


	REL-6

	PS Domain Specific Access Restriction
	MP
	
	Domain Specific Access Restriction

10.3.1.Y
	This IE contains Domain Specific Access Restriction Parameters for PS domain.


	REL-6


10.3.1.Y Domain Specific Access Restriction

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	CHOICE restriction status
	
	
	
	
	REL-6

	>no restriction
	
	
	
	(no data)
	REL-6

	>restriction
	
	
	
	
	REL-6

	>>Domain Specific Access Class Barred List
	MD
	MaxAC
	
	The first instance of the parameter corresponds to Access Class 0, the second to Access Class 1 and so on up to Access Class 15. UE reads this IE of its access class stored in SIM.
If used in the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB" or in the IE "Domain Specific Access Restriction Parameter For All", this IE is mandatory and its default value is the Access Control Barred List contained in the IE "Cell Access Restriction" of the System Information Block Type 3.
If used in the IE "Domain Specific Access Restriction Parameters For OperatorN" (N=1..5) this IE is mandatory and its default value is the corresponding IE "Domain Specific Access Control Barred List" contained in the IE "Domain Specific Access Restriction Parameters For PLMN Of MIB". 
	REL-6

	>>>Access Class Barred
	MP
	
	Enumerated(barred, not barred) 
	
	REL-6


[...]

13.4.x  DSAC_PARAM

This variable contains Domain Specific Access Restriction Parameters during the connected mode.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	CS Domain Specific Access Restriction
	MP
	
	Domain Access Restrction

10.3.1.X


	This IE containes CS Domain Specific Access Restriction Paramters
	REL-6

	PS Domain Specific Access Restriction
	MP
	
	Domain Access Restriction

10.3.1.X
	This IE containes PS Domain Specific Access Restriction Paramters
	REL-6


-- ***************************************************

--

-- OTHER INFORMATION ELEMENTS (10.3.8)

--

-- ***************************************************

SysInfoType3 ::=                    SEQUENCE {

        sib4indicator                   BOOLEAN,

    -- UTRAN mobility IEs

        cellIdentity                    CellIdentity,

        cellSelectReselectInfo          CellSelectReselectInfoSIB-3-4,

        cellAccessRestriction           CellAccessRestriction,

    -- Extension mechanism for non- release99 information

        v4b0NonCriticalExtensions       SEQUENCE { 

            sysInfoType3-v4b0ext            SysInfoType3-v4b0ext-IEs,

            v590NonCriticalExtension        SEQUENCE {

                sysInfoType3-v590ext            SysInfoType3-v590ext,





v6xyNonCriticalExtension


SEQUENCE {






sysInfoType3-v6xyext



SysInfoType3-v6xyext,
                
nonCriticalExtensions           SEQUENCE {} OPTIONAL





}






OPTIONAL
            }                           OPTIONAL

        }                           OPTIONAL

}

SysInfoType3-v6xyext ::= SEQUENCE {


domainSpecificAccessRestrictionParametersForPLMNOfMIB
DomainSpecificAccessRestrictionParam-v6xyext OPTIONAL,


domainSpecificAccessRestictionForSharedNetwork

DomainSpecificAccessRestrictionForSharedNetwork-6xyext
OPTIONAL
}







DomainSpecificAccessRestrictionForSharedNetwork-v6xyext ::= CHOICE {



domainSpecificAccessRestictionList




DomainSpecificAccessRestrictionList-6xyext,



domainSpecificAccessRestictionParametersForAll

DomainSpecificAccessRestrictionParam-6xyext

}

DomainSpecificAccessRestrictionList-6xyext ::= SEQUENCE {



domainSpecificAccessRestrictionParametersForOperator1










DomainSpecificAccessRestrictionParam-v6xyext
OPTIONAL,



domainSpecificAccessRestrictionParametersForOperator2










DomainSpecificAccessRestrictionParam-v6xyext
OPTIONAL,



domainSpecificAccessRestrictionParametersForOperator3










DomainSpecificAccessRestrictionParam-v6xyext
OPTIONAL,



domainSpecificAccessRestrictionParametersForOperator4










DomainSpecificAccessRestrictionParam-v6xyext
OPTIONAL,



domainSpecificAccessRestrictionParametersForOperator5










DomainSpecificAccessRestrictionParam-v6xyext
OPTIONAL

}
DomainSpecificAccessRestrictionParam-v6xyext ::= SEQUENCE {





cSDomainSpecificAccessRestriction

DomainSpecificAccessRestriction-v6xyext



pSDomainSpecificAccessRestriction

DomainSpecificAccessRestriction-v6xyext

}
DomainSpecificAccessRestriction-v6xyext ::= CHOICE {



no_restriction

NULL,



restriction


SEQUENCE {




domainSpecficAccessClassBarredList

AccessClassBarredList
OPTIONAL



}

}
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