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1 Introduction

During Stage2, the conclusion for the out of sequence transmission of MCCH is: 

“...... For MCCH, the RLC mode to be employed is UM-RLC, with required enhancements to support out of sequence SDU delivery. A MAC header is used for logical channel type identification. ......”  
But the detailed solution for out of sequence transmission is not decided during Stage2 and the work is left to Stage3.
In RAN2#44, the proposals for Stage3 on this issue are raised. There are two options:
· Critical information and non-critical information are transmitted through a single logical channel.

· Critical information and non-critical information are transmitted through separate logical channels.

Although a work assumption has been decided in the meeting, the detailed analysis and comparison of the two solutions has never been discussed and the further discussion documents are invited.
This paper is mainly intended to evaluate and compare the two proposals.
2 Discussion
2.1 Interrupting of transmission of the critical SDU by the non-critical SDU
MBMS control information other than MBMS Access Information message is transmitted periodically based on a repetition period. MBMS Access Information message may be transmitted more frequently, based on the Access Info period.
If critical information and non-critical information are transmitted through a single logical channel, there is a conflict problem between the critical SDU and the non-critical SDU in some case, which will bring a lot of trouble to RLC protocol.
An example:
The configuration of TrCH is: one TB or zero TB per TTI.

A critical SDU with large message size (e.g. MBMS Common p-t-m rb Information) is delivered to RLC from RRC at the end of the first Access Info period, and RLC shall begin to segment the SDU and send a PDU containing the first segment of the SDU at the last TTI of the first Access Info Period. The Sequence Number of this PDU is 7 in Figure1.
In the second Access Info period, another Access Information Message should be transmitted. At the same time, the large SDU beginning to send in the first Access Info period should continue to send in the second Access Info Period. The problem is which one should be sent first.
According to TS25.346, the MBMS ACCESS INFORMATION may be transmitted periodically based on an "access info period", the RNC should send non-critical SDU (by PDU with Sequence Number 8) first, which means to interrupt the transmission of the critical SDU, as shown in Figure1.
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Figure1
The problem of the interrupting operation is that if the PDU with Sequence Number 8 is missed, the critical SDU can’t be reassembled successfully although the PDUs with Sequence Number 7,9,10,11,12,13,14 are received correctly. The receiver can’t decide whether the missed PDU(SN=8) is a segment of the critical SDU or not since it doesn’t know the value of Length Indicators contained in this PDU.
The non-critical SDU’s error ratio is higher than critical SDU’s error ratio since the same critical SDU can be transmitted repeatedly in Repetition Periods. It’s a big problem that the missing of the non-critical SDU with high error ratio lead to failed reassembly of the critical SDU with low error ratio.
In summary, if critical information and non-critical information are transmitted through a single logical channel, the conflict problem between the critical SDU and the non-critical SDU will cause failed reassembly of the critical SDU although all the segments are all received correctly. The two MCCHs solution will not cause this problem.
2.2 Comparison of impacts to RLC

2.2.1 Requirements to UM RLC operations 

Out of sequence SDU delivery requires that each transmission of the SDUs at different repetition periods within a modification period shall be made using the same PDU content and sequence numbers.  
The critical information and non-critical information have different requirements on RLC operations: only the critical information needs out of sequence SDU delivery. So, if the critical SDUs and non-critical SDUs are transmitted in a single MCCH and a single RLC entity, the RLC entity must make a difference between the critical SDUs and the non-critical SDUs. The entity shall only apply the out of sequence SDU delivery operations to the critical SDUs. That’s an extra requirement to the RLC UM entity conduced by the single MCCH solution.
For the transmitting UM RLC entity, it’s required to transmit and store the critical PDUs at the start of a modification period and retransmit these stored PDUs at following repetition period of the same modification period when triggered by RRC.
The following diagrams illustrate the difference of sequence number management of the two solutions.
Figure 2 illustrates the single MCCH solution. The critical PDU and the non-critical PDU are transmitted in a same logical channel. The sequence numbers of the critical PDU and the non-critical PDU are set by the same UM entity and can be interleaved.
Figure 3 illustrates the separate MCCH solution. The critical PDU and the non-critical PDU are transmitted in separate logical channels. The sequence numbers of the critical PDU and the non-critical PDU are set independently by two UM entities.
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Figure 3
For the receiving RLC UM entity, it’s required that the entity can store PDUs for which associated SDUs cannot be recovered because some PDUs have not yet been received. The SDUs are recovered when the missing PDUs are received from later transmissions.
The requirements to RLC UM entity are shown in Table1.
Table1:comparison of requirements to RLC UM entity
	Requirement to RLC UM entity
	Single MCCH solution
	Separate MCCH solution

	Indicator of the classification of each SDU(RRC indicates to RLC)
	Yes
	No

	Storage of critical PDUs in transmitting entity
	Yes
	Yes

	Retransmit the stored PDUs
	Yes
	Yes

	Restriction to the concatenation operation (critical SDUs and non-critical SDUs must occupy separate PDU)
	Yes
	No

	Priority handling (retransmitted critical PDUs and non-critical SDUs)
	Yes
	No [1]

	Storage of critical PDUs in receiving entity
	Yes
	Yes

	Operation for special PDUs(because of the concatenation restriction) in receiving entity
	Yes
	No


Notes:[1] In separate MCCH solution, the priority handling is a natural function of MAC.
Since the separate MCCH solution has less requirements to RLC UM entity, the RLC protocol will be simpler and easier to implement, which can reduce the process complexity.
In summary, the separate MCCH solution has less requirements to RLC UM entity, which leads to less modification to the current protocol and simpler operations in both transmitter entity and receiver entity, so it’s easier for product implementation and it has less requirements on the computation capability of RNC.
2.3 Comparison of impacts to MAC
In MAC, the only difference of the single MCCH solution and separate MCCH solution is the coding of TCTF field in MAC header.
The separate MCCH solution requires two logical channels for MCCH, one for MCCH critical information and one for MCCH non-critical information, so it’s necessary to have a method to identify the two MCCHs in MAC PDUs. There are two options:
i) define a new C/T field with 1bit length in MAC header if one TCTF spare value for MCCH;
ii) two TCTF spare values for MCCH;
Since the first option leads to add new features to MAC and cause the extra overhead, we prefer to the second option. 
According to the second option, it’s required to use two TCTF spare values for MCCH: one value for the MCCH conveying critical information and another value for the MCCH conveying non-critical information. For MBMS, 4 TCTF spare values are enough including one for MSCH and one for MTCH.
In the contributions to MAC header,[6],[7],[8[, it’s proposed to have 4bits TCTF for FDD and 5bits TCTF for TDD.
The current coding of TCTF field on FACH for FDD defined in [2] is shown in table3.
Table3: Coding of the Target Channel Type Field on FACH for FDD

	TCTF 
	Designation

	00
	BCCH

	01000000
	CCCH

	01000001-01111111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)

	10000000
	CTCH

	10000001-

10111111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)

	11
	DCCH or DTCH

over FACH


If 4 bits TCTF is used on FACH for FDD, 6 spare values can be used for MBMS logical channels: 0101, 0110, 0111, 1001, 1010, and 1011. It’s enough for the requirement of the separate MCCH  solution:1 value for MSCH, 2 values for MCCH and 1 value for MTCH.
For MBMS, a possible coding scheme of TCTF field on FACH for FDD is shown in Table4.

Table4: Coding of the Target Channel Type Field on FACH for FDD(including MBMS)
	TCTF 
	Designation

	00
	BCCH

	01000000
	CCCH

	01000001-01001111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)

	0101
	MSCH

	0110
	MCCH(non-critical info)

	0111
	MCCH(critical info)

	10000000
	CTCH

	10000001-

10001111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)

	1001
	MTCH

	10100000 - 10111111
	Reserved

(PDUs with this coding will be discarded by this version of the protocol)

	11
	DCCH or DTCH

over FACH


If 5bits TCTF is used on FACH for TDD, 15 spare values can be used for MBMS logical channels. It’s also enough for the extension for MBMS.
In summary, the separate MCCH solution only requires very minor modification based on the modified MAC specification according to the single MCCH solution, and the modification will lead to cause the same overhead with the single MCCH solution.
2.4 Impacts on radio interface protocol architecture

In the current radio interface protocol architecture, all the priority handling function between data flows are part of the functions of MAC. For example, the priority handling between data flows and the priority handling between UEs,etc.. 
For FACH, the priority handling functionality is part of MAC-c/sh/m entity of UTRAN side. It’s defined in section 4.2.4.1 of TS25.321. 
If the critical information and non-critical information are transmitted through a single logical channel, RLC have to handle the priority between the critical SDUs and non-critical SDUs and the priority between the non-critical SDUs and retransmitted critical PDUs. It means that there is a requirement to place the function of priority handling between the data flow of critical information and the data flow of non-critical information in RLC instead of in MAC generally.
In summary, it’s a little inconsistent with the current radio interface protocol architecture to add priority handling function to RLC since the function is part of MAC in general.

2.5 Others

2.5.1 About comments on the separate MCCH solution in last meeting
In RAN2#44, some comments on the separate MCCH solution are raised. We will give some comments on these comments.
1) Message sizes are not very big, so there should be no need for two RLC entities.
The reasons of using two RLC entities are discussed in section2.1.The messages size is not the major reason.
2) This solution may delay the time at which we need significant changes to RLC.
The separate MCCH solution will not delay any actions since the modification to RLC is similar to the single MCCH solution except that it leads to less modification and the impact on MAC is very minor.
3) A new C/T field would have to be defined in the MAC header (1 bit), or the TCTF spare values could be used.
Yes, we can use TCTF spare values to avoid defining new C/T field, which will not cause extra overhead. It’s also enough to use 4 bits(5bits) for coding of TCTF field on FACH on FDD(TDD).
4) Only access info is sent as non critical info. It’s small and it is repeated only few times in a modification period.
Whenever necessary, a radio bearer/logical channel will be used to convey the specified information regardless of the rate of the information. For example, signaling radio bearer RB4 can be configured in order to handle NAS messages with lower priority although the rate of RB4 maybe very low(e.g., a  message every several seconds.).
3 Summary and Proposal

We can draw a conclusion according to the above discussion:
· If critical information and non-critical information are transmitted through a single logical channel, the conflict problem between the critical SDU and the non-critical SDU will cause failed reassembly of the critical SDU although all the segments are all received correctly. The two MCCHs solution will not cause this problem.
· The separate MCCH solution has less requirements to RLC UM entity, which leads to less modification to the current protocol and simpler operations in both transmitter entity and receiver entity, so it’s easier for product implementation and it has less requirements on the computation capability of RNC.
· The separate MCCH solution only requires very minor modification based on the modified MAC specification according to the single MCCH solution, and the modification will cause the same overhead with the single MCCH solution.
· The separate MCCH solution will not delay any actions since the modification to RLC is similar to the single MCCH solution except that it leads to less modification and the impact on MAC is very minor.  

So we propose that the critical information and the non-critical information shall be transmitted through separate logical channels, and the out of sequence operations of MCCH only apply to the critical information.
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Annex: Comparison of draft CR to 25.322 to include out of sequence SDU delivery
The RLC operation shall be enhanced to satisfy the requirements listed in Section2.2. Since the requirements of the two solutions are different, the operation will be different.

The required operation is shown in table2, and the details are following.
The purpose of the Annex is not to show the actual modification to the 25.322 according to introduction of MCCH out of sequence delivery, but to show the different operation conduced by the two solutions, which represent different complexity of product implementation of the two solutions.
Table2: Comparison of required operation
	
	Single MCCH solution
	Separate MCCH solution

	Interface(RLC_UM_DATA_Req)
	two parameters
	one parameter

	Setting of UMD PDU contents
	the use of VT(US) must be enhanced
	No enhancement

	Submission of UMD PDU
	adding extra operations since critical SDU and non-critical SDU can’t be concatenated into a PDU
	No need

	
	adding priority handling function 
	No need

	
	retransmitting the stored PDUs
	same to Single MCCH solution

	Reception of UMD PDU
	store and reassemble 
	same to Single MCCH solution

	
	adding operations for special PDUs
	No need


Xxxxxxx: the operation conduced by Single MCCH solution and reflected in Siemens’s draft CR;
Xxxxxxx: the operation conduced by Single MCCH solution but not reflected in Siemens’s draft CR;
Xxxxxxx: the operation that is required in Single MCCH Solution and is not required in Separate MCCH solution;
Xxxxxxx: the operation that is required in Single MCCH Solution and is not required in Separate MCCH solution;
———————————————
4.2.1.2.2
Receiving UM RLC entity

The receiving UM-RLC entity receives UMD PDUs through the configured logical channels from the lower layer.

The receiving UM RLC entity deciphers (if ciphering is configured and started) the received UMD PDUs (except for the UMD PDU header). It removes RLC headers from received UMD PDUs, and reassembles RLC SDUs (if segmentation and/or concatenation has been performed by the transmitting UM RLC entity). 
If the UM RLC entity is configured for out of sequence delivery it will use UMD PDUs, that have identical content and sequence numbers, received from more than one transmission to recover from PDU loss. It does this by storing UMD PDUs until all SDUs that are associated with that SDU are recovered or until the RLC is re-established. Out of sequence delivery is not used in conjunction with ciphering.
RLC SDUs are delivered by the receiving UM RLC entity to the upper layers through the UM-SAP.

5
Functions

The following functions are supported by RLC sublayer. For an overall description of the following functions see [3]:

-
Segmentation and reassembly.

-
Concatenation.

-
Padding.

-
Transfer of user data.

-
Error correction.

-
In-sequence delivery of upper layer PDUs.

-
Duplicate detection.

-
Flow control.

-
Sequence number check.

-
Protocol error detection and recovery.

-
Ciphering.

-
SDU discard.
-
Out of sequence delivery.
-  Priority Handling.
6
Services provided to upper layers

This clause describes the different services provided by RLC sublayer to upper layers. It also includes the mapping of RLC functions to different RLC services. For a detailed description of the RLC services see [3].

-
Transparent data transfer Service:


The following functions are needed to support transparent data transfer:

-
Segmentation and reassembly.

-
Transfer of user data.

-
SDU discard.

-
Unacknowledged data transfer Service:


The following functions are needed to support unacknowledged data transfer:

-
Segmentation and reassembly.

-
Concatenation.

-
Padding.

-
Transfer of user data.

-
Ciphering.

-
Sequence number check.

-
SDU discard.
-
Out of sequence delivery.
-  Priority Handling.
-
Acknowledged data transfer Service:


The following functions are needed to support acknowledged data transfer:

-
Segmentation and reassembly.

-
Concatenation.

-
Padding.

-
Transfer of user data.

-
Error correction.

-
In-sequence delivery of upper layer PDUs.

-
Duplicate detection.

-
Flow Control.

-
Protocol error detection and recovery.

-
Ciphering.

-
SDU discard.

-
Maintenance of QoS as defined by upper layers.

-
Notification of unrecoverable errors.

8.1
Primitives between RLC and upper layers

The primitives between RLC and upper layers are shown in table 8.1.

Table 8.1: Primitives between RLC and upper layers

	Generic Name
	Parameters

	
	Req.
	Ind.
	Resp.
	Conf.

	RLC-AM-DATA
	Data, CNF, DiscardReq, MUI, UE-ID type indicator
	Data, DiscardInfo
	Not Defined
	Status, MUI

	RLC-UM-DATA
	Data, UE-ID type indicator, DiscardReq, MUI, Retransmit indicator, Store indicator
	Data
	Not Defined
	MUI 

	RLC-TM-DATA
	Data, UE-ID type indicator, DiscardReq, MUI
	Data, Error_Indicator
	Not Defined
	MUI 

	CRLC-CONFIG
	E/R, Stop (UM/AM only), Continue (UM/AM only), Ciphering Elements (UM/AM only),

TM_parameters (TM only), UM_parameters (UM only), AM_parameters (AM only)
	Not Defined
	Not Defined
	Not Defined

	CRLC-SUSPEND (UM/AM only)
	N
	Not Defined
	Not Defined
	VT(US) (UM only), VT(S) (AM only)

	CRLC-RESUME (UM/AM only)
	No Parameter
	Not Defined
	Not Defined
	Not Defined

	CRLC-STATUS
	Not Defined
	EVC
	Not Defined
	Not Defined


Each Primitive is defined as follows:

RLC-AM-DATA-Req/Ind/Conf

-
RLC-AM-DATA-Req is used by upper layers to request transmission of an RLC SDU in acknowledged mode.

-
RLC-AM-DATA-Ind is used by the AM RLC entity to deliver to upper layers an RLC SDU that has been transmitted in acknowledged mode and to indicate to upper layers of the discarded RLC SDU in the peer RLC AM entity.

-
RLC-AM-DATA-Conf is used by the AM RLC entity to confirm to upper layers the reception of an RLC SDU by the peer-RLC AM entity or to inform the upper layers of a discarded SDU.

RLC-UM-DATA-Req/Ind/Conf

-
RLC-UM-DATA-Req is used by upper layers to request transmission of an RLC SDU in unacknowledged mode. Where 'out of sequence' operation is configured it can be used to indicate that RLC should retransmit all stored PDUs.
-
RLC-UM-DATA-Ind is used by the UM RLC entity to deliver to upper layers an RLC SDU that has been transmitted in unacknowledged mode.
-
RLC-UM-DATA-Conf is used by the UM RLC entity to inform the upper layers of a discarded SDU.

RLC-TM-DATA-Req/Ind/Conf

-
RLC-TM-DATA-Req is used by upper layers to request transmission of an RLC SDU in transparent mode.

-
RLC-TM-DATA-Ind is used by the TM RLC entity to deliver to upper layers an RLC SDU that has been transmitted in transparent mode.
-
RLC-TM-DATA-Conf is used by the TM RLC entity to inform the upper layers of a discarded SDU.
CRLC-CONFIG-Req

This primitive is used by upper layers to establish, re-establish, release, stop, continue or modify the RLC. Ciphering elements are included for UM and AM operation.

CRLC-SUSPEND-Req/Conf

-
CRLC-SUSPEND-Req is used by upper layers to suspend the UM or AM RLC entity.

-
CRLC-SUSPEND-Conf is used by the UM or AM RLC entity to confirm that the entity is suspended.

CRLC-RESUME-Req

This primitive is used by upper layers to resume the UM or AM RLC entity after the UM or AM RLC entity has been suspended.

CRLC-STATUS-Ind

It is used by an RLC entity to send status information to upper layers.

8.2
Primitive parameters

Following parameters are used in the primitives:

1)
The parameter Data is the RLC SDU that is mapped onto the Data field in RLC PDUs. When AM or UM RLC entities are used, the length of the Data parameter is a multiple of 8 bits, otherwise (TM RLC entity) the length of Data parameter is a bit-string whose length may not be a multiple of 8 bits.

2)
The parameter Confirmation Request (CNF) indicates whether the transmitting side of the AM RLC entity needs to confirm the reception of the RLC SDU by the peer-RLC AM entity. If required, once all AMD PDUs that make up the RLC SDU are positively acknowledged by the receiving AM RLC entity, the transmitting AM RLC entity notifies upper layers.

3)
The parameter Message Unit Identifier (MUI) is an identity of the RLC SDU, which is used to indicate which RLC SDU that is confirmed with the RLC-AM-DATA-Conf. primitive, or discarded with the RLC-AM/UM/TM-DATA-Conf. Primitive.

4)
The parameter E/R indicates establishment, re-establishment, release or modification of an RLC entity, where re-establishment is applicable to AM and UM RLC entities only. If re-establishment is requested, the state variables and configurable parameters are initialised according to subclause 9.7.7. If release is requested, all protocol parameters, variables and timers are released and the RLC entity enters the NULL state. If modification is requested, the protocol parameters indicated by upper layers (e.g. ciphering parameters) are only modified, while keeping the other protocol parameters, such as the protocol variables, protocol timers and protocol state unchanged. AM RLC entities are always re-established if the AMD PDU size is changed. The modification of other protocol parameters does not require a re-establishment.
5)
The parameter Event Code (EVC) indicates the reason for the CRLC-STATUS-Ind e.g., unrecoverable errors such as data link layer loss or recoverable status events such as reset.

6)
The parameter Ciphering Elements are only applicable for UM and AM operations. These parameters are Ciphering Mode, Ciphering Key, Transmitting Activation Time (Sequence Number to activate a new ciphering configuration at the Sender), Receiving Activation Time (Sequence Number to activate a new ciphering configuration at the Receiver) and HFN (Hyper Frame Number).

7)
The AM_parameters are only applicable for AM operation. These parameters are AMD PDU size, In-sequence Delivery Indication (indicating that RLC SDUs are delivered to upper layers in sequence or that they can be delivered out of sequence), Timer values (see subclause 9.5), Protocol parameter values (see subclause 9.6), Polling triggers (see subclause 9.7.1), Status triggers (see subclause 9.7.2), Periodical Status blocking configuration (see subclause 9.7.2), SDU discard mode (see subclause 9.7.3), Minimum WSN (see subclause 9.2.2.11.3), and Send MRW. The Minimum WSN is always greater than or equal to the number of transport blocks in the smallest transport block set. The Send MRW indicates that the information of each discarded RLC SDU is sent to the Receiver, and the MRW SUFI is sent to the Receiver even if no segments of the RLC SDU to be discarded were submitted to a lower layer.
8)
The parameter DiscardInfo indicates to upper layer the discarded RLC SDU in the peer-RLC AM entity. It is applicable only when in-sequence delivery is configured and it is to be used when upper layers require the reliable data transfer.

9)
The Stop parameter is applicable to AM and UM RLC entities only and indicates to the RLC entity to (see subclause 9.7.6):

-
not transmit nor receive any RLC PDUs.

10)
The Continue parameter is applicable to AM and UM RLC entities only and indicates to the RLC entity to continue transmission and reception of RLC PDUs.
11)
The UM_parameters are only applicable for UM operation. It contains Timer_Discard value (see subclause 9.5), largest UMD PDU size (see subclause 9.2.2.8) and out of sequence indication
12)
The TM_parameters are only applicable for TM operation. It contains e.g. segmentation indication (see subclauses 9.2.2.9 and 11.1.2.1), Timer_Discard value (see subclause 9.5) and delivery of erroneous SDU indication (see subclause 11.1.3).

13)
The N parameter indicates that an RLC entity will not send a PDU with "Sequence Number">=VT(S)+N for AM and "Sequence Number">=VT(US)+N for UM, where N is a non-negative integer.

14)
The VT(S) parameter indicates the value of the Send State Variable for the case of the AM.
15)
The VT(US) parameter indicates the value of the UM Data State Variable, for the case of the UM.
16)
The Error_Indicator parameter indicates that the RLC SDU is erroneous (see subclause 11.1.3).
17)
The parameter UE-ID type indicator indicates the RNTI type (U-RNTI or C-RNTI) to be used for the associated RLC SDU. This parameter is not required at the UE.
18)
The parameter DiscardReq indicates whether the transmitting RLC entity needs to inform the upper layers of the discarded RLC SDU. If required, the transmitting RLC entity notifies upper layers when the SDU is discarded.

19)
The parameter Status is only applicable for AM operation. This parameter indicates whether a RLC SDU is successfully transmitted or discarded.
20) The parameter Store indicator is only applicable to UM operation when "out of sequence" is configured. It iindicates that the transmitting RLC should store PDUs that are associated with this SDU.

21) The parameter Retransmission indicator is only applicable to UM operation when "out of sequence" is configured. It indicates that the transmitting RLC should retransmit all stored PDUs.
9.2.2.9
Data field
RLC SDUs or segments of RLC SDUs are mapped to this field in transparent, unacknowledged and acknowledged modes.

Transparent mode data:

-
the length of RLC SDUs is not constrained to a multiple of 8 bits;

-
if "Segmentation" is configured:

-
all the RLC PDUs carrying segments of a RLC SDU shall be sent in one TTI;

-
only RLC PDUs carrying segments from a single RLC SDU shall be sent in one TTI;

-
otherwise (Segmentation is not configured):

-
TMD PDU size is fixed within a single TTI and is equal to the RLC SDU size.

Unacknowledged mode data and Acknowledged mode data:

-
the length of RLC SDUs is constrained to a multiple of 8 bits;

-
the last segment of an RLC SDU shall be concatenated with the first segment of the next RLC SDU in order to fill the data field completely and avoid unnecessary padding unless otherwise specified in subclause 9.2.2.8 or “out of sequence” is configured and different type SDUs are processed. The "Length Indicator" field is used to point the borders between RLC SDUs (see subclause 9.2.2.8).
9.7.7
RLC re-establishment function for acknowledged and unacknowledged mode

The upper layers may re-establish an RLC entity.

The RLC re-establishment function is applicable for AM and UM and is used when upper layers request an RLC entity to be re-established.

When an RLC entity is re-established by upper layers, the RLC entity shall:

-
reset the state variables to their initial value;

-
set the configurable parameters to their configured value;

-
set the hyper frame number (HFN) in UL and DL to the value configured by upper layers;

-
if the RLC entity is operating in unacknowledged mode:

-
if it is a receiving UM RLC entity:

-
discard all UMD PDUs.

-
if it is a transmitting UM RLC entity:

-
discard the RLC SDUs for which one or more segments have been submitted to a lower layer;
-
if "out of sequence delivery" is configured:


-
discard all RLC SDUs;

-
discard all stored UMD PDUs ("out of sequence operation").
-
if requested:

-
inform the upper layers of the discarded SDUs.

-
not stop Timer_Discard if the RLC SDU is not discarded.
-
otherwise if the RLC entity is operating in acknowledged mode:

-
discard all AMD PDUs and control PDUs in both the receiving side and the transmitting side of the RLC entity;
-
if requested for the transmitting side:

-
inform the upper layers of the discarded SDUs.
-
stop all timers described in subclause 9.5 except Timer_Poll_Periodic and Timer_Status_Periodic.
NOTE:
If the TFC selection exchange has been initiated by sending the RLC Entity Info parameter to MAC, the RLC entity may delay the re-establishment function until the end of the next TTI.

11.2.1
General

The unacknowledged mode data transfer procedure is used for transferring data between two RLC peer entities, which are operating in unacknowledged mode. Data is transferred from Sender to Receiver. This procedure should only apply to RLC entities in DATA_TRANSFER_READY state or LOCAL_SUSPEND state. Figure 11.2 below illustrates the elementary procedure for unacknowledged mode data transfer. If "out of sequence" operation is configured the procedure can be used to instruct the RLC to retransmit all stored UMD PDUs.
Channels that can be used are DTCH, DCCH, CCCH (downlink only), CTCH, SHCCH (downlink only). The type of logical channel depends on if the RLC entity is located in the user plane (DTCH, CTCH) or in the control plane (DCCH/CCCH(downlink only)/SHCCH(downlink only)). One or several PDUs may be transmitted in each transmission time interval (TTI). For each TTI, MAC decides which PDU size shall be used and how many PDUs shall be transmitted.
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Figure 11.2: Unacknowledged mode data transfer procedure

11.2.2
Transmission of UMD PDU
Upon a request of unacknowledged mode data transfer from upper layer, the Sender shall:

-
if no SDU discard configuration has been made by upper layers:

-
only discard SDUs when the Transmission buffer is full (see subclause 9.7.3);

-
if "Timer based SDU Discard without explicit signalling" is configured:

-
start a timer Timer_Discard for each SDU received from upper layer (see subclause 9.7.3);

-
schedule the RLC SDUs received from upper layer for transmission;

-
if one or more RLC SDUs have been scheduled for transmission:

-
notify the lower layer of reception of data from upper layers;

-
perform the actions specified in subclause 11.2.2.2.

A UMD PDU shall be considered to be a padding PDU if it consists only of an RLC Header with one length indicator (indicating that the rest of the PDU is padding) and padding.

-
if in the request the parameter "Retransmission indicator" is set the RLC shall: 
-   schedule all stored RLC PDUs for transmission:

-
notify the lower layer that data is scheduled for transmission;
11.2.2.1
UMD PDU contents to set

The Sender shall:

-
set the field "Sequence Number" equal to VT(US);
-
if "out of sequence" is configured:

-
if VT(US) is equal to the sequence number of any stored PDU:

-
increment VT(US) until it is not equal to the value of a stored PDU.
-
set a "Length Indicator" field for each SDU that ends in the UMD PDU according to subclause 9.2.2.8.

For each "Extension bit" field in the RLC header, the Sender shall:

-
if the next field in the UMD PDU is a "Length Indicator":

-
set the "Extension bit" to "1";

-
otherwise if the next field in the UMD PDU is data:

-
set the "Extension bit" to "0".
11.2.2.2
Submission of UMD PDUs to the lower layer

If one or more SDUs have been scheduled for transmission according to subclause 11.2.2, the Sender shall:

-
inform the lower layer of the number and size of SDUs scheduled for transmission;

· segment, and if possible concatenate the SDUs according to the PDU sizes indicated by the lower layer (see subclause 9.2.2.9);

-
If "out of sequence" is configured the Sender shall not concatenate in the same PDU elements of SDUs for which the parameter "Store indicator" is set with elements of SDUs for which the parameter "Store indicator" is not set. If the special length indicator '0000000' or '000000000000000' is required by an SDU when the next SDU is of a different type a separate PDU shall be used to convey the special length indicator.
-
If "out of sequence" is configured the Sender shall not concatenate SDUs for which the parameter "Store indicator" is not set.
· submit to the lower layer, the requested number of UMD PDUs;

-
If "out of sequence" is configured and a PDU contains elements of an SDU for which the parameter "Store indicator" was set then the PDU shall be stored.
(the separate PDU with special length indicator ‘0000000’ or ‘000000000000000’ should also be stored)
-
update VT(US) for each UMD PDU submitted to the lower layer (see subclause 9.4);

-
buffer the SDUs that are not submitted to the lower layer according to the discard configuration (see subclause 9.7.3).

If one or more stored UMD PDUs have been scheduled for transmission according to subclause 11.2.2 the Sender shall: 
-
inform the lower layer of the number and size of PDUs scheduled for transmission;

-
submit to the lower layer, the requested number of UMD PDUs.

RLC shall treat new SDUs with higher priority than the stored UMD PDUs.
11.2.3
Reception of UMD PDU

Upon delivery of a set of UMD PDUs from the lower layer, the Receiver shall:

-
if "out of sequence delivery" is configured:

-
perform the actions specified in subclause 11.2.3.2;

-
else:

-
perform the actions specified in subclause 11.2.3.1.
11 11.2.3.1 






SDU discard and re-assembly
Upon delivery of a set of UMD PDUs from the lower layer, the Receiver shall:

-
update VR(US) according to each received UMD PDU (see subclause 9.4);

-
if the updating step of VR(US) is not equal to one (i.e. one or more UMD PDUs are missing):

-
discard the SDUs that could have segments or "Length Indicators" indicating the end of the SDUs in the missing UMD PDUs according to subclauses 9.2.2.8 and 9.2.2.9.

-
if the special "Length Indicator" "1111 100" or "1111 1111 1111 100" is the first "Length Indicator" of a UMD PDU received on the downlink:

-
consider the first data octet in this UMD PDU as the first octet of an RLC SDU.

-
reassemble the received UMD PDUs into RLC SDUs;

-
submit the RLC SDUs to upper layers through the UM-SAP.

11.2.3.1 Out of sequence delivery
To enable the recovery of SDUs from UMD PDUs that are received in different transmissions the receiving function shall store PDUs until all SDUs that are associated with the PDU can be reconstructed or until they are discarded in accordance with the RLC re-establishment procedure specified in subclause 9.7.7. Duplicate detection is not completed.
Upon delivery of a set of UMD PDUs from the lower layer, the Receiver shall for each PDU in sequence order:
-
if a PDU with the same sequence number, SN, as the received PDU is already stored:

-
discard the PDU.

-
else:
-
store the PDU in sequence number order.

-
if PDU with sequence number SN was stored:

-
taking account of any consecutively numbered stored PDUs (with lower or higher indexes) and using the values of the "Length Indicators", if any, in each PDU:

-
re-assemble the PDUs into SDUs;
-
submit the RLC SDUs to upper layers through the UM-SAP;
-
remove from storage any PDUs for which all associated SDUs have been re-assembled, except that PDUs containing a first length indicator with value"0000000" or "000000000000000" should not be deleted except in conjunction with the PDU that has a sequence number that is one less than that of the PDU. 
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