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1.  Introduction

 In R99, the RNC/CN load could further increase when there is congestion/fault in any specific CN domain. This is mainly due to the repeated attempts by the UE to connect to the CN domain. In R99, the mechanisms that could be used to handle the congestion situation includes the following:

 - Deletion of CN domain specific system info from SIB1 

 - Access Control mechanism to restrict access

The first approach blocks the specific CN domain completely, including for Emergency calls. The second approach applies access control for all the domains and is not domain specific i.e. access to the fully functional domain is also affected. Furthermore, the second approach cannot be applied, while the UE is already in RRC connected mode.
There were discussions in RAN2#40 to solve the issue, based on the contribution from DoCoMo. This paper proposes a solution to resolve the issue in future releases.
2.  Solution Description

2.1  Overview

The proposed solution is based on the following principles:

· Broadcast Domain Specific Access Control(DSAC) in SIB3/4, restrictions specific to a particular CN domain will be specified.

· DSAC information will override the existing(R99) Access Class Restrictions, if broadcasted, on UEs that support DSAC.

· Extend Access Control to Cell Update/Initial Direct Transfer(IDT) procedures. Today, it is applied only for RRC Connection Request procedure.

· Include Establishment Cause in Cell Update/ IDT messages.

· Include CN Domain Indication(e.g. 0= CS, 1= PS) within the Establishment Cause.
· The SRNC should attempt SRNS re-location before applying DSAC, when there is congestion in the Serving CN node, particularly when UE is in DRNS, which is served by different CN node.
The following section describes the proposed solution, as applicable in various RRC states:
2.2  Idle Mode

Access Control restriction, if any, specific to the CN domains is broadcasted using DSAC(Domain Specific Access Control) in  SIB3. In case of “no restriction”, the DSAC information will not be broadcasted in the cell. 

UEs in Idle mode read SIB3 as usual and DSAC information if present. The Access Stratum in the UE will store the DSAC information as well as indicate the restriction to the Non-access stratum in the UE. Thus, if the DSAC info allows only “Emergency Call to CS domain”, it will be known to the NAS that only emergency calls are allowed to the CS domain, but access to the PS domain remains normal. Alternatively, the DSAC info could also be used to allow only a few Access Classes towards the PS domain while providing complete access to the CS domain.

Existing R99 mechanism will be used to indicate to the UE of changes to SIB3, for example if DSAC info changes when the specific CN domain gets back to normal.

No other changes to existing idle mode procedure are foreseen.

2.3  Cell_PCH/URA_PCH 

UE in Cell_PCH/URA_PCH state applies DSAC information read and stored previously. Changes to DSAC information in SIB3/4 are indicated to the UE using Paging Type1, making it to read and update the stored DSAC information from SIB3/4. Changes to DSAC information may also need to be indicated to the Non-Access Stratum in the UE.

If there exists a restriction as per the DSAC info, the UE applies that restriction before deciding to proceed with Cell Update required to initiate establishment of connection to a specific CN domain. 

In case, a UE fails to read access restriction to a specific domain, for example due to missed paging type1 or being out-of-service, the UE will proceed with the Cell Update procedure needed to establish a call towards that specific domain. But, the RNC will send Cell Update Confirm message, directing the UE to read DSAC info in SIB3/4, which will reveal the access restriction. Having read the access restriction from the DSAC information as a result of the Cell Update Confirm message, the UE will not proceed with the IDT procedure towards that specific CN domain for the restricted access classes. 

It is required that the Cell Update message includes  the establishment cause indicating the specific CN domain. 

2.4  Cell_FACH 

UE in Cell_FACH state applies DSAC information stored previously. Changes to DSAC information in SIB3/4 is indicated to the UE using System Info Modification Indication (on BCCH mapped over FACH), making it to read and update the stored DSAC information from SIB3/4. Changes to DSAC information may need to be indicated to the Non-Access Stratum in the UE.

If there exists a restriction as per the DSAC info, the UE applies that restriction before deciding to proceed with IDT procedure required to initiate establishment of connection to a specific CN domain. 

In case, a UE fails to read access restriction to a specific domain, for example due to being out-of-service, the UE will proceed with the IDT procedure needed to establish a call towards that specific domain. But, the RNC will send Signaling Connection Release message, directing the UE to read DSAC info in SIB3/4, which will reveal the access restriction. Having read the access restriction from the DSAC information as a result of the Signaling Connection Release message, the UE will not proceed with another attempt for the IDT procedure towards that specific CN domain for the restricted access classes. 

It is required that the IDT message includes the establishment cause. 

2.5   Cell_DCH

UE in Cell_DCH state applies DSAC information stored previously. If there exists a restriction as per the stored DSAC info, the UE applies that restriction before deciding to proceed with IDT procedure towards that restricted CN domain. 

The UE wouldn’t be aware, if the stored DSAC information is outdated, and if there exists a new restriction. The UE will, in this case, initiate IDT procedure towards the restricted domain. But, the RNC will send Signaling Connection Release. The UE may re-attempt the IDT procedure but the impact on the RNC load due to IDT procedure while the UE is in Cell_DCH state can be considered very limited.

It is required that the IDT message includes (not in R99) the establishment cause. 

3.  Backward Compatibility

The UEs, which do not support DSAC, will ignore the DSAC information included in SIB3/4 and thus will not apply DSAC. These UEs will use access restriction as applicable today in R99. The RNC will not ask these UEs to read DSAC info from SIB3/4.
The RNC, which does not support DSAC, will ignore the CN domain indication included in Establishment cause.

The UE which does support DSAC will apply Access Class restrictions applicable for R99, if the network doesn’t broadcast DSAC.

4. Standard Changes

From RAN perspective, the only changes are on RRC (TS 25.331) as follows:

· SIB3/4 to include DSAC information

· Establishment cause to include CN Domain Indication

· Cell Update/IDT procedures to include Establishment cause(already agreed)

· Cell Update Confirm(ffs)/Signalling Connection Release directing UE to Read SIB3/4

5. Conclusion

This contribution proposes a solution allowing DSAC to be applied for Idle mode and Connected mode UEs. If RAN2 could reach an agreement on the principle of this solution, relevant CRs can be provided in the next meeting.







































































































































































































































































































































































































































