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1. Introduction

At RAN2#39, Domain Specific Access Control (DSAC) was proposed to allow the utilisation of a specific CN domain resource while the other domain is restricted. For example, when a natural distaster occurs – potentially causing overload on the MSC due to a sudden peak in voice call establishments, while radio capacity and SGSN processing capacity would be normally available. A R99 solution for stopping call establishments would be to use Access Class Barring on the air interface. However, this is currently a generic indication to both CN domains and only applied to UE in RRC idle mode.
At RAN WG2 Meeting #40, extension to SIB3 was proposed for CN domain specific access control for UEs in idle mode as Rel-6 function in R2-040184. It was commented that the solution needs to cover connected mode as well.

2. Discussion

· Need for domain specific access control information

It was commented that domain specific barring is possible without extending the existing definition of Access Class Barring. For example, if RRC CONNECTION REQUEST is extended to include CN domain information, then RNC may indicate the barred status of the target domain when the domain is restricted. The solution above, however, generates unnecessary traffic and access class cannot be properly handled. Access Class Barring List (ACBL) for a specific domain should, therefore, be informed to UEs when the domain becomes congested.  Also, to handle case for the connected mode UEs, ACBL is to be applicable to connected mode as well.
· Handling UEs in Idle Mode

Extension to SIB3 proposed in R2-032467 can inform UEs of the Access Class Baring List for each domain. On reception of the list for a specific domain, UEs in idle mode will not send RRC CONNECTION REQUEST towards the indicated domain if the list suggests the Access Class (AC) of the UE is barred.  

· Handling UEs in connected mode

Handling of UEs in connected mode is more challenging. Issues involved include how to notify DSAC information to UEs when DSAC is started, changed and stopped and UE behaviour when the notification is received.

As analogy to the idle mode UE case, SIB4 can be extended in the same way as SIB3. The issue, however, is that UE could be informed of wrong information in the CN node boundary. For example, if the DRNC is connected to a different CN node from the one to which the SRNC is connected, The ACBL broadcast in SIB4 represents the status of the CN nodes connected to the DRNC not the SRNC. In order to make sure that UEs are informed of ACBL according to the status of CN nodes connected to the SRNC, the SRNC should notify each UE separately. The UE in connected mode should ignore the ACBL if it is broadcast in SIB3.

Best opportunities to inform the UE of ACBL would be when it attempts to access the UTRAN for the restricted domain. The RNC can return to the UE SIGNALLING CONNECTION RELESE with the ACBL of the restricted domain when it receives INITIAL DIRECT TRANSFER towards the restricted domain. Considering that once the ACBL is stored in the UE, subsequent initiation of Initial Direct Transfer toward the restricted domain is prevented, and that the smaller impact to the current standard is preferred, it is proposed that the notification of ACBL is perfumed only with SIGNALLING CONNECTION RELEASE.
Once the ACBL is received by the UE, the list is used to decide if the initial direct transfer procedure should be initiated when the upper layer requests the access to a CN domain.   For example, if the UE belongs to the AC barred for the domain, then initial direct transfer procedure is not initiated. 

When the restriction is lifted or ACBL is changed, it may be required to notify the UEs separately. The use of paging may be a natural way to do this. However, it may put extra burden on RNCs to notify each UE in connected mode. It is foreseen that overloaded situation could last several minutes to a few hours once it starts and it does not change frequently, therefore specifying the validity time of ACBL may be sufficient when it is provided by the SRNC.

3. Conclusion

NTT DoCoMo proposes: 

· For idle mode, domain specific ACBL should be broadcast in SIB3 extension. The UE will not send RRC CONNECTION REQUEST to access the specified domain if the ACBL suggests its AC is barred.

· For connected mode, domain specific ACBL should be notified to UEs with DSAC capability separately when it accesses to the restricted domain. The UE in connected mode should ignore the ACBL if it is broadcast in SIB3. UE will respect the ACBL when attempting the access to the network during the validity time of the ACBL received.

· To realize the 2nd bullet point, it is proposed that SIGNALLING CONNECTION RELEASE should be extend to include the ACBL for each domain  and the validity time of the ACBL as option. On reception of INITAIL DIRECT TRANSFER toward the restricted domain, the RNC will send the SIGNALLING CONNECTION RELEASE with the extension. During the validity time the UE will not initiate the initial direct transfer procedure to access the specified domain if the ACBL suggests its AC is barred.

NTT DoCoMo would like to request RAN2 to discuss the issue identified and the proposals in order to derive the best way forward to realize domain specific access control.
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