
3GPP TSG-RAN WG2 Meeting #32
R2-022645
Xian, China, 23rd – 27th September, 2002
Source:
LG Electronics Inc.
Title: 
Selective ciphering capability for MBMS
Agenda Item:
10.2.1

Document for:
Discussion
1. Introduction

Following the SA requirements [1],

“The MBMS architecture shall support common features for MBMS multicast and broadcast modes, e.g. both modes shall preferably use the same low-layer bearer for data transport over the radio interface.”,
it is required that both multicast and broadcast modes use same type of logical channel. For the ciphering aspect, however, the two modes are different in that the multicast mode needs ciphering while the broadcast mode does not. 

The current 3GPP specification mandates that the ciphering should be applied to a UE as a whole, not on a RB basis. That is, when the ciphering is activated, it should be applied on all the radio bearers of a UE. Therefore, it is not possible to transfer both broadcast and multicast modes MBMS data on the same type of logical channel.

2. Selective ciphering

In order to use the same type of logical channel, ciphering should be selectively applied to MBMS RBs depending on the RB characteristic. Assume that MBMS data is transferred on a UM RLC through CTCH logical channel. For broadcast mode, a RB is configured so that UM RLC does not perform ciphering on CTCH. On the contrary, for multicast mode, a RB is configured so that UM RLC performs ciphering on CTCH. To do this, a new parameter is needed at the RB setup stage to indicate whether the RLC should perform ciphering or not. This solution is straightforward. It only requires a mode (B/M) identifier in the RB setup message, and a ciphering indicator at RLC establishment.

If we want to maintain the current ciphering configuration that the ciphering is applied to a UE as a whole, we need different logical channels for broadcast and multicast modes, respectively. For example, BTCH is used for broadcast mode, and MTCH is for multicast mode. And the ciphering is only applied to the MTCH. This solution is also straightforward, but it disobeys the SA requirements; MBMS broadcast and multicasts modes use different logical channel. Also, this solution needs a new type of logical channel.

3. Conclusions

In this paper, we show that using same type of logical channel for both broadcast and multicast modes has a problem on ciphering. Taking the SA requirements into consideration, the selective ciphering capability needs to be considered for MBMS service. We propose to discuss the selective ciphering capability and reflect the outcome into the related TR and TS.
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