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1. Introduction

Release 99 specification currently stipulates for AMD transmission in-sequence delivery of RLC PDUs to the RLC-layer  For Release 5 HSDPA (High Speed Downlink Packet Access) is a work item in which HARQ is a subtopic. It is proposed to have the functionality of HARQ in the MAC-HS on the node B, since HARQ combines FEC (Forward Error Correction), which is normally located in the physical layer, with ARQ (Automatic Repeat Request) which is located in layer 2. That means, if a data block is not received correctly, the MAC-HS can dispose a retransmission for HARQ type II/III purposes. Until now retransmissions are only disposed by the RLC layer, where the RLC sequence number can be read, for HARQ type I purposes. 

Depending on the retransmission protocol defined in MAC-HS, it can be impossible without additional means to guarantee  that the PDUs, which are passed to the RLC, are in-sequence. This contribution discusses, whether there are important reasons, which would make it impossible to use the RLC sequence numbers in MAC to re-order PDUs, in case the re-transmission protocol of MAC-HS does not provide insequence delivery from its nature (e.g. N-channel stop-and-wait)., 

First, it has to be examined, what can happen, if no sequence number is included in the RLC-PDU. This is the case for transparent mode transmissions and RLC Control-PDUs (Status PDUs, Reset PDUs, Reset-ACK PDUs) except for Piggybacked Status PDUs. Transparent mode is mainly used for delay sensitive applications; HSDPA however aims at packet data transmission, where delay is not a big issue. HARQ in general increases the delay, so that it is not seen as suited for delay sensitive applications. 

In case of UMD transmission, no problems can be identified, since there are only PDUs with RLC sequence numbers. In case of AMD transmission, this is different, since Control PDUs have no RLC sequence number.

2. Problems with Control PDUs?

First it is examined what happens if a Reset PDU and a Data PDU are not received in the correct order.

A) Reset PDU overtakes Data PDU:

If we suppose that a Data PDU with sequence number “0” is directly sent before a Reset PDU and the Reset PDU overtakes the Data PDU, at first sight  a Data PDU would be acknowledged, which should be discarded, and the one, which should be received, would be discarded. A closer look shows that since the Reset PDU also includes a new HFN to synchronise UE and UTRAN the overtakenData PDU cannot be deciphered and is discarded, and the correct PDU with SN = 0 is received and can be deciphered.

B) Data PDU overtakes Reset PDU

If a Data PDU overtakes the Reset PDU, the Data PDU is ciphered with the HFN which is indicated by the Reset PDU and that’s why the Data PDU can not be deciphered, since the Reset PDU is received after the Data PDU. This leads to a retransmission of the Data PDU.

It is also necessary to examine whether consequences can occur if the order of Status PDU and Data PDU is changed since a Status PDU contains receiver and transmitter information. 

Problems can occur if the MRW SUFI is included in the Status PDU.

A) Status PDU overtakes Data PDU

If the Data PDU is overtaken by the Status PDU, on the one hand it is possible that the Rx Window can be moved in a way that the afterwards received Data PDU could not be accepted, since the Data PDU is outside the Rx Window. On the other hand it seems extremely rare that the SN of a PDU, which is directly sent before the Status PDU, is at the lower limit of the Rx window

B) Data PDU overtakes Status PDU

This causes a problem if the Rx window is moved in such a way that the directly following Data PDU is only in the Rx window if it is moved, that means the Data PDU which is directly sent after the Status PDU is at the upper limit of the Rx window.

2.1 Means to even avoid the rare cases of PDU loss

In order to have no problems with Status PDUs, it is possible to restrict the RLC protocol on the transmission of Piggybacked Status PDUs which are trailed on AMD PDUs.

If a TTI usually consists on at least one Data PDU, the receiver can create the correct order, since the RLC SN of the previous or the following Data PDU is known in the receiver.

3. Necessary Signalling

Another problem of reading the RLC-sequence numbers in the MAC-layer is that MAC does not know if received PDUs are AMD PDUs or UMD PDUs. Dependant on the fact, which mode is used, MAC has to read for UM the first 7 bits of the PDU and for AM the bits 2-13. Whether AMD or UMD PDUs are received, can be easily reported by the RRC to the MAC with an internal UE communication (RRC-MAC primitive) after configuration or establishment of the HSDPA connection. 

3.1 Logical Channel Multiplexing in MAC

If it is allowed to multiplex several logical channels in the MAC-d entity in UTRAN, the C/T-field is included in the MAC header and also the UE-Id and UE-Id-type . This does not cause problems since in the UE there is no requirement that MAC-HS has to deliver PDUs in-sequence via MAC-c/sh to MAC-d, but only that MAC must fulfil in-sequence delivery to RLC. Even if there were such a requirement, this would be easy to solve by some internal primitives required between MAC-HS and MAC-d to make MAC-HS aware of the MAC header, however these primitives would be purely UE internal and would not need to be specified. 

Hence, also the MAC-header is no reason, why it is not possible to read the RLC SN in MAC

4. Conclusion

In order to guarantee in sequence delivery from the MAC-layer to the RLC-layer it seems reasonable to read the RLC SN also in the MAC, since the SN is already there and further MAC SNs would further complicate the protocol and only cause overhead. Therfore, it is proposed to include the possibility to read the RLC SN in MAC only on UE-side, even if by that process the layer model is broken to some extent. It is still Layer 2, that deals with RLC sequence numbers. 
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