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Introduction
In this contribution, we will discuss traffic pattern reporting at relay UE.  
Discussion
In TS 22.261, it is clarified that current Prose U2U relay mainly support public safety services which include push-to-talk/video/data of mission critical services(i.e. MCPTT, MCVideo, and MCData), see Annex for details. In TS 22.281, periodic data transmission is needed at least for MCvideo services, as shown in following:

	MCVideo might operate in a group way with many members of the group sending video to a dispatcher (private call) and the dispatcher periodically selecting and sending video back to the group.


And according to the U2U relay WID(SP-200239) in SA2, U2U relay will take commercial use cases(e.g. industrial services) into account, which may also have the requirement for periodic service transmission. 

Observation 1: Periodic data transmission is required by sidelink U2U relay for both public safety services and commercial use cases. 

For legacy sidelink communication, UE can report sidelink traffic pattern including service period within UAI to gNB for periodic resource allocation. The traffic pattern is identified by QoS flow ID which is a mandatory IE in the current signaling. QoS flow ID is used to associate the traffic pattern with the QoS profile of the QoS flow. Based on the QoS flows reported in SUI, the QoS flow ID reported within traffic pattern and SDAP configuration, gNB can identify the QoS info of the received traffic pattern and the related/mapped logical channel, and then configure the configured grants appropriately. 
	SL-UE-AssistanceInformationNR-r16 ::= SEQUENCE (SIZE (1..maxNrofTrafficPattern-r16)) OF SL-TrafficPatternInfo-r16
SL-TrafficPatternInfo-r16::=          SEQUENCE {
    trafficPeriodicity-r16                ENUMERATED {ms20, ms50, ms100, ms200, ms300, ms400, ms500, ms600, ms700, ms800, ms900, ms1000},
    timingOffset-r16                      INTEGER (0..10239),
    messageSize-r16                       BIT STRING (SIZE (8)),
    sl-QoS-FlowIdentity-r16               SL-QoS-FlowIdentity-r16
}

SL-QoS-FlowIdentity-r16 ::=                    INTEGER (1..maxNrofSL-QFIs-r16)



Observation 2: In legacy, UE can report sidelink traffic pattern along with QoS flow ID to network for periodic resource allocation. QoS flow ID is a mandatory IE in current signaling. The QoS flow ID is used to associate the traffic pattern with the QoS profile of the QoS flow.
Considering periodic services for U2U relay, sidelink traffic pattern reporting for periodic resource allocation should be supported in the first hop and the second hop. For U2U relay communication, E2E QoS flows are between source and target remote UE. In the first hop, legacy sidelink traffic pattern reporting along with the QoS flow ID could be reused by source remote UE for periodic resource allocation. However, the sidelink traffic pattern reporting by U2U relay UE for periodic resource allocation in the second hop should be considered. 

Firstly, for U2U Relay UE to obtain the sidelink traffic pattern, there are two ways can be considered:

Way-1: the source remote UE sends the traffic pattern of each E2E QoS flow to Relay UE.

Way-2: the U2U Relay UE detects the traffic pattern in a E2E SLRB level by receiving the data packets in the first hop. Specifically, when receiving packets from source remote UE via the first hop PC5 RLC channel, Relay UE could identify the packets belonging to which E2E SLRB of which UE pair by the SRAP header. That is, Relay UE could identify the received packets in a E2E SLRB level. There is no spec impacts in this way.
Secondly, whether the U2U Relay UE reports sidelink traffic pattern per E2E QoS flow or per E2E SLRB should be considered:
Option 1-1: source remote UE sends the traffic pattern of E2E QoS flows to Relay UE, Relay UE reports the QoS profiles of the E2E QoS flows (in SUI) and the traffic pattern of E2E QoS flows (in UAI) to its serving gNB.

- Since RAN2 agreed that SLRB-level QoS profile for the second hop of an end-to-end SLRB is reported by relay UE to network for the second hop configuration, instead of reporting QoS profiles of each E2E QoS flows, this option may revert previous RAN2 agreements and raise more spec impacts.
Option 1-2: source remote UE sends the traffic pattern of E2E QoS flows to Relay UE, Relay UE derives the traffic pattern in E2E SLRB level based on the QoS flow to SLRB mapping, and reports the traffic pattern per E2E SLRB to its serving gNB.

Option 2-1: Relay UE detects traffic pattern in E2E SLRB level by implementation, Relay UE reports the traffic pattern per E2E SLRB to its serving gNB. The traffic pattern could be associated with a SLRB-level QoS profile in SUI by an index.

- an index in the scope of the relay UE could be used in the traffic pattern reporting to associate the traffic pattern with an E2E SLRB in SUI. That is, the index is indexed sequentially from 0 in the same ascending order of E2E SLRB in SUI across all UE pairs. The legacy QoS flow ID can be reused as the index to identify an E2E SLRB with the modification of field description. The TP is shown below.
Option 2-2: Relay UE detects traffic pattern in E2E SLRB level by implementation, Relay UE reports the traffic pattern per E2E SLRB to its serving gNB. The traffic pattern is not associated with any QoS info. 

- In this way, U2U Relay UE sets the QFI in traffic pattern by implementation. And gNB will ignore the QFI for L2 U2U Relay UE.
Since option 1-1 and 1-2 requires more spec impacts for source remote UE to send traffic pattern of E2E QoS flows to Relay UE, and it is feasible that U2U relay UE detects traffic pattern in E2E SLRB level by implementation, option 1-1 and 1-2 could be excluded. 

The TP for Option 2-1 and 2-2 are given below. In Option 2-2, the traffic pattern reported are not associated with any QoS info, gNB gets less info of traffic pattern for periodic resource allocation than Option 2-1. For Option 2-1 with association of traffic pattern and QoS info, gNB may provide more appropriate configured grant for U2U relay UE. So Option 2-1 is preferred.
	TP for Option 2-1:
sl-QoS-FlowIdentity

This identity uniquely identifies one sidelink QoS flow between the UE and the network in the scope of UE, which is unique for different destination and cast type. For L2 U2U relay communication, this identity uniquely indicates one end-to-end sidelink DRB reported in SidelinkUEInformationNR message in the scope of U2U relay UE, which is unique for different end-to-end sidelink DRBs of different UE pairs.
TP for Option 2-2: 
sl-QoS-FlowIdentity

This identity uniquely identifies one sidelink QoS flow between the UE and the network in the scope of UE, which is unique for different destination and cast type. For L2 U2U relay communication, L2 U2U relay UE sets the value by implementation. gNB will ignore the identify for L2 U2U Relay UE.


Proposal 1: For periodic U2U relay services, U2U relay UE could report sidelink traffic pattern for periodic resource allocation for the second hop transmission.

Proposal 2: For U2U relay UE sidelink traffic pattern reporting, QoS flow ID is reused (with the modification of the field description) as an index in the scope of the relay UE to associate the traffic pattern with an SLRB-level QoS profile reported in SUI.

Conclusion
In this contribution, we discussed traffic pattern reporting at relay UE for periodic U2U relay services. And we have the following observations and proposals:

Observation 1: Periodic data transmission is required by sidelink U2U relay for both public safety services and commercial use cases. 
Observation 2: In legacy, UE can report sidelink traffic pattern along with QoS flow ID to network for periodic resource allocation. QoS flow ID is a mandatory IE in current signaling. The QoS flow ID is used to associate the traffic pattern with the QoS profile of the QoS flow.
Proposal 1: For periodic U2U relay services, U2U relay UE could report sidelink traffic pattern for periodic resource allocation for the second hop transmission.

Proposal 2: For U2U relay UE sidelink traffic pattern reporting, QoS flow ID is reused (with the modification of the field description) as an index in the scope of the relay UE to associate the traffic pattern with an SLRB-level QoS profile reported in SUI.
Annex

TS 22.261

On the commercial side, industrial control, industrial automation, UAV control, and AR are examples of those services. 
In a closed-loop control application, the controller periodically submits instructions to a set of sensor/actuator devices, which return a response within a so-called cycle time. The messages, which are referred to as telegrams, are typically small (≤ 56 bytes). The cycle time can be as low as 2 ms, setting stringent end-to-end latency constraints on telegram forwarding (≤ 1 ms). Additional constraints on isochronous telegram delivery add tight constraints on the lateness (1 s), and the communication service has also to be highly available (99,9999%). 
7.12
KPIs for direct device connection for Public Safety

The functional requirements related to relaying of traffic between two Public Safety UEs using direct device connection via one or more ProSe UE-to-UE relay(s) can be found in clause 6.9.3. Performance requirements for relaying in different scenarios can be found in table 7.12-1.

Table 7.12-1: Key Performance for UE to UE relaying for Public Safety

	Scenario
	Max. data rate

(note 1)
	End-to-end latency

(note 3)
	Area traffic capacity


	Area user density 
	Area
	Range of a single hop


	Estimated number of hops 

	Public Safety

(note 2)
	12 Mbit/s
	125 ms
	40 Mbit/s /5000m2
	30

devices

/10000m2
	10,000 m2
	> 50 m 
	2 to 6

	NOTE 1: 
The maximum data rate applies for both the traffic transmitted from the UE and received by the UE

NOTE 2:
A mix of MCPTT, MCVideo, and MCData is assumed. Average 3 devices per firefighter / police officer, of which one video device. Area traffic based on 1080 p, 60 fps is 12 Mbit/s video, with an activity factor of 30% transmit from the UE (30% of devices transmit simultaneously at high bitrate) and 15% received by the UE. 

NOTE 3:
End-to-end latency implies that all hops are included.




TS 22.280

[R-6.12-006] The MCX Service shall provide a means for an authorized MCX User to activate a one-time Location information report of an MCX User and periodic Location information update reports of an MCX User or a specific Functional Alias.
TS 22.281

[R-5.2.3.2-002] The MCVideo service shall provide a means by which all MCVideo data (including video related metadata) are periodically deleted from the MCVideo UE unless an action is taken by an authorized MCVideo User. 
[R-5.2.6.2.3-001] The MCVideo service shall provide to the MCVideo User the list of ongoing/currently transmitting video group communications, for which he is affiliated, periodically and on demand.
MCVideo might operate in a group way with many members of the group sending video to a dispatcher (private call) and the dispatcher periodically selecting and sending video back to the group.
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