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1.	Introduction
This document discusses general aspects of ambient IoT (A-IOT). The agreements related to RAN2 overall procedures in R2-125bis meeting are as follows.
	Agreements
1 Unless explicitly stated all agreements apply to all device types and for both topologies.  
2 From RAN2 perspective, the aim is that the design on the interface between reader and A-IoT device is common for topology 1 and topology 2.  
3 RAN2 will support two use cases, “inventory” and “command”.  The definition, detailed wording is FFS
4 Baseline procedure:
[bookmark: _Hlk166200054]Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
Step C: The device may perform the data communication with the reader as needed,: Details FFS
5 We will study the support of both “inventory” and “command” in the same procedure.  
6 FFS if Initial Trigger Message can also include “command”.  
7 RAN2 will continue the study of ambient IoT assuming no support of AS security until SA3 provides further input.   


In this contribution, we discuss mainly support of inventory service and command service in the same procedure, whether A-IoT paging message can include command or not, and how to take into account A-IoT device’s remaining energy in access mechanism and data transmission procedure.
2.	Discussion
During R2-125bis meeting, baseline procedure of A-IoT is agreed as follows.
· Step A (A-IoT paging): Reader sends A-IoT Paging indicating device(s) that need to respond.
· Step B (A-IoT random access): Triggered device(s) performs A-IoT random access.
· Step C (Data communication): The device may perform the data communication with the reader as needed.
In R2-125bis discussion, the terms of initial trigger message and random access-like procedure are used to distinguish A-IoT paging and A-IoT random access from legacy paging and legacy random access for NR. In this contribution, the terms of A-IoT paging and A-IoT random access are used for the same purpose.
For inventory service, device ID detection is required to identify device. Although A-IoT random access procedure is performed and collision between device’s access attempts is much mitigated, it is still possible that multiple devices may choose the same random preamble for A-IoT random access. Then, multiple devices may transmit their device IDs at the same time, and device ID collision happens. Therefore, a feedback of device ID transmission is also required to detect device ID collision and re-attempt the access. Detection of device ID collision can be handled as part of step B (A-IoT random access) or as part of step C (Data communication).
Observation 1. Device ID collision may happen in contention-based access of A-IoT random access.
Proposal 1. Add device ID collision detection either into step B (A-IoT random access) or step C (Data communication) of the baseline procedure.
For command service, device ID identification and validation is required to make sure that the proper device performs the requested command. An inventory service needs to be followed by the command service. In other words, command service is handled in “inventory and command” procedure.
Therefore, the required procedures are “inventory only” procedure and “inventory and command” procedure.
Proposal 2. Support “inventory only” procedure and “inventory and command” procedure. A command service is handled in “inventory and command” procedure.
[bookmark: _Hlk166204152]For A-IoT paging containing a command, it is not proper action to send command before the device which will perform the command is identified. So, A-IoT paging does not include a command in case of contention-based access. On the other hand, in case of contention-free access by device-specific A-IoT paging, the device which will perform the command is known at the time of A-IoT paging transmission. A-IoT paging containing a command may be discussed for device-specific A-IoT paging. However, there is some concerns and discussion about security by exposure of device ID and command in SA3. It seems better to assume that A-IoT paging does not include a command before security requirements are decided in SA3.
Proposal 3. Assume that A-IoT paging does not include a command before security requirements are decided in SA3.
Regarding energy for operating an A-IoT device, it is assumed that an A-IoT device has energy storage and the energy storage is charged by energy harvesting. However, energy storage capacity of an A-IoT device will be very limited. It will limit the number of A-IoT device’s transmission/reception attempts, or A-IoT device don’t have enough power to complete data transmission when it is triggered for communication.
When the stored energy is not enough to complete the required data transmission, A-IoT device needs more charging time at the beginning of communication or in the middle of the communication depending on the expected data size (or number of data packets), or the required energy for data transmission.
If this characteristic of A-IoT device is not considered in access mechanism and data transmission procedure, successful communication between BS/Reader and A-IoT device are not guaranteed. To address this issue, one possible way is to provide enough time for A-IoT device’s energy harvesting. For example, before triggering A-IoT devices, BS/Reader energizes A-IoT devices during sufficient time. When determining duration of energizing A-IoT devices, BS/Reader should take into account the A-IoT device in the worst situation. In other words, it should consider the A-IoT device in the worst condition for energy harvesting, or the A-IoT device requiring most amount of energy (e.g. largest data). However, it is difficult to obtain the information on which device is in the worst situation. Therefore, BS/Reader should apply enough margin for safe operation. It will decrease efficiency of A-IoT system. Otherwise, possibility of communication failures will increase. To address this issue, remaining energy level of a device needs to be considered for access mechanism and data transmission procedure on top of baseline contention-based or contention-free access mechanisms. 
Observation 2. Without A-IoT device’s remaining energy information, A-IoT system may spend unnecessarily long time for energizing A-IoT devices to guarantee that all A-IoT devices are charged enough.
Proposal 4. Study how to take into account A-IoT device’s remaining energy in access mechanism and data transmission procedure.
For an example, an A-IoT device may respond with remaining energy indication for the device specific A-IoT paging as shown in Figure 1. Based on the remaining energy indication, the reader can determine duration of energizing A-IoT devices. The device performs energy harvesting during the duration. After that, the reader and the device perform data communication.
[image: ]
Figure 1 Example for using remaining energy level indication
3.	Conclusion
This document discusses general aspects of A-IoT.
Observation 1. Device ID collision may happen in contention-based access of A-IoT random access.
Proposal 1. Add device ID collision detection either into step B (A-IoT random access) or step C (Data communication) of the baseline procedure.
Proposal 2. Support “inventory only” procedure and “inventory and command” procedure. A command service is handled in “inventory and command” procedure.
Proposal 3. Assume that A-IoT paging does not include a command before security requirements are decided in SA3.
Observation 2. Without A-IoT device’s remaining energy information, A-IoT system may spend unnecessarily long time for energizing A-IoT devices to guarantee that all A-IoT devices are charged enough.
Proposal 4. Study how to take into account A-IoT device’s remaining energy in access mechanism and data transmission procedure.
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