


3GPP TSG-RAN WG2 Meeting #126	R2-2405107
Fukuoka, Japan, 20 – 25 May 2024	


Agenda item:	8.2.5
Source:	Nokia
Title:	Further on AIoT random access
WID/SID:	FS_Ambient_IoT_solutions - Release 19
Document for:	Discussion and Decision
1	Introduction
In RAN#103, the study item “Study on solutions for Ambient IoT (Internet of Things) in NR” is revised in RP-240826. The random access procedure is listed as one of the RAN2-led functionalities that are needed to be studied to enable DO-DTT and DT data transmission for A-IoT.  
To facilitate studying the access procedures, the following agreements were made during the RAN2#125bis meeting:
Agreement
1	RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2	We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3	Random Access is triggered by the reader 
4	Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5	Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6	Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7	For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   

The overall objective of the SI is to study a harmonized air interface design for all device types (defined as devices 1, 2a, and 2b in R1-2401767) and for all topologies (described in details in R1-2403663) according to the below agreements: 
 
Agreements
1	Unless explicitly stated all agreements apply to all device types and for both topologies.
2	From RAN2 perspective, the aim is that the design on the interface between reader and A-IoT device is common for topology 1 and topology 2.

2	A-IoT Access Procedure
Random access procedure is critical for A-IoT devices as the network needs to support a large number of devices. As described in the SID, RRC state will not be supported for A-IoT devices, thus no context will be maintained in the network. Random access in NR UE is based on device’s request. In case of A-IoT devices, the access procedure is triggered by the reader. However, the number of steps that the access procedure consists from and the function of each message have not been defined yet.
2.1	Contention-based Access
The inventory procedure defined for UHF RFID systems can be viewed as a quite similar procedure to the NR random access procedure. However, given the limited capability of the A-IoT devices and based on the SID description that they are not expected to be associated with any RRC state, it is essential to study supporting the contention-based access 4-step like and 2-step like procedures for A-IoT devices. Contention-based access refers to the case in which a group of devices or all devices are triggered by the reader to initiate the access procedure. 
Observation 1: The 4-step and 2-step access procedures can be supported for the A-IoT contention-based access. Restricting the contention-based access to be only 4-step procedure will not allow the A-IoT devices to utilize the benefits of the 2-step procedure.
Proposal 1: RAN2 to study the 4-step and 2-step access procedures for A-IoT contention-based access. 
Figure 1 shows an example of the 4-step like contention-based access procedure which can be described as follows:
· Msg0: the reader triggers a group of A-IoT devices or all devices to start the access procedure. This message may include control information to enable the devices completing the access/re-access procedures. 
· Msg1: the very first D2R transmission consists of a random device identifier (e.g., 16 bits similar to RN16 in UHF RFID) generated by the device. This message is transmitted using one of the contention-based access slots indicated by the reader in Msg0. 
· Msg2: the R2D response to Msg1 consisting of a random device identifier. The device considers Msg1 is successfully received by the reader when the random identifier received in Msg2 is similar to that it transmitted in Msg1. Msg2 may also include updated control information to help the devices completing the access/re-access procedure. It may also include a dedicated resource allocation for the subsequent D2R transmission. 
· Msg3: when the device successfully receives Msg2, it transmits its device ID along with the upper layer data in Msg3 based on the received indication from the reader in Msg2. 
· Msg4:  when the reader successfully receives Msg3 it responds with same device ID received in Msg3 to confirm the device identity and indicate the device that the contention is resolved. This message may include the reader instructions for the next D2R transmission and/or the updated control information for the next access occasions/rounds. 
Proposal 2: For the 4-step contention-based access procedure, the very first D2R transmission consists of a random device identifier generated by the device. 
Proposal 3: For the 4-step contention-based access procedure, device considers that the D2R Msg1 is successfully received when the random identifier received in the R2D Msg2 is similar to that it transmitted in Msg1.
Proposal 4: For the 4-step contention-based access, Msg3 includes the device ID and the D2R data transmission based on the received indication from the reader in Msg2. 
Proposal 5: For the 4-step contention-based access procedure, the device considers the contention is resolved and the access procedure is successful when it receives a device ID in Msg4 similar to the device ID it sent in Msg3. 
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Figure 1: An illustration of 4-step contention-based access procedure.
In some scenarios the contention may be resolved earlier in the reader’s response to the very first D2R transmission (i.e., Msg2). In some other scenarios, the probability of having a Msg3 collision at the reader may be very low. Furthermore, using the described 4-step like procedure above with many A-IoT devices may lead to signaling overhead and may drain the device’s stored energy as well. Given the above reasons and the limited capability of the A-IoT devices, supporting the 2-step like contention-based access procedure may be beneficial for A-IoT devices. It can be described as shown in Figure 2 as follows: 
· Msg0: the reader triggers a group of A-IoT devices or all devices to start the access procedure. This message may include control information to enable the devices completing the access/re-access procedures. 
· Msg1: the very first D2R transmission consists of a random device identifier (e.g., 16 bits similar to RN16 in UHF RFID) generated by the device and the device ID. This message is transmitted using one of the contention-based access slots indicated by the reader in Msg0. 
· Whether this message can include small data transmission to the reader or not is FFS.
· Msg2: the R2D response to Msg1 consisting of a random device identifier and the device ID. This message confirms the device identity and indicates the device that the contention is resolved. The device considers Msg1 is successfully received by the reader when the identifiers received in Msg2 are similar to those it transmitted in Msg1. 
· Whether this message may include something else or not is FFS.
Proposal 6: For the 2-step contention-based access, the very first D2R transmission in Msg1 consists of a random device identifier generated by the device and the device ID. 
Proposal 7: For the 2-step contention-based access, the device considers the contention is resolved and the access procedure is successful when it receives a device ID in Msg2 similar to the device ID it sent in Msg1. 
Proposal 8: RAN2 to further study, whether Msg1 can include small D2R data transmission for the 2-step contention-based access.
Proposal 9: RAN2 to further study, whether Msg2 can include additional information other than the device ID for the 2-step contention-based access.
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Figure 2: An illustration of 2-step contention-based access procedure.
2.2	Contention-free Access
In some scenarios, the reader may be indicated (through a service request) to trigger only a single specific device. In such case, the device may perform a contention-free access procedure without colliding with the access transmission of other devices. Hence, no need to go through the steps of contention-resolution. When multiple or all devices are targeted in the initial trigger message, it may not be reasonable to use a contention-free access procedure due to scalability issues with the massive deployment of users which is expected to be the case with the A-IoT devices. Furthermore, using the contention-free procedure when multiple devices are triggered may lead to an inefficient resource utilization (if reserved resources are not used, if the traffic is sporadic, or even if the user density is low) and increase the complexity issues. Prioritizing some devices to access the network in a contention-free manner may lead to fairness issues as well. 
Observation 2: Using the contention-free access when multiple or all devices are triggered may lead to resource inefficiency, scalability, and fair issues and may increase the network’s and device’s complexity.   
Proposal 10: Contention-free access procedure is studied only when a single device is triggered by the reader.
Figure 2 shows an example of a 1-step like contention-free access procedure. In particular, the reader sends a trigger message including the single device ID to request the target device to start the access procedure. The device whose ID matches the ID sent in trigger message responds to the reader by sending Msg1. The reader’s response to Msg1 could be simple acknowledgement of receiving Msg1 but device ID could be sent as well. Note that the reader may use the device ID to determine whether the device is present in its connectivity region or not. The 1-step like contention-free access procedure can be described as follows:
· Msg0: the reader triggers a single A-IoT device to start the access procedure. This message may include the ID of the target device and/or control information to enable the device completing the access procedure. 
· Msg1: the very first D2R transmission consists of the data transmission. This message is transmitted using the contention-free access resources indicated by the reader in Msg0. 
· whether this message can also include the device ID and whether it can be followed by a reader’s response that includes the reader control information for the next D2R transmission and/or the updated control information for the next access occasions/rounds are FFS.
Proposal 11: For a single device access, one step access procedure should be studied with the trigger message containing the target device ID.
Proposal 12: For the 1-step contention-free access, the very first D2R transmission Msg1 consists of the data transmission and is transmitted using the contention-free access resource indicated by the reader in Msg0.
Proposal 13: RAN2 to further study whether Msg1 includes the device ID and whether the reader’s response to Msg1 (if any) is needed, for the 1-step contention-free access.
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Figure 3: An illustration of 1-step contention-free access procedure.
3	A-IoT Access Control
3.1	Access for Large Number of Devices
The A-IoT devices will be large in number with small transmission requirements, thus, random access procedure should be as simple as possible with minimum signalling overhead for initial access. With no RRC state definition for A-IoT devices, the connectionless access should be studied where initial access is performed to allow for transmission of limited data in a short period of time and the session terminates itself when data transmission completes after one or more transmissions.
Proposal 14: RAN2 to study connectionless low complexity access procedure for A-IoT devices with minimum initial access signalling.
With the dense deployment of A-IoT devices and the expected high network load, it is quite essential to study the restriction of A-IoT access based on the network and A-IoT device-related factors such as stored energy availability in A-IoT devices. Studying the A-IoT access barring not only reduces the number of connection request failures and congestion levels but also to reduce unnecessary transmission on both the network and device sides.
Proposal 15: RAN2 to study the required enhancements such as access barring to the existing access mechanism to support the functionality of random access for A-IoT devices.  
Another consideration that needs to be studied is the multiplexing of multiple A-IoT devices within one access procedure to meet the expected device density that can reach orders of magnitude higher than the existing 3GPP IoT technologies. During the RAN1#116-bis meeting, RAN1 has agreed to:
	Agreement
Study time-domain multiple access of D2R transmissions. Further details, including pros/cons, are FFS.
Agreement
Study frequency-domain multiple access of D2R transmissions, at least by utilizing a small frequency-shift in baseband. Further details, including pros/cons, are FFS.



By enabling multiple A-IoT devices to access the cell simultaneously through FDM and/or TDM, the collision probability during the access procedure can be substantially decreased. RAN2 is recommended to consider using FDM and/or TDM along with other multiplexing methods including the use of orthogonal preambles and spatial multiplexing techniques for Msg1 in the contention-based access procedure (whether it is 2-step or 4-step like).    
Proposal 16: RAN2 to study multiplexing multiple Msg1 from multiple A-IoT devices within one access occasion using FDM and/or TDM as baseline. FFS for other multiplexing techniques. 
In case the FDM is supported for multiple D2R transmissions of Msg1, the reader may be able to successfully receive multiple Msg1 from multiple devices at the same time slot. In such scenarios, it is essential to enable the reader to respond to multiple devices at the same time by enabling the frequency-domain multiplexing of its R2D responses to these devices (i.e., Msg2). 
Proposal 17: When FDM is supported for Msg1, RAN2 to study multiplexing multiple Msg2 from the reader to multiple A-IoT devices within one time slot using FDM as baseline. FFS other multiplexing techniques. 
3.2	A-IoT Device Availability
To ensure the availability of the A-IoT device during the transmission and reception procedures, the following agreement was made during the RAN#103 meeting in RP-240854 (Section 8): 
	· The potential impact of energy harvesting on device availability for transmission and reception procedures can be considered for the study [RAN2, RAN1]
· Duration of one device’s unavailability due to charging by energy harvesting can be assumed up to several tens of seconds
· Note: this value can be revisited in future RAN plenary meetings, if necessary



In general, an A-IoT device may experience failure during the random-access procedure due to their need to harvest energy between transmissions. In particular, A-IoT devices may not harvest enough energy between two successive transmissions of the D2R access messages, or before the start and the completion of access (whether contention-based or contention-free) procedures. Not having enough energy for completing the access procedure may result in unexpected behaviour and can cause radio link failures.  
In addition, A-IoT devices (e.g., device 1 and device 2a) may not have the capability to send their D2R transmissions with constant transmission power which means that the maximum transmission power they could achieve at any given moment could vary. Backscattering the D2R signals with variable transmission power may negatively affect the access procedure for A-IoT devices. For example, A-IoT devices may not have sufficient power to backscatter Msg1 with successive increases in power. Failure to complete a successful access procedure not only impacts the network performance but also creates unnecessary collisions and spectral inefficiency. It may also lead to excessive drain of stored energy at A-IoT devices.
Proposal 18: RAN2 to study how A-IoT devices can successfully complete the access procedure under the constraint of device energy availability. 
In the cellular network, A-IoT devices will be distributed throughout the network area. Some A-IoT devices will be far from the reader, while others will be closer. For A-IoT devices (e.g., device 1 and device 2a) that are far away (e.g., at the cell edge in Topology 1), to backscatter a signal that can be successfully received and decoded by the reader, the A-IoT device needs to be provided with a carrier wave that is transmitted at high power levels. 
Activating A-IoT devices with high-power levels may create severe interference and may also cause excessive energy waste for near A-IoT devices. For this reason, farther A-IoT devices would have to harvest more energy to transmit a signal that is sufficient for the distant reader to successfully receive the A-IoT backscattering.
Proposal 18: RAN2 to consider a measure of proximity (e.g., expressed as signal strength) between an A-IoT device and the reader and/or CW node when studying A-IoT access procedure.
4	Conclusion
This document has made the following observations and proposals:
Observation 1: The 4-step and 2-step access procedures can be supported for the A-IoT contention-based access. Restricting the contention-based access to be only 4-step procedure will not allow the A-IoT devices to utilize the benefits of the 2-step procedure.
Proposal 1: RAN2 to study the 4-step and 2-step access procedures for A-IoT contention-based access. 
Proposal 2: For the 4-step contention-based access procedure, the very first D2R transmission consists of a random device identifier generated by the device. 
Proposal 3: For the 4-step contention-based access procedure, device considers that the D2R Msg1 is successfully received when the random identifier received in the R2D Msg2 is similar to that it transmitted in Msg1.
Proposal 4: For the 4-step contention-based access, Msg3 includes the device ID and the D2R data transmission based on the received indication from the reader in Msg2. 
Proposal 5: For the 4-step contention-based access procedure, the device considers the contention is resolved and the access procedure is successful when it receives a device ID in Msg4 similar to the device ID it sent in Msg3. 
Proposal 6: For the 2-step contention-based access, the very first D2R transmission in Msg1 consists of a random device identifier generated by the device and the device ID. 
Proposal 7: For the 2-step contention-based access, the device considers the contention is resolved and the access procedure is successful when it receives a device ID in Msg2 similar to the device ID it sent in Msg1. 
Proposal 8: RAN2 to further study, whether Msg1 can include small D2R data transmission for the 2-step contention-based access.
Proposal 9: RAN2 to further study, whether Msg2 can include additional information other than the device ID for the 2-step contention-based access.
Observation 2: Using the contention-free access when multiple or all devices are triggered may lead to resource inefficiency, scalability, and fair issues and may increase the network’s and device’s complexity.   
Proposal 10: Contention-free access procedure is studied only when a single device is triggered by the reader.
Proposal 11: For a single device access, one step access procedure should be studied with the trigger message containing the target device ID.
Proposal 12: For the 1-step contention-free access, the very first D2R transmission Msg1 consists of the data transmission and is transmitted using the contention-free access resource indicated by the reader in Msg0.
Proposal 13: RAN2 to further study whether Msg1 includes the device ID and whether the reader’s response to Msg1 (if any) is needed, for the 1-step contention-free access.
Proposal 14: RAN2 to study connectionless low complexity access procedure for A-IoT devices with minimum initial access signalling.
Proposal 15: RAN2 to study the required enhancements such as access barring to the existing access mechanism to support the functionality of random access for A-IoT devices.  
Proposal 16: RAN2 to study multiplexing multiple Msg1 from multiple A-IoT devices within one access occasion using FDM and/or TDM as baseline. FFS for other multiplexing techniques. 
Proposal 17: When FDM is supported for Msg1, RAN2 to study multiplexing multiple Msg2 from the reader to multiple A-IoT devices within one time slot using FDM as baseline. FFS other multiplexing techniques. 
Proposal 18: RAN2 to study how A-IoT devices can successfully complete the access procedure under the constraint of device energy availability. 
Proposal 19: RAN2 to consider a measure of proximity (e.g., expressed as signal strength) between an A-IoT device and the reader and/or CW node when studying A-IoT access procedure.
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