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1	Introduction
[bookmark: _Ref178064866]In this contribution, we discuss the support for inter-CU Layer2 Mobility (LTM).
2	Discussion
	Agreements on LTM cell switch execution phase:
1.	Upon inter-CU LTM execution, UE performs
- MAC reset
- RLC re-establishment
- PDCP re-establishment
- Security key update
FFS if there is an inter-CU LTM w/o security key change.
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Figure1 inter-CU LTM in no update security change case
At RAN2#125bis[1], the security update was discussed, and inter-CU LTM without security key change became an item for further study (FFS). Without security key change (without PDCP re-establishment), both UE and NW will use the same PDCP anchor after inter-CU LTM, and the mechanism will be like SDT. As standardized in sections 18.1 "Support of SDT procedure over RACH" and 18.3 "SDT without UE context relocation" of 38.300 [2], if the UE accesses a gNB other than the last serving gNB and the last serving gNB decides not to relocate the full UE context, partial UE context including SDT RLC context information is transferred through PARTIAL UE CONTEXT TRANSFER. Subsequently, if SDT is used for user data over DRBs, data is transferred from the receiving gNB to the last serving cell. The discussion extended to applying the SDT mechanism even in LTM without security key update, providing RLC context information to CU2 when the UE cell switches from CU1 to CU2, with the scenario being that PDCP layer continues to be used in CU1.

Being able to continue using PDCP of CU1 connected before the cell switch eliminates the need for security updates and PDCP reestablishment, leading to a reduction in interruption time.  However, this new mechanism requires a lot of RAN3 workload and not so feasible done in Rel-19. The mechanism of PARTIAL UE CONTEXT TRANSFER for exchanging RLC context between gNBs, as used in SDT, also becomes necessary in LTM. This complicates matters as it requires consideration not only from RAN2 but also from RAN3. Additionally, the bandwidth of Xn between CU1 and CU2 could pose a challenge. Unlike the small amount of traffic in SDT, in LTM, data traffic of several Mbps or more could flow between anchor CU1 and CU2, potentially leading to concerns about bandwidth congestion. Therefore, RAN2 needs to discuss whether the SDT algorithm should be applied to LTM, taking these two points into consideration.
Proposal 1:RAN2 discuss whether adopting SDT like mechanism (PDCP anchor) to inter-CU LTM case, taking into account the concerns about traffic flowing through Xn and RAN3 workload.
[bookmark: P2]At the same meeting, security update methods from option1 to option4 were discussed, and LS was submitted to SA3. We need to wait for SA3's opinion on which option poses a security risk, but RAN2 also needs to discuss which scenario is suitable for inter-CU LTM.
	Option 1: Use a new information in MAC CE to deliver the security information. Whether the UE uses horizontal or vertical key derivation is derived from this new information in MAC CE (which is currently, neither integrity protected nor ciphered).
	Option 1A:  the NCC value to be used at inter-CU LTM execution is included in the LTM cell switch command  MAC CE.
	Option 1B:  the UE is preconfigured with a list of NCC values  in a ciphered and integrity protected RRC message and the index of an NCC value in the list is included in the LTM cell switch command MAC CE. 

Option 2: Similar to Rel-18 S-CPAC key update mechanism, the UE is preconfigured from the source gNB with a list of NCC values per CU using RRC signalling (that is both integrity protected and ciphered). It is expected that the participating gNBs (CUs) would need to be aware of the list and how the UE applies the list during LTM cell switches: 
Option 2A:  UE chooses the first unused NCC for the target CU upon inter-CU LTM execution.
	Option 2B:  As an alternative to choosing the next unused NCC (as in option 2A), horizontal key derivation is used in this option if the LTM cell switch is between the same two CUs. 


Option 3: After the execution of inter-CU LTM cell switch, the participating gNBs are expected to be updated with new K-gNB* to be used for the next inter-CU LTM cell switch. The UE and CN are aware of how the UE would use the next NCC value.
	Option 3A:  The UE determines the following NCC value to use by itself (e.g., increase by 1) after subsequent inter-CU LTM execution.
	Option 3B:  UE is pre-configured by the CN (via source gNB RRC signalling) with a list of NCC values and the UE chooses the first unused NCC value as the next NCC value.

Option 4: After every inter-CU LTM cell switch execution, the UE is provided via RRC signalling with the NCC value to be used by the UE for key derivation at the next inter-CU LTM cell switch. 




Option1a has a security issue because MAC CE is not ciphered, which poses a significant risk of being read by a third party. Option1b, which notifies the NCC index through MAC CE, does not have security issues and is considered a simple way to inform the UE of the preconfigured NCC values. The S-CPAC key update mechanism in Option2 is designed for cases of Conditional Pcell Addition and Change. Therefore, it necessitates pre-configuration in RRC. However, in the case of LTM, since the Cell switch command can be utilized, it is conceivable that the S-CPAC mechanism might not always be necessary. Option3 would involve the UE using an NCC list pre-configured by the CN, potentially having a significant impact on the CN's specifications. On the other hand, option4, which only involves changing parameters related to the security update after a cell switch, is considered the simplest option with minimal network impact. Therefore, it is thought best to decide on standardization based on option1b and option4.

[bookmark: _Hlk118378814]Proposal2: RAN2 agree to standardize option1b and option4

3	Conclusion
We make the following observations and proposals:
Proposal 1: RAN2 discuss whether adopting SDT like mechanism (PDCP anchor) to inter-CU LTM case, taking into account the concerns about traffic flowing through Xn and RAN3 workload.
Proposal2: RAN2 agree to standardize option1b and option4
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