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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introduction & Background
The Rel-18 study on AI/ML Air Interface [1] has been concluded. The study has been captured in the Technical Report TR 38.843 [2]. Based on the Rel-18 study outcome, at RAN #102, a new Work Item on artificial intelligence/machine learning for NR air interface has been approved in [3].
 The Rel-19 WI “a new Work Item on artificial intelligence/machine learning for NR air interface” [3] describes the study objectives for the UE-side data collection as follows: 
	· CN/OAM/OTT collection of UE-sided model training data [RAN2/RAN1]: 
· For the FS_NR_AIML_Air study use cases, identify the corresponding contents of UE data collection
· Analyse the UE data collection mechanisms identified during the FS_NR_AIML_Air (TR 38.843 section 7.2.1.3.2) study along with the implications and limitations of each of the methods 



In the RAN2#125bis meeting [4], RAN2 agreed to have an [Post125bis] email discussion to capture companies' views on UE-side data collection discussing different aspects, such as termination entities, MNO visibility, controllability, privacy, and others. The rapporteur of the email discussion has summarised companies' inputs in the below proposals and table: 
	[bookmark: OLE_LINK635][bookmark: OLE_LINK612]Termination Entity
[bookmark: OLE_LINK632]Proposal 1: [27/29] Replace the term ‘OTT server’ with ‘server for training data collection for UE-side models’ in the definitions/descriptions of solution 1b, 2, and 3.
Inside/outside MNO’s network
Observation 1: [18/25] Majority of the companies assume that a server located within the MNO's network is deemed to be MNO-owned. The implication and interpretation of ‘inside/outside of MNO’s network’ needs to be discussed further.
Proposal 2: [26/28] For solution 1a the server for UE-side data collection is outside of MNO’s network and is therefore classified as an OTT server. From RAN2 perspective, solution 1a is outside the scope and has no specification impact.
Proposal 3: [23/28] RAN2 assumes that for solution 2, the server for UE-side data collection can be inside MNO’s network. FFS on outside MNO’s network.
Proposal 4: [21/28] RAN2 assumes that for solution 3, the server for UE-side data collection can be inside MNO’s network. FFS on outside MNO’s network.
Termination Entity
Proposal 5: [29/30] For solutions 1a the first termination entity of UE-side data collection is the OTT server.
Proposal 6: [25/28] For solutions 1b the first termination entity is the server for UE-side data collection. FFS the server is inside or outside of MNO.
Proposal 7: [29/31] For solutions 2 the first termination entity of UE-side data collection is inside the CN.
Proposal 8: [29/31] For solutions 3 the first termination entity of UE-side data collection is the OAM.
Controllability for transfer of the collected data
Observation 2: RAN2 starts the discussion on data transfer controllability for UE-side data collection based on the initial assumptions on the following dimensions, which don’t exclude any other aspects and are subject to future revision:
· The MNO's ability to manage (e.g., allow/disallow, initiate/terminate, prioritize/de-prioritize, etc.) the data transfer to and from the server for UE-side data collection.
· The specific entity within the MNO to control the data transfer to and from the server for UE-side data collection.
· The protocols and methods utilized by the MNO to control the data transfer to and from the server for UE-side data collection.
Proposal 9: [29/31] In solution 1a), MNO has no specific controllability for transfer of the collected data for UE-side data collection. It is outside the 3GPP scope. 
Proposal 10: [27/32] In solution 1b), MNO has control/management over the data collection for UE-side data collection. It is FFS on the extend of control, e.g., partial control or full control. 
Proposal 11: In solution 1b), the control conducted by the MNO over UE-side data collection can be exemplified by the management of PDU sessions in accordance with the SLA. Other examples and possibilities are not precluded. 
Proposal 12: [25/29] In solution 2, the MNO has full controllability over the data collection for UE-side data collection. FFS on the detailed signaling and mechanism. 
Proposal 13: [24/27] In solution 3, the MNO has full controllability over the data collection for UE-side data collection, managed by OAM through RRC signaling via RAN node. 
Proposal 14: RAN2 consider the initial definition of full controllability as the starting point, open to modification. It is described as ‘The MNO has the capability to manage data transfer to the server for UE-side data collection. This includes initiating, terminating, and fully managing the volume of data.’
Visibility of data content in MNO
Proposal 15: [19/31] As a starting point, RAN2 assumes that 'visibility' of data content signifies the capability of the MNO to, at least, be aware of, access, and comprehend the data during transfer. The scope does not exclude additional requisites, such as the ability to modify the collected data.
Proposal 16: [25/28] RAN2 assumes that in solution 1a, MNO has no visibility of data content for UE-side data collection. 
Proposal 17: [28/29] In solution 2 and 3 MNO has full visibility of data content for UE-side data collection if the data content is standardized. FFS on whether/how to make the data content visible to MNO if the data content is non-standardized. 
Protocol layer for data transfer
Proposal 18: [28/31] In solution 1a) and 1b) the data transfer from the UE to the server for UE-side data collection is through the application layer, utilizing a UP tunnel for transmission.
Proposal 19: [20/31] In solution 2, RAN2 assumes that data transfer from the UE to the CN, is through the NAS layer, utilizing a CP tunnel for transmission as a starting point provided that the data volume remains within the NAS signaling capacity.
Proposal 20: [25/31] In solution 3, the baseline method for data transfer from the UE to OAM via RAN node is through the RRC layer, utilizing a CP tunnel for transmission provided that the data volume remains within the RRC signaling capacity.
Proposal 21: For solution 2 and 3, RAN2 should consult RAN1 on the data volume for UE-side collection and, if it exceeds RRC/NAS signaling capacity, should work with SA2/SA5 to assess the feasibility of UP tunnel.
Privacy concerns
[bookmark: OLE_LINK610]Proposal 22: Capture the privacy concerns from different stakeholders as informative annexes in the TR.
Table
Proposal 23: RAN2 endorse Table 1 to capture the characteristics of different options for UE-side data collection as the starting point for future discussion. 



Table 1 Characteristics of different options for training data collection for UE-side models
	[bookmark: OLE_LINK634]Aspects
	1a) OTT (3GPP Transparent)
	1b) OTT (Non-3GPP Transparent)
	2. Transfer via Core Network
	3. Transfer via OAM

	First Termination Entity
	UE-side OTT server
	The server for training data collection for UE-side models
	Inside the CN
	OAM

	Inside/outside MNO’s network
	Outside
	Inside
FFS: Outside
	Inside
[bookmark: OLE_LINK614]FFS: Outside
	Inside/outside
FFS: Outside

	Transport Tunnel
	UP tunnel (Note: data collection may be charged as normal traffic.)
	UP tunnel (Note: data collection may be charged as normal traffic.)
	[bookmark: OLE_LINK616]CP tunnel (provided the data volume remains within the NAS signalling capacity)
[bookmark: OLE_LINK617]FFS: UP tunnel
	CP tunnel (provided the data volume remains within the RRC signalling capacity)
FFS: UP tunnel

	Protocol layer for data transfer
	Application layer
	Application layer
	NAS layer for CP tunnel
[bookmark: OLE_LINK618]FFS: the protocol layer for UP tunnel
	RRC layer for CP tunnel
FFS: the protocol layer for UP tunnel UP tunnel

	Controllability of MNO on data transfer
	[bookmark: OLE_LINK621]No specific controllability
	Has controllability
FFS: level of controllability
	[bookmark: OLE_LINK623][bookmark: OLE_LINK628]Full controllability (Note 1)
	Full controllability (Note 1)

	Control Granularity by NW
	NA, the OTT server can directly request data from the UE.
	Example: per PDU sessions based on SLA
	NAS procedure
	RRC procedure

	Visibility of data content in MNO
	No visibility
	FFS
	[bookmark: OLE_LINK629]Full visibility (Note 2)
	Full visibility (Note 2)

	Data format
	Non-standardized
	FFS
	Standardized
FFS: non-standardized
	Standardized
FFS: non-standardized

	Involved WGs
	[bookmark: OLE_LINK627]No, out of 3GPP scope
	SA2, RAN2
	SA2, RAN2
	SA5, SA2, RAN2

	· Note 1: Full controllability: The MNO has the capability to manage data transfer to the server for UE-side data collection. This includes initiating, terminating, and fully managing the volume of data. (Subject to refinement and modification)
· Note 2: Visibility of data content signifies the capability of the MNO to, at least, be aware of, access, and comprehend the data during transfer. (Subject to refinement and modification, the scope does not exclude additional requisites, such as the ability to modify the collected data.) 



This paper discusses FFS items for solution 1b). This paper discusses controllability and visibility aspects associated with solution 1b) considering Eevent Exposure (EVEX) as a reference. 
Note that we are considering EXEX as an example for solution 1b), and we do not argue that EVEX should be used for solution 1b). We are taking EVEX as an example to discuss how a UP-based solution can handle controllability and visibility. The solution details should be left to SA2. 

2. On the UE side Data Collection
As discussed above, this paper discusses controllability and visibility aspects associated with solution 1b) considering Eevent Exposure (EVEX) as a reference. We are considering EXEX as an example for solution 1b), and we do not argue that EVEX should be used for solution 1b). We are taking EVEX as an example to discuss how a UP-based solution can handle controllability and visibility. The solution details should be left to SA2.   

2.1 Controllability of Data Collection for Solution 1b)
As defined in TS 26.531 [5], the provisioning information specifies  
· What data is to be collected, 
· How that data is to be sampled by data collection clients (e.g., sampling frequency, location filter),
· How the collected data is to be reported (e.g., reporting probability, reporting frequency, reporting format, data packaging strategy), 
· How provisioning information is to be processed by the Data Collection AF, and 
· How provisioning information is to be exposed to event notification subscribers.

Observation 1: Considering the EVEX as an example of solution 1b), the provisioning information specifies 
· What data is to be collected, 
· How that data is to be sampled by data collection clients (e.g., sampling frequency, location filter),
· How the collected data is to be reported (e.g., reporting probability, reporting frequency, reporting format, data packaging strategy), 
· How provisioning information is to be processed by the Data Collection AF, and 
· How provisioning information is to be exposed to event notification subscribers

Furthermore, as defined in TS 26.531 [5], this provisioning information embodies the Service Level Agreement between the network operator and the Application Service Provider envisaged in clause 6.2.8.1 of TS 23.288 [4]. 

Observation 2: Considering the EVEX as an example of solution 1b), the provisioning information is based on the Service Level Agreement between the network operator and the Application Service Provider.

Based on the Service Level Agreement between the Application Service Provider and the network operator, the EXEX ‘data collection and reporting’ considers two UE data domains [5]
· UE data domain owned by 5G System (MNO), and 
· UE data domain owned by the ASP

For the UE data domain owned by the 5G system, the 5G system (MNO) has precedence over the data collection and reporting rules. MNO policies on event exposure (for example, regarding anonymization and aggregation) shall take precedence over any data exposure restrictions provisioned by the ASP as part of a Data Access Profile. 

Observation 3: Considering the EVEX as one of the examples for solution 1b), the 5G system (MNO) has full control over the UE data domain owned by the 5G system. 

For the data domain owned by the ASP, the ASP-defined provisioning information shall take precedence over any similar preconfiguration of the Data Collection AF and/or data collection clients by the 5G System operator. However, as discussed above, the provisioning information owned by ASP is based on the Service Level Agreement between the network operator and the Application Service Provider.

Observation 4: Considering the EVEX as one of the examples for solution 1b), the 5G system (MNO) has partial control over the UE data domain owned by the ASP. 

Proposal 1: The MNO can have both full and partial control in solution 1b) simultaneously 
· Full control over data domain owned by 5G system (MNO), and 
· Partial control over data domain owned by the UE vendors.

2.2 Controllability of Data Collection for Solution 1b)
In TS 26.532 [6], different data collection record types have been defined for the EXEX framework. For example, A few of the data collection record types (e.g., ServiceExperienceRecord, PerFlowServiceExperienceInfo, LocationRecord, CommunicationRecord, PerformanceDataRecord, etc.) are fully visible to the operator, and are standardized. On the other hand, a few data collection record types (e.g., ApplicationSpecificRecord) are not visible to the operator and are not standardized. 

Observation 5: Considering the EVEX as one of the examples for solution 1b), a few of the data collection record types (e.g., ServiceExperienceRecord, PerFlowServiceExperienceInfo, LocationRecord, CommunicationRecord, PerformanceDataRecord, etc.) are fully visible to the operator and are standardized.

Observation 6: Considering the EVEX as one of the examples for solution 1b), a few data collection record types (e.g., ApplicationSpecificRecord) are not visible to the operator and are not standardized. 

Proposal 2: In solution 1b, the MNO can have ‘Full Visibility’, ‘Partial Visibility’, or ‘No Visibility’ depending on data collection record types. 

Proposal 3: The data collection solution 1b) may result in standard defined and non-standard defined data collection record types.
3. Conclusion
Observation 1: Considering the EVEX as an example of solution 1b), the provisioning information specifies 
· What data is to be collected, 
· How that data is to be sampled by data collection clients (e.g., sampling frequency, location filter),
· How the collected data is to be reported (e.g., reporting probability, reporting frequency, reporting format, data packaging strategy), 
· How provisioning information is to be processed by the Data Collection AF, and 
· How provisioning information is to be exposed to event notification subscribers

Observation 2: Considering the EVEX as an example of solution 1b), the provisioning information is based on the Service Level Agreement between the network operator and the Application Service Provider.

Observation 3: Considering the EVEX as one of the examples for solution 1b), the 5G system (MNO) has full control over the UE data domain owned by the 5G system. 

Observation 4: Considering the EVEX as one of the examples for solution 1b), the 5G system (MNO) has partial control over the UE data domain owned by the ASP. 

Proposal 1: The MNO can have both full and partial control in solution 1b) simultaneously 
· Full control over data domain owned by 5G system (MNO), and 
· Partial control over data domain owned by the UE vendors.

Observation 5: Considering the EVEX as one of the examples for solution 1b), a few of the data collection record types (e.g., ServiceExperienceRecord, PerFlowServiceExperienceInfo, LocationRecord, CommunicationRecord, PerformanceDataRecord, etc.) are fully visible to the operator and are standardized.

Observation 6: Considering the EVEX as one of the examples for solution 1b), a few data collection record types (e.g., ApplicationSpecificRecord) are not visible to the operator and are not standardized. 
Proposal 2: In solution 1b, the MNO can have ‘Full Visibility’, ‘Partial Visibility’, or ‘No Visibility’ depending on data collection record types. 

Proposal 3: The data collection solution 1b) may result in standard defined and non-standard defined data collection record types.
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