


[bookmark: OLE_LINK8][bookmark: OLE_LINK9][bookmark: _GoBack]3GPP TSG RAN WG2 #125bis                                                                              R2-2403683
Changsha, China, April 15th – 19th, 2024

Source:	CATT, CEPRI
Title:	Discussion on the Random Access for Ambient IoT
Agenda Item:	8.2.5
Document for:	Discussion and Decision

1. [bookmark: _Ref521334010]Introduction
This paper discuss the RACH related procedure for the study item of ambient IoT, which is covered by RAN2-led works as described in the SID [1],
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


The detailed discussion of this paper is in Section 2, which mainly focuses on the initial consideration on the general baseline for the design of RACH procedure used for ambient IoT. Finally, Section 3 summarizes our contribution of this paper.
2. Discussion
The legacy RACH procedure is used by UE to access to the NW, and both contention-based or contention-free random access are supported for 4-step or 2-step RACH procedure. Besides, both the NW triggered RACH and the UE triggered RACH are supported to handle different scenarios. For the detailed RACH procedure, it is jointly designed by RAN1 and RAN2 as it involves both physical signal transmission and contention resolution for CBRA or access completion for CFRA.
When considering the RACH procedure for ambient IoT, whether to need such above kinds of RACH procedure should to be firstly discussed, as the ambient IoT device may not have enough capability. 
CBRA or CFRA
In legacy, the CFRA is only supported by RRC_CONNECTED UE as only in this situation the UE can be allocated with dedicated RACH resource. For ambient IoT device, the reader (gNB for topology 1) does not have any RAN device context upon initial access procedure, thus cannot allocate any dedicated RACH resource for a certain ambient IoT device. Besides, as the requirements for ambient IoT device mainly focus on inventory or command service, which are not delay-sensitive, thus we should avoid much over-design for the RACH procedure.
Proposal 1: CBRA should be taken as baseline for the RACH procedure used by ambient IoT device.
Legacy CBRA or RFID-like access
In legacy CBRA (including both 4-step and 2-step), for initial access scenario, the contention resolution is handled by the UE contention resolution MAC CE, and the procedure is monitored by the timers such as ra-ResponseWindow and ra-ContentionResolutionTimer. But requiring the ambient IoT device to maintain the timer may be challengeable due a low capability. For this reason, a simpler access mechanism such as RFID-like access can be re-used, as in the RFID-like access procedure, the device only maintains some random number generator and/or counter to verify the validity of the time-domain resource.
Proposal 2: RFID-like access procedure should be taken as baseline for the RACH procedure used by ambient IoT device.
Fortunately, RAN1 had made some progress on the RACH design for ambient IoT with the following agreements,
	Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.


Since the access mechanism is involved with both RAN1 and RAN2 works, from our perspective we can just follow RAN1 to avoid much over-design. Therefore, it is proposed that,
Proposal 3: RAN2 to firstly study the slot-ALOHA based CBRA procedure unless RAN1 has further input in the future design.
In the current RFID access mechanism as shown in the following figure 1,


Figure 1: The contention-based random access for RFID
 Under the premise of slot-ALOHA, the tree search procedure is further introduced to facilitate the contention resolution within the same frame/slot, i.e., although a large number of devices may trigger the access procedure based on the slot ALOHA, the actual contention may only occur within a subset of these devices at each “ interactive slot” by the maintained local variable within the device. On the details of the tree search procedure, it can be further discussed by RAN2. From our perspective, the tree search procedure on the top of slot ALOHA can achieve better access performance especially for large number of devices.
Proposal 4: RAN2 to discuss whether to introduce tree-search based access for facilitating the contention resolution.
On the general procedure for the slot-ALOHA based access, we can firstly make some baseline for further study, as the design of RACH procedure is under RAN2 scope.
Firstly, as mentioned in above procedure, the RFID-like RACH procedure is triggered by the frame/slot start command sending from the reader. We think the similar mechanism should be applied to the ambient IoT device as it is not expected to transmit any signal for the ambient IoT device without any trigger. This also aligns with the data transmission for DO-DTT/DT kinds of service.
Secondly, for the contention resolution of initial access, in legacy it uses the matching between the CCCH content and the UE contention resolution MAC CE. Since the ambient IoT device has no RRC state, the legacy method cannot be applied due to no CCCH transmission. A simple method is to reuse the RFID-like solution, i.e., the device generates the random number and sends this number to the reader for contention resolution.
Regarding the commands that may be used for the response from the reader for contention resolution, the mentioned commands in Figure 1 can be taken for reference, for example, the access success command, the access failure command and the re-access command. Note that in the RFID, such commands are used to handle different scenarios with different handling on the local variable based on tree search to further verify whether to join the next “interactive slot” for contention resolution. Details can be seen from Table 1.
Table 1: Details on handling the response command from reader based on tree search
	Command
	Use case
	Handling on tree search

	Access success command
	Multiple devices join the same “interactive slot” for contention resolution;
Reader decodes all/part of devices and send the access success command to the successfully decoded device with including the corresponding random number.
	Devices that match the random number consider to complete contention resolution;
Devices that do not match the random number:
1. if local variable 0, join next “interactive slot”
2. local variable decrease by 1, if local variable equal to or larger than 1. If 0 after the operation, join next “interactive slot”

	Access failure command
	Multiple devices join the same “interactive slot” for contention resolution;
Reader detects the signal but does not decode any device, and send the access failure command.
	1. If the local variable does not equal to 0, local variable increases by 1;
2. If the local variable equal to 0, further randomly generate binary [0 1]. If 0 after the operation, join next “interactive slot”

	Re-access command
	Multiple devices join the same “interactive slot” for contention resolution;
Reader cannot detect the signal, and send the re-access command.
	1. If the local variable does not equal to 1, maintain the current value;
2. If the local variable equal to 1, further randomly generate binary [0 1]. If 0 after the operation, join next “interactive slot”


Thus the design of the response command from the reader depends on whether to have tree-search like method for facilitating the contention resolution. We can postpone the discussion on the response commands that may be needed for the RACH procedure of ambient IoT system, until we have enough details on the solution of contention resolution. 
In summary, it is suggested 
Proposal 5: RAN2 to take the following as baseline for further design of the RACH procedure,
· The design of steps in the RACH procedure is the RAN2 task,
· The RACH procedure is triggered by the access command from reader to device; FFS the detailed command design including such as the frame/slot start command, access success/failure command, re-access command. 
· The random number generated by device is used for the purpose of contention resolution.
3. Conclusion
In this paper, we discuss some general baselines for the design of RACH procedure for the ambient IoT device. The contribution of this paper is summarized as follows,
Proposal 1: CBRA should be taken as baseline for the RACH procedure used by ambient IoT device.
Proposal 2: RFID-like access procedure should be taken as baseline for the RACH procedure used by ambient IoT device.
Proposal 3: RAN2 to firstly study the slot-ALOHA based CBRA procedure unless RAN1 has further input in the future design.
Proposal 4: RAN2 to discuss whether to introduce tree-search based access for facilitating the contention resolution.
Proposal 5: RAN2 to take the following as baseline for further design of the RACH procedure,
· The design of steps in the RACH procedure is the RAN2 task,
· The RACH procedure is triggered by the access command from reader to device; FFS the detailed command design including such as the frame/slot start command, access success/failure command, re-access command. 
· The random number generated by device is used for the purpose of contention resolution.
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