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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
In its meeting #102, RAN plenary approved the new SID for Ambient IoT [1].
In its meeting #103, RAN plenary further approved the revised SID for Ambient IoT [2].
In this contribution, we aim to provide our initial views on some general aspects of Rel-19 Ambient IoT.
Discussions 
Baseline assumptions on security
5G NR provides Layer 2 security protection on signaling and user data by supporting ciphering/deciphering and integrity protection/verification functions through the PDCP sub-layer. However, most of the existing suites of security algorithms supported in the PDCP are too heavy for simple and low-energy devices such as Ambient IoT devices. With the SA3 WG currently studying for proper security solutions for Ambient IoT devices in parallel with RAN2’s study on Layer 2 protocol stack, it would be too late for RAN2 to wait for SA3’s final solutions on security before deciding on whether to support PDCP sub-layer or not. In our view, there is already a major view that the PDCP sub-layer should not be supported. 
[bookmark: _Hlk163165649]Therefore, we propose that no Layer 2 security protection is provided on signaling or user data for Ambient IoT devices. In use cases where security protection is required, the security protection is to be provided in higher layer(s), such as NAS or application layer.
Proposal 1. Baseline assumption #1 on security: no Layer 2 security protection is provided on signaling or user data for Ambient IoT devices. 
Proposal 2. Baseline assumption #2 on security: where security protection is required, the security protection is to be protected in higher layer(s), such as NAS or application layer.
On use cases and overall procedures
The key target use cases for Rel-19 Ambient IoT should be inventory and command. To address these two use cases, at least two different overall procedures are needed: one is contention-based DL-triggered access procedure, the other is contention-free DL-triggered access procedure. 
The contention-based DL-triggered access procedure may be used for the purposes of inventory, UL data transmission, and responding to a group paging. Our companion paper [3] provides more details on that. The following 5-step contention-based access procedure used in RFID may be studied as a starting point, where the last step may be optional for some cases to make the procedure a 4-step procedure in those cases, the descriptions and message contents for the steps are just examples for the inventory purpose and may be different for UL data transmission or responding to group paging: 
1. Msg0 (Reader->Tag): to send a Query command.
2. Msg1 (Tag->Reader): to send a random number (RN16).
3. Msg2 (Reader->Tag): to echo the RN16, if resolvable.
4. Msg3 (Tag->Reader): to send an EPC to the reader.
5. Msg4 (Reader->Tag): (optional) to send a QueryRep, implicitly acknowledging the EPC received.

The contention-free DL-triggered access procedure may be used for the purposes of unicast commands such as read and write, where the intended Ambient IoT device is known to the reader, the last step may be optional for some cases to make the procedure a 2-step procedure for those cases, the descriptions and message contents for the steps are just examples for the inventory purpose and may be different for write or other commands:
1. Msg0 (Reader->Tag): to request data from a specific Ambient IoT device (read).
2. Msg1 (Tag->Reader): to send the data requested.
3. Msg2 (Reader->Tag): to ACK the data received.
Proposal 3. RAN2 develop at least a contention-based DL-triggered access procedure and a contention-free DL-triggered access procedure for Ambient IoT. 
Proposal 4. RAN2 consider the 4/5-step contention-based DL-triggered access procedure and the 2/3-step contention-free DL-triggered access procedure for Ambient IoT. FFS: the detailed message contents and behaviors. 
[bookmark: _Ref129681832]Conclusions
[bookmark: _Ref124589665][bookmark: _Ref71620620][bookmark: _Ref124671424]We propose the following:
Proposal 1. Baseline assumption #1 on security: no Layer 2 security protection is provided on signaling or user data for Ambient IoT devices. 
Proposal 2. Baseline assumption #2 on security: where security protection is required, the security protection is to be protected in higher layer(s), such as NAS or application layer.
Proposal 3. RAN2 develop at least a contention-based DL-triggered access procedure and a contention-free DL-triggered access procedure for Ambient IoT. 
Proposal 4. RAN2 consider the 4/5-step contention-based DL-triggered access procedure and the 2/3-step contention-free DL-triggered access procedure for Ambient IoT. FFS: the detailed message contents and behaviors. 
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