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1	Introduction
In Rel-19, a new SID for Ambient IoT (A-IoT) in NR was approved in RAN#102 [1], and the random access is part of the RAN2-lead objectives [1].
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope


In addition, RAN1 has agreed that at least slotted-ALOHA based access is studied for contention-based access procedure [1].
	R1#116 Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.



In this contribution, the general aspects and contention-based for random access-like procedure are discussed.
NOTE: The A-IoT random access-like procedure/steps should be discussed by RAN2, while the physical layer channel, signal and FDMA kind of multiple access assumptions are to be discussed by RAN1.
[bookmark: _Toc147158671][bookmark: _Toc61387172][bookmark: _Toc499559238]2	Discussion
[bookmark: _Toc61387173][bookmark: _Toc499559239][bookmark: _Toc147158672]2.1	General aspects for random access-like procedure
According to agreement of RAN1#116 meeting, when a response is expected from multiple devices, the reader should initialize an A-IoT contention-based access procedure. A slotted-ALOHA based access was agreed to be studied for A-IoT [2]. Slotted-ALOHA based access has been widely used and studied for low-cost devices which cannot have accurate timing, e.g., RFID [3], and is suitable for A-IoT devices. 
	R1#116 Agreement [2]
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used. 
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.


From RAN2 perspective, slotted-ALOHA access should be the study baseline of contention-based access for multiple devices accessing case.
[bookmark: _Hlk163106670]Proposal 1:	For multiple devices accessing case, RAN2 confirms the Slotted-ALOHA contention-based access procedure is used for Ambient IoT.
There can be some A-IoT use cases in which only one device is triggered to respond [5], for example, tracking a single A-IoT device attached to one specific item. In such case, contention-free access can be used to reduce access latency and signalling overhead. Once being triggered by a contention-free access, the target device skips the contention-based steps and performs data transmission directly. How to determine whether the service is triggered for a single device or multiple devices from the network point of view needs to be considered. A potential solution is that CN can indicate the BS-reader that the service is for either a single device or multiple devices. Then the BS-reader can indicate the target device to perform contention-free access procedure or contention-based access procedure.
Proposal 2:	For single device accessing case, the access procedure without the contention-based steps can be considered.
2.2	Contention-based access procedure steps
One basic procedure capturing the slotted-ALOHA based access, which is also used by RFID, for the contention-based solution is given as below:
[image: ]
Figure 2.2-1:	Contention-based access procedure
Access occasion: The opportunity which is supposed to be used by one device to access.
Access round: The round of multiple access occasions to allow multiple device to access.
0.	The initial message (e.g. paging-like message) is sent from BS-reader to device. The paging-like message can indicate which device(s) needs to respond, e.g., through indication information (e.g., mask/filter information). Once matching the indication information, the device starts to monitor possible Access Round Indication message. 
1. BS-reader sends Access Round Indication message which includes access configuration information (i.e. the number of access occasions in this round) to devices.
2. Once receiving the Access Round Indication message, the device randomly selects an access occasion according to the access configuration information (i.e. the total number of access occasions), and loads this value into the access occasion counter.
Then the device begins to wait for its own access occasion to send Random Access ID message. Since A-IoT devices cannot maintain the accurate timing, the devices decide the access occasion according to the number of received (Next) Access Occasion Indication messages.
-	If a device picks zero as its access occasion index, it replies a Random Access ID message immediately, which includes a random number.
-	If a device picks non-zero as its access occasion index, it decrements the access occasion counter every time it receives a (Next) Access Occasion Indication message. The device replies a Random Access ID message when its access occasion counter reaches zero.
3. If a BS-reader successfully receives one Random Access ID, it replies the Access ID Response message. The Access ID response includes the random number same as what the device has transmitted in Random Access ID, in order to indicate which device successfully performed contention resolution.
4. The device considers that the contention resolution is successful, if the received Access ID Response contains the same random number used previously in the Random Access ID. Then the device sends UL data to the BS-reader. For example, in the inventory cases, the UL data includes the device ID.
5. Optionally, the device can perform subsequent UL/DL data transmissions for command services after Step 4.
6-7.The BS-reader can continue to send (Next) Access Occasion Indication to trigger the other device(s) selecting the next occasion to access. Then the other device(s) performs the same procedures as in Steps 3-6.
8.	The BS-reader can send also another Access Round Indication message to trigger the next round of access occasion(s) for devices that failed to perform contention resolution.
The above slotted-ALOHA access procedure can be divided into the following key steps/functions: access occasion definition/indication, access occasion selection, contention resolution and re-access.
Below we will look at those key steps/functions in more details.
2.2.1	Access occasion definition/indication
As discussed in [4], the timing accuracy of A-IoT device could be extremely low, which cannot work well in an accurately synchronous system by using legacy methods in 3GPP. Hence, the NR RACH occasion with accurate time boundary cannot be used in A-IoT.
Observation 1:	A-IoT device is not able to support the NR RACH Occasion defined by the absolute timing, due to the extremely low timing accuracy.
One method to solve this problem is to use an explicit DL message to indicate the boundary (start/end) of one access occasion. For example, in a UHF RFID system, a tag’s access slot is triggered by Query/QueryRep [3].
Proposal 3:	For Slotted-ALOHA contention-based access procedure, the reader transmits one explicit message to define/indicate the boundary of the access occasion (instead of defining the NR RACH occasion by absolute timing).
2.2.2	Access occasion selection
BS-reader can allocate multiple occasions to distribute the devices in case multiple devices collides in the same occasion. BS-reader indicates the number of access occasions in one access round by a DL message. Then devices randomly selects an access occasion as its corresponding access occasion to access. For example, in Slotted ALOHA, the parameter Q is sent from the reader to indicate the number of access occasions, and a device randomly selects a number in range [0, 2Q-1] as its access occasion. A Q-like parameter can be included in a DL message, e.g. Access Round Indication message as shown in Figure 2.2-1.
Proposal 4a:	The total number of access occasions within one access round is indicated by the reader.
Proposal 4b:	A-IoT device randomly selects one access occasion among the total number of access occasions in one access round.
2.2.3	Contention resolution
Multiple devices may collide in the same access occasion, even with the above random access occasion selection. Contention resolution can be used to indicate to the device whether the access procedure is successfully. Note that the A-IoT device is not able to support the traditional preamble in the NR PRACH. So, one random number instead of NR preamble is sent in the first message for contention resolution.
Observation 2:	Obtaining UL Timing Advance is not the purpose of A-IoT random access-like procedure, considering that A-IoT will be an asynchronous system.
Based on the RAN1 progress, only PDRCH is introduced, while A-IoT will not use PRACH for now.
Observation 3:	A-IoT device complexity cannot support the traditional NR preamble (i.e. No PRACH).
A possible contention resolution procedure is summarized as follows:
· A device generates a random number and sends it in an access request (e.g. Random Access ID) message in PDRCH [2]. The random number is used to differentiate devices’ access request messages in the same occasion.
· If a BS-reader successfully receives one access request message, it replies with a contention resolution response (e.g. Access ID Response) in PRDCH. The contention resolution response includes the random number from the received access request message. 
· A device which has sent an access request (e.g. Random Access ID) message monitors a contention resolution response. The contention resolution is successful if the random number in the received contention resolution response is same as the previously transmitted one in access request message.
If contention resolution is successful, the device can perform data transmission.
Proposal 5:	For the contention resolution:
1.	A-IoT device generates and sends one random number ID to reader;
2.	Reader responds with the successfully received random number ID;
3.	A-IoT device considers the contention resolution as successful, if it receives the random number ID in the response from reader, which is same as the previously transmitted one.
2.2.4	Re-access
A device may fail to complete contention resolution if it does not receive a successful response after it sends an access request message. Referring to other communication systems, e.g., NR/LTE, re-access designs are supported to address contention resolution failure. UE can perform random access again if a random access procedure is not successfully completed.
Similarly, A-IoT devices also have the contention resolution failure issue due to collision. The devices whose transmissions collided will not get the opportunity to transmit data. For example, in the inventory case these devices will be missed if they do not have another opportunity to access.
To solve this problem, re-access after failure needs to be supported for the A-IoT contention-based access procedure, i.e., BS-reader initiate the next round of access occasions for the device(s) failing to complete the access procedure in the last round. The device(s) that previously failed to access can access again in the new/next access round.
[bookmark: _Hlk163112781]Proposal 6:	To support the A-IoT device re-access, if one A-IoT device fails in one access round, it performs the access again in the next access round indicated by the reader.
2.3	TP for the basic random access-like procedure
In the spirit of RAN1 agreed “slotted-ALOHA based access” and the above high-level proposals, RAN2 can attempt to produce one basic TP for the stage-2 level A-IoT random access-like procedure. One example of draft TP is given in the Annex.
Note that the very basic random access-like procedure would be just the baseline/starting point for further discussion. As the consequence, RAN2 can further discuss modifications and enhancements on top. 
Proposal 7a:	RAN2 attempts to endorse the basic TP for stage-2 level A-IoT random access-like procedure, as a starting point, with the agreed principles. 
2.4	Potential further discussion to improve the efficiency
We foresee some potential discussion points for efficiency improvement on the A-IoT random access-like procedure:
· Possible update/modification based on RAN1 progress on FDMA support;
· Feasibility to support multiple devices in parallel access;
· Skip or combine some steps/messages;
· Discussion on the size of random number ID;
· Discussion on how to determine the success of random access or data transmission procedure. 
Proposal 7b:	RAN2 can further discuss the enhancements/modifications to improve the access efficiency, on top of the baseline of random access-like procedure.
3	Conclusion
In this contribution, the random access-like procedure for Ambient IoT is discussed and following observations and proposals are made accordingly.
Observation 1:	A-IoT device is not able to support the NR RACH Occasion defined by the absolute timing, due to the extremely low timing accuracy.
Observation 2:	Obtaining UL Timing Advance is not the purpose of A-IoT random access-like procedure, considering that A-IoT will be an asynchronous system.
Observation 3:	A-IoT device complexity cannot support the traditional NR preamble (i.e. No PRACH).

General aspects for random access-like procedure
Proposal 1:	For multiple devices accessing case, RAN2 confirms the Slotted-ALOHA contention-based access procedure is used for Ambient IoT.
Proposal 2:	For single device accessing case, the access procedure without the contention-based steps can be considered.
Access occasion definition/indication
Proposal 3:	For Slotted-ALOHA contention-based access procedure, the reader transmits one explicit message to define/indicate the boundary of the access occasion (instead of defining the NR RACH occasion by absolute timing).
Access occasion selection
Proposal 4a:	The total number of access occasions within one access round is indicated by the reader.
Proposal 4b:	A-IoT device randomly selects one access occasion among the total number of access occasions in one access round.
Contention resolution
Proposal 5:	For the contention resolution:
1.	A-IoT device generates and sends one random number ID to reader;
2.	Reader responds with the successfully received random number ID;
3.	A-IoT device considers the contention resolution as successful, if it receives the random number ID in the response from reader, which is same as the previously transmitted one.
Re-access
Proposal 6:	To support the A-IoT device re-access, if one A-IoT device fails in one access round, it performs the access again in the next access round indicated by the reader.
TP for basic random access-like procedure
Proposal 7a:	RAN2 attempts to endorse the basic TP for stage-2 level A-IoT random access-like procedure, as starting point, with the agreed principles. 
Proposal 7b:	RAN2 can further discuss the enhancements/modifications to improve the access efficiency, on top of the baseline of random access-like procedure.
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5	Annex: TP for the random access-like procedure
6.2.4	Random access-like procedure
Editor’s Note:	This sub-clause is to capture the procedure to address the Ambient IoT device(s) to access the network for data transmission (including at least the contention resolution). FFS on the naming of this “random access-like procedure”.


Figure 6.2.4-1:	Random access-like procedure
When the Ambient IoT device is selected to respond, in accordance to the clause 6.2.3, the Ambient IoT device performs the following [random access-like] procedure:
1a.		The reader sends the Access Round Indication message to indicate the start of one access round. It includes the random access related configuration, e.g. at least the total number of access occasions (value N) in this access round.
	The Ambient IoT device randomly selects one access occasion among all the N access occasions in this access round, e.g. ith access occasion among [1, N].
1b.	The reader sends the Access Occasion Indication message to indicate the start of next access occasion, based on which the Ambient IoT device counts the index of the current access occasion.
2A.When the Ambient IoT device identifies the start of its own access occasion (i.e. the ith access occasion), it generates and sends one random number to the reader (i.e. in the Random Access ID message).
2B.	The reader responds with the successfully received random number ID (i.e. in the Access ID Response message).
	If the Ambient IoT device receives the Access ID Response message including a random number ID, which is the same as the previously transmitted one in step 2A, it considers the contention resolution as successful. Otherwise, the Ambient IoT device fails in this access round and performs the [random access-like] procedure again in the next access round, according to the Access Round Indication message.
3.	After the Ambient IoT device considers the contention resolution as successful, it performs the data transmission with the reader. After the data transmission for this Ambient IoT device, the reader can send the Access Occasion Indication message to indicate the start of next access occasion.
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