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1 Introduction

At RAN#103 meeting, a revised version of the SID for Ambient IoT in NR was approved including the following objectives [1].


	[bookmark: _Hlk153295984]The definitions provided in TR 38.848 are taken into this SI, and the following are the exclusive general scope:
A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
i. ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
ii. ≤ a few hundred µW peak power consumption1, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm,DL and/or UL amplification in the device. The device’s UL transmission may be generated internally by the device, or be backscattered on a carrier wave provided externally.
· X  is to be decided in WGs.
· Coverage design target: Maximum distance of 10-50 m with device indoors as per TR 38.848: “…a range that WGs can sub-select within”.
· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 
NOTE 1: It is to be understood that “≤ a few hundred µW” means WGs are not tasked with setting a particular value, and that it will be for WG discussions to determine if a presented design with corresponding power consumption satisfies the “≤ a few hundred µW” requirement.

B. [bookmark: _Hlk160560296]Deployment Scenarios with the following characteristics, referenced to the tables in Clause 4.2.2 of TR 38.848:
· Deployment scenario 1 with Topology 1
· Basestation and coexistence characteristics: Micro-cell, co-site
·   Deployment scenario 2 with Topology 2 and UE as intermediate node, under network control
· Basestation and coexistence characteristics: Macro-cell, co-site
· The location of intermediate node is indoor
C.  FR1 licensed spectrum in FDD.
D. Spectrum deployment in-band to NR, in guard-band to LTE/NR, in standalone band(s).
E. Traffic types DO-DTT, DT, with focus on rUC1 (indoor inventory) and rUC4 (indoor command). 
· From RAN#104, the study will assess whether the harmonized air interface design (per bullet ‘A’ above) can address the DO-A (Device-originated autonomous) use case, only to identify which part(s) of the harmonized air interface design (per bullet ‘A’ above) is/are not sufficient for the DO-A use case.
Transmission from Ambient IoT device (including backscattering when used) can occur at least in UL spectrum.

The following objectives are set, within the General Scope:
1. Evaluation assumptions
a) Conclude at least the following aspects of design targets left to WGs in Clause 5 (RAN design targets) of TR 38.848 [RAN1].
· Clause 5.3: Applicable maximum distance target values(s)
· Clause 5.6: Refine the definition of latency suitable for use in RAN WGs
· Clause 5.8: 2D distribution of devices
b) Define necessary further evaluation assumptions of deployment scenarios for coverage and coexistence evaluations [RAN1, RAN4]
c) Identify basic blocks/components of possible Ambient IoT device architectures, taking into account state of the art implementations of low-power low-complexity devices which meet the RAN design target for power consumption and complexity. [RAN1]
d) Define link budget calculation for coverage, including whether/how to model carrier wave from node(s) inside or outside the connectivity topology.
NOTE: Assessment performance of the design targets is within the study of feasibility and necessity of proposals in the following objectives, e.g. by inspection of reference implementations in the field, simulations, analytically.
NOTE: strive to minimize evaluation cases in RAN1.

2. Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope, including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848. 
Study of positioning in Rel-19 is RAN3-led, limited to functionalities which would have no, or minimal, specification impact (note: this does not imply any decision relating to WI creation).
Study the feasibility and required functionalities for proximity determination, which is the determination of whether BS or intermediate UE and ambient IoT device are near each other or not (coordination with SA3 is required for privacy aspects).
· RAN1-led:
For the Ambient IoT DL and UL:
· Frame structure, synchronization and timing, random access
· Numerologies, bandwidths, and multiple access
· Waveforms and modulations
· Channel coding
· Downlink channel/signal aspects
· Uplink channel/signal aspects
· Scheduling and timing relationships
· Study necessary characteristics of carrier-wave waveform for a carrier wave provided externally to the Ambient IoT device, including for interference handling at Ambient IoT UL receiver, and at NR basestation. 
       For Topology 2, no difference in physical layer design from Topology 1.
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· [bookmark: _Hlk162600011]Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.
· RAN3-led:
· Identify necessary impacts on signaling and procedures for CN-RAN interface, to enable:
· Paging  
· Device context management
· Data transport
· Identify RAN architecture aspects, including whether support for split architecture is necessary.
· Identify potential solutions for locating an Ambient IoT device with no specification impact, e.g. reusing existing user location report, or minimal specification impact to convey location information to core network.
· RAN4-led:
· Coexistence study of Ambient IoT and NR/LTE.
· RF requirements study for Ambient IoT:
· Ambient IoT BS transmission and reception
· Ambient IoT Device, as per the General Scope, transmission and reception
· Intermediate node (UE), as per the General Scope, transmission and reception

RAN2 and RAN3 are expected to identify RAN-CN functional split in coordination with SA2.

Note: This study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. The study shall not aim to replace existing 3GPP LPWA technologies.
-	



In this contribution, we discuss our view on some RAN2 related aspects related to paging, random access, configuration, security aspects, and simplified procedures. 


2 Discussions on Ambient IoT
The Rel-18 RAN led study on Ambient IoT resulted in a Technical report [2], -outlining a set of different design targets, and requirements with a list of corresponding functionality.

In this document we discuss further implications of these functionalities.  


2.1 RAN design targets
 In [2], the following table summarize RAN specific design targets and related functionalities.
Table 6.2-1: Required RAN functionality set #1: for supporting RAN design target
	Design target
	Functionality

	Device power and complexity
	-	Ultra-low power transceiver / Device architecture 
-	Transmitting based on backscattering (including carrier wave provision for backscattering) for Device A and Device B
-	Low-complexity waveform / modulation / coding / signal / channel / synchronization scheme, if applicable to Device, robust to frequency error and timing error
-	Compact protocol stack and lightweight signaling procedure

	Coverage
	-	Techniques for the required coverage with low device complexity (e.g., forward error correction, enough receiver sensitivity and transmitted power, reflection gain enhancement), if applicable and needed to the Device type

	User experienced data rate
	-	Compact protocol stack and lightweight signaling procedure
-	Potential schemes as applicable, such as, e.g. flexible modulation/code rate, resource allocation, multiple access methods

	Maximum message size
	-	Compact protocol stack and lightweight signaling procedure
-	Signal/channel design which can deliver the maximum message size

	Latency
	-	Access mechanisms and signaling procedures which allow meeting the latency target

	Positioning support
	-	Positioning method(s) applicable to the connectivity topologies for the required positioning accuracy for Ambient IoT device

	Connection density
	-	Efficient multiple access methods and contention handling 
-	Ability to control the operation for one or more of the Ambient IoT devices, within the applicable area, including e.g. the selection of devices

	Moving speed of device
	-	Physical layer design (low-order modulation, reference signal etc. and others) robust to the appropriate ranges of moving speeds



Based on this a number of different aspects and further functionalities needs to be analysed and discussed.

Different topologies have been discussed with and without an intermediate node, as well as different deployment scenarios. 

Coverage: 
Coverage is naturally related to physical properties like receiver sensitivity and transmit power, which translates into an area in where communication with the device is possible. For coverage maximum distances have been assumed, as 10-50 m for indoor, and 50-500 m for outdoor.

Based on the rather small distances, and limited coverage, there may be some uncertainty whether the device is reachable or not. 

Observation 1: The geographical coverage for A-IoT will be limited, leading to uncertainty whether the device is reachable or not.  
With the understanding of limited coverage for reachability and communication, what would that mean to features such as, Paging, Random Access. We will elaborate on that further below.

Furthermore, in the table below a set of more requirements are listed that needs to be considered. 
Table 6.2-2: Required RAN functionality set #2: for supporting other requirements
	Requirement
	Functionality

	Device management
	-	RAN aspects of identification, activation/deactivation, and other management functionalities of Ambient IoT devices and other involved devices (e.g. readers) if applicable, and related signalling to/from the CN if any/needed

	Security*
	-	Authentication (when needed), encryption, data integrity, authorization (when needed)

	Mobility
	-	Mobility management (at least cell selection/re-selection -like function) for device C
-	Handling for Devices A and B

	Interference management and coexistence
	-	Interference management/coordination scheme
-	Potential full duplex capability of BS/UE, including self-interference suppression, may be required for BS/UE to communicate with Device A and Device B, if carrier wave transmission and backscatter reception is performed simultaneously at least on the same band by the same BS/UE.
-	Coexistence with existing and adjacent network infrastructure, and possibility to reuse existing network deployments or use new network deployments.

	CN connectivity
	-	RAN functionality for Ambient IoT to support CN (when present), with possibility of potential lightweight protocol stack architecture and simplified signaling procedures.

	Compatibility among connectivity topologies
	-	From the perspective of the Ambient IoT device, strive for operation to be agnostic to RAN connectivity topologies.


*NOTE:	This does not necessarily mean security has RAN impact, further study is needed.

Device management includes aspects related to e.g., identification. Identification may not be relevant for system information, but surely for Paging, Random access, as well as performing the security procedures.

Identification is being discussed in SA2 [3], and the whole registration and initial access procedure has dependencies that are also handled by the Core Network (CN) functionality, but RAN2 is specifying functionality related to PLMN/cell selection, cell re-selection and registration. 

Proposal 1: Further discuss RAN2 impact from UE identification related to procedures like PLMN/cell selection and registration.


2.2 Paging
For the Network to reach the UE normally paging is used, and for which a UE-id is needed. The UE-id is not only used for identification, but also to group the UEs in different wake-up groups for the system to page the UE without having to wake-up all UEs and for the UEs to save power, not having to listen for paging continuously.

But for an A-IoT device, to what extent is a UE-id needed. Does it have to be a global Id (5G-GUTI, 5G-S-TMSI), with 48 bits, or is it enough with a much shorter id, e.g., if there are only small number of devices and they are in a closed environment.

Also, to what extent is DRX functionality relevant, and if so, the need for some sort of subgrouping based in the identity of the device, or potentially some other grouping mechanism.

At least for device type with energy storage   labeled as “ii” under bullet A (or device 2a/2b) above can be considered for supporting DRX. 

Proposal 2: For paging, further discuss the need for device identification, DRX functionality and subgrouping.

Depending on coverage and cell deployment, to what extent is mobility foreseen, i.e., can the UE move between different areas covered by different base stations and cells, or can the network assume that the A-IoT device remains in the cell it made its registration in. 

Observation 2: For mobility, can the NW assume the A-IoT device remains in the cell it made its registration in?

Proposal 3: For paging and mobility discuss to introduce a capability to indicate if the A-IoT device is able to perform cell reselection and monitor paging in a new cell.

2.3 Random access
Random access is used for a device to initiate a connection setup. The random access can either be initiated by the network, and then via paging, so called Mobile Terminated (MT), or by the device itself, Mobile Originated (MO). 
In the RAN study the traffic assumption have been defined as Device Terminated (DT), and Device Originated (DO). DO traffic only consider DO-DTT, Device Originated, Device Terminated Trigger, which means that the network wakes up the device but for expected or required uplink traffic. This could e.g., be sensor data that should be reported. 

But for an A-IoT, would legacy concept of random access preamble, as well as 2-step or 4-step RACH procedure be needed. Can the SDT procedure be relevant for A IoT devices, and how should the identification/authentication be done.

Proposal 4: For random access, further discuss enhancements or alternatives to legacy random access preamble, 2-step and 4-step RACH procedure.


2.4 Configuration
When the device has initiated some sort of message transfer, can there be a case where the device would have to be configured from the network with some relevant information to be able to perform relevant activities, functionality etc. Furthermore, would the device, A-IoT, be needed to provide some sort of UE/device capability to the network?

Potential configuration would be for security, but potentially radio configuration parameters etc. including e.g., resources for where the A-IoT device an respond to the DO-DTT option.

Observation 3: Are there case where the device needs to be configured from the network after being deployed, and can there be a need for it to provide its capabilities?

When e.g., triggered registration, the device could respond with its capabilities. 

Proposal 5: Discuss how the A-IoT device preferably can be configured and if there is a need for capabilities to be signaled.

2.5 Security
For a device to be able to communicate in a trusted manor, a security mechanism is needed. This includes both integrity and ciphering to ensure which parties are involved in the communication as well as encryption, so no one else can read the messages.

The integrity and ciphering algorithms are complex, add overhead, consume power and do often require separate HW accelerators to run.

Isn´t there a needed to further investigate ways to simplify the security procedures, even though this would mainly be for SA3 to study?

Observation 4: The integrity and ciphering algorithms are complex adds overhead, consumes power and do often require separate HW accelerators to run. 

If security is applied on NAS or Core Network (CN level), is there a need for security at AS level, (PDCP).

Proposal 6: Further investigate ways to simplify the security procedures, even though this would mainly be for SA3 to study.
2.6 Simplified procedures
In LTE, a separate protocol stack for NB-IoT was developed. 

Is there a similar need for NR, to develop a simplified protocol stack for Ambient IoT, and with a limited set of features and functionalities? 

Observation 5: The NR protocol stack is large and some functionality may not be needed for the envisioned use cases for A-IoT.

One such functionality is the Handover procedure, that can be discussed whether there is a need for an A-IoT device to support connected mode mobility. Since the A-IoT is likely not to be engaged in longer transmission periods and likely no RRC connection is established, then there may not be any needed for a Handover procedure.

Proposal 7: Investigate how to reduce the functionality and NR protocol stack to be suitable for an A-IoT device. 


3 Summary
In this contribution, we have discussed our views on aspects related to paging, random access, configuration, security aspects, and simplified procedures.

Proposal 1: Further discuss RAN2 impact from UE identification related to procedures like PLMN/cell selection 
and registration.

Proposal 2: For paging, further discuss the need for device identification, DRX functionality and subgrouping.

Observation 2: For mobility, can the NW assume the A-IoT device remains in the cell it made its registration in?

Proposal 3: For paging and mobility discuss to introduce a capability to indicate if the A-IoT device is able to perform cell reselection and monitor paging in a new cell.

Proposal 4: For random access, further discuss enhancements or alternatives to legacy random access preamble, 2-step and 4-step RACH procedure.

Observation 3: Are there case where the device needs to be configured from the network after being deployed, and can there be a need for it to provide its capabilities?

Proposal 5: Discuss how the A-IoT device preferably can be configured and if there is a need for capabilities to be signaled.

Observation 4: The integrity and ciphering algorithms are complex adds overhead, consumes power and do often require separate HW accelerators to run. 

Proposal 6: Further investigate ways to simplify the security procedures, even though this would mainly be for SA3 to study.

Observation 5: The NR protocol stack is large and some functionality may not be needed for the envisioned use cases for A-IoT.

Proposal 7: Investigate how to reduce the functionality and NR protocol stack to be suitable for an A-IoT device. 
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