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Introduction	
In RAN#103 meeting, a revised SID on solutions for Ambient IoT (Internet of Things) in NR has been approved [1]. The following RAN2-led objectives have been identified within the general scope described in the SID:
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


Then in this contribution, we would like to provide our views on control plane functions and signalling for topology 1 in Ambient IoT. 
[bookmark: _Hlk41985036]Discussion
2.1 Signalling of control plane 
Based on the representative use cases in TR 38.848 and the revised SID [1], the signalling of control plane for Ambient IoT may include:
1) A-IoT paging: 
As introduced in [2], the functionality of A-IoT paging is to instruct one Ambient IoT device/a group of Ambient IoT devices/all Ambient IoT devices within the communication range of a reader to conduct the A-IoT random access procedure. The A-IoT paging includes at least dedicated paging and common paging. For dedicated paging, its message content includes at least a device identity which is used by each Ambient IoT device to determine whether the dedicated paging is targeted to it. Besides, for the dedicated paging with the number of expected responding A-IoT devices exceeding one, the indication of allocated/available access resources should also be contained. For common paging, its message content includes at least the indication of available access resources. Note that allocated resources represents the dedicated access resources assigned to the paged Ambient IoT devices, while available access resources denotes the common resources which should be shared by all paged Ambient IoT devices. Note that the inventory process for Ambient IoT can be conducted by sending an A-IoT paging from reader.
2) A-IoT command
The functionality of A-IoT command is to operate certain Ambient IoT device(s). To be specific, the command may include Read, Write, Disable, etc, their function and message content are shown in Table 1.
Table 1. The function and message content of command for Ambient IoT
	Specific signalling of command
	Function
	Message content

	Read
	Read data from the memory of certain A-IoT device(s)
	· Device identity1
· The content to read

	Write
	Write data to the memory of certain A-IoT device(s)
	· Device identity1
· The content to write

	Disable
	Temporarily or permanently disable certain A-IoT device(s)
	· Device identity1

	Note 1: The device identity, which may be a permanent or temporary identification, is used to identify one A-IoT device/a group of A-IoT devices. 
Note 2: FFS other specific signalling included in A-IoT command


3) A-IoT acknowledgement: 
An A-IoT acknowledgement is applied to verify whether a downlink/uplink transmission of the gNB/Ambient IoT device is correctly received or whether the indicated operation completed successfully. To this end, the acknowledgement message includes ACK and NAK. To be specific, if a downlink/uplink transmission of the gNB-reader/Ambient IoT device is correctly received or the corresponding operation completed successfully, an ACK can be replied, otherwise replying a NAK. For the message content of ACK/NAK, whether a deive identity, which is used to identify one A-IoT device, is contained needs further discussion. 
4) A-IoT clock signal
It is agreed by RAN1 that the following terminologies are used for study [3]:
	Agreement
For the purpose of the study, RAN1 uses the following terminologies:
· Device 1: ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2a: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2b: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is generated internally by the device.


Considering that the initial SFO of Ambient IoT devices may be relaxed to 104~105 ppm due to their low capabilities, Ambient IoT is more likely to be an asynchronous system. Since slotted-ALOHA based random access scheme should be studied, the A-IoT clock signal is necessary to instruct A-IoT devices conducting slot counting. Since there may be a large number of slots within a slotted-ALOHA based random access procedure, the A-IoT clock signal will be repeatedly sent by reader in large quantities. Thus, the overhead of repeatedly sending the A-IoT clock signal should be take into consideration when determining its message content. To reduce the overhead, the A-IoT clock signal may just be a specific sequence for Ambient IoT devices identifying it.
Note that for each specific signalling mentioned above (such as: dedicated paging, common paging, Read, Write, ACK, etc.), a specific sequence is essentially necessary for Ambient IoT devices to distinguish different signalling. Besides, whether other signalling of control plane is necessary needs further discussion. In summary, we can summarize the signalling of control plane for Ambient IoT in Table 2. 
Table 2. The signalling of control plane for Ambient IoT
	Signalling of control plane
	Specific signalling
	Message content

	A-IoT paging
	Dedicated paging
	· Device identity, which is permanent or temporary
· Allocated/available access resources

	
	Common paging
	· Available access resources

	A-IoT command
	Read
	· Device identity, which is permanent or temporary
· The content to read

	
	Write
	· Device identity, which is permanent or temporary
· The content to write

	
	Disable
	· Device identity, which is permanent or temporary

	A-IoT acknowledgement 
	ACK
	· FFS device identity

	
	NAK
	· FFS device identity

	A-IoT clock signal
	A-IoT Clock signal
	· FFS

	FFS other specific signalling of command/control plane



Observation 1: The overhead of repeatedly sending the A-IoT clock signal should be take into consideration. 
Proposal 1: The signalling of A-IoT control plane may include A-IoT paging, A-IoT command, A-IoT acknowledgement and A-IoT clock signal. 
Proposal 2: The signalling of A-IoT control plane can be summarized as:
	signalling of control plane
	Specific signalling
	Message content

	A-IoT paging
	Dedicated paging
	· Device identity, which is permanent or temporary
· Allocated/available access resources

	
	Common paging
	· Available access resources

	A-IoT command
	Read
	· Device identity, which is permanent or temporary
· The content to read

	
	Write
	· Device identity, which is permanent or temporary
· The content to write

	
	Disable
	· Device identity, which is permanent or temporary

	A-IoT acknowledgement 
	ACK
	· FFS device identity

	
	NAK
	· FFS device identity

	A-IoT clock signal
	A-IoT Clock signal
	· FFS

	FFS other specific signalling of command/control plane



2.2 Protocol stack
Let’s first review the protocol stack for the control plane in NR based on TS 38.300, shown in Fig. 1 [4].


Figure 1.  Control Plane Protocol Stack [4]
Based on TS 23.501 and the analysis in [5], the major functions of the related layers in NR control plane protocol stack are summarized in Table 3. 

Table 3.  Major function of related layers in NR control plane protocol stack 
	layer of NR control plane protocol stack
	Major function

	NAS
	Authentication, mobility management, security control…

	RRC
	Broadcast of System Information, paging, RRC ststes, mobility functions, measurement reporting, NAS message transfer to/from NAS from/to UE

	PDCP
	Header compression/decompression, ciphering/deciphering, integrity protection /verification, reordering and in-order delivery, duplication...

	RLC
	ARQ, SDU segmentation...

	MAC
	HARQ, Multiplexing/demultiplexing of MAC SDUs, logical channel prioritisation, DRX, MAC CE transmission... 



For Ambient IoT, in RAN#103, a revised SID on solutions for Ambient IoT (Internet of Things) in NR has been approved [1]:
	General Scope
The definitions provided in TR 38.848 are taken into this SI, and the following are the exclusive general scope:
A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
i. ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
ii. ≤ a few hundred µW peak power consumption1, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm,DL and/or UL amplification in the device. The device’s UL transmission may be generated internally by the device, or be backscattered on a carrier wave provided externally.
· X  is to be decided in WGs.
· Coverage design target: Maximum distance of 10-50 m with device indoors as per TR 38.848: “…a range that WGs can sub-select within”.
· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 
NOTE 1: It is to be understood that “≤ a few hundred µW” means WGs are not tasked with setting a particular value, and that it will be for WG discussions to determine if a presented design with corresponding power consumption satisfies the “≤ a few hundred µW” requirement.

B. [bookmark: _Hlk160560296]Deployment Scenarios with the following characteristics, referenced to the tables in Clause 4.2.2 of TR 38.848:
· Deployment scenario 1 with Topology 1
· gNB and coexistence characteristics: Micro-cell, co-site
· Deployment scenario 2 with Topology 2 and UE as intermediate node, under network control
· gNB and coexistence characteristics: Macro-cell, co-site
· The location of intermediate node is indoor
C.  FR1 licensed spectrum in FDD.
D. Spectrum deployment in-band to NR, in guard-band to LTE/NR, in standalone band(s).
E. Traffic types DO-DTT, DT, with focus on rUC1 (indoor inventory) and rUC4 (indoor command). 
· From RAN#104, the study will assess whether the harmonized air interface design (per bullet ‘A’ above) can address the DO-A (Device-originated autonomous) use case, only to identify which part(s) of the harmonized air interface design (per bullet ‘A’ above) is/are not sufficient for the DO-A use case.
Transmission from Ambient IoT device (including backscattering when used) can occur at least in UL spectrum.


It can be seen that the Ambient IoT devices with no RRC states, no mobility (i.e. at least no cell selection/re-selection-like function), no HARQ, no ARQ are studied in R19. Apart from this, we do not find that the signalling of control plane introduced in section 2.1 has specific functional requirements for A-IoT control plane protocol stack, such as integrity protection, segmentation, etc. Therefore, we consider designing a compact protocol stack with only necessary layers for A-IoT with reference to functions of each layer in the NR control plane, since Ambient IoT devices are with extremely low peak power consumption.
Based on above analysis, we think that A-IoT NAS layer is strongly related to the encryption and authentication functions, thus it should be discussed and determined by SA2 or SA3. For A-IoT RRC layer, we do not think it must be defined, because there is no RRC state and it is really difficult for A-IoT devices conduct measurement and report. Besides, the A-IoT paging can also be transmitted in A-IoT MAC layer when A-IoT RRC layer is not defined. However, if the reusing or enhancing ASN.1 encoding rules is considered for the forward compatibility, A-IoT RRC layer can also be defined. While note that RRC header may cause higher overhead. From our point of review, whether A-IoT RRC is defined needs further discussion, since the necessity to support A-IoT RRC layer is not clear.
From the perspective of simplifying protocol stack design to reduce power consumption, we consider that there is no AS security, which is too heavy for Ambient IoT devices. Thus, there is no A-IoT PDCP layer included. For segmentation, it is not necessary as well, because sufficient large TB size can be allocated to Amibent IoT device with the consideration of the maximum message size is 1000 bits based on TR 38.848. Considering there is no ARQ and the segmentation is not required, the A-IoT RLC layer is not included. Despite with no HARQ, the A-IoT MAC layer is necessary for the random access procedure. Besides if A-IoT RRC layer is not defined, the signalling and data should be transmitted in A-IoT MAC layer. As for the protocol stack of the interface between gNB-reader and core network (CN), it should be discussed and determined by RAN3. 
In summary, we give a schematic diagram of A-IoT control plane protocol stack in Fig. 2, where:
·  A-IoT MAC layer is terminated in gNB-reader on the network side and perform the functions shown in Table 4.
·  If A-IoT RRC layer is defined, it is terminated in gNB-reader on the network side and perform the functions shown in Table 4
·  Whether A-IoT NAS control protocol is included, where it is terminated and its functions are not in scope of RAN2’s study.



Figure 2. Protocol stack of A-IoT control plane 

Table 4. Major function of layers in Ambient IoT control plane protocol stack
	layer
	Necessity
	Major function

	A-IoT RRC
	FFS
	· NAS message transfer to/from NAS from/to Ambient IoT device, by introducing A-IoT RRC ASN.1, if A-IoT NAS and RRC is defined
· A-IoT paging, read, write, disable, data transmission, if A-IoT RRC is defined

	A-IoT MAC
	Mandatory
	· Random access
· A-IoT paging, read, write, disable, data transmission, if A-IoT RRC is not defined


Observation 2: To achieve the extremely low peak power consumption for Ambient IoT devices, the signalling procedure and the protocol stack for control plane should be simplified. 
Observation 3: Introducing A-IoT RRC ASN.1 may make it easier for forward compatible extension in the future release. However, the drawback is higher overhead caused by RRC header.
Observation 4: The necessity of A-IoT NAS layer should be discussed in SA2 or SA3. The protocol stack of the interface between gNB-reader and core network (CN) should be discussed and determined by RAN3.
Proposal 3: The protocol stack of control plane for Ambient IoT includes at least A-IoT MAC layer. FFS A-IoT RRC layer


Proposal 4: The major function of each layer of A-IoT control plane protocol stack is shown as:
	layer
	Necessity
	Major function

	A-IoT RRC
	FFS
	· NAS message transfer to/from NAS from/to Ambient IoT device, by introducing A-IoT RRC ASN.1, if A-IoT NAS and RRC is defined
· A-IoT paging, read, write, disable, data transmission, if A-IoT RRC is defined

	A-IoT MAC
	Mandatory
	· Random access
· A-IoT paging, read, write, disable, data transmission, if A-IoT RRC is not defined



2.3 Signalling procedure of control plane 
Based on the signalling of A-IoT control plane introduced in section 2.1 and the protocol stack shown in Fig. 2, A-IoT paging, A-IoT command, A-IoT acknowledgement and A-IoT clock signal can be transmitted in A-IoT MAC layer or A-IoT RRC layer (if A-IoT RRC layer is defined). The signalling procedure of sending an A-IoT paging and Read command can be given in Fig. 3.  


Figure 3. The basic signalling procedure of sending A-IoT paging and Read command
1. The gNB-reader receives a paging sent from CN.
2. The gNB-reader transmits an A-IoT paging in A-IoT MAC layer or A-IoT RRC layer (if A-IoT RRC layer is defined).
3. The corresponding A-IoT device conduct A-IoT random access.
4. The gNB-reader sends the device ID to CN
5. CN sends a Read command to the gNB-reader.
6. The gNB-reader transmits a Read command in A-IoT MAC layer or A-IoT RRC layer (if A-IoT RRC layer is defined).
7. The Ambient IoT device sends the data as a response.
8. The gNB-reader sends the received data to CN.
9. CN responses an ACK or a NAK. While, the necessity of this step needs further discussion. 
10. The gNB-reader transmits an ACK or a NAK in A-IoT MAC layer or A-IoT RRC layer (if A-IoT RRC layer is defined). While, the necessity of this step needs further discussion. 

Similarly, the signalling procedure of sending an A-IoT paging and Write/Disable command is given in Fig. 4.


Figure 4. The basic signalling procedure of sending A-IoT paging and Write/Disable command
1. The gNB-reader receives a paging sent from CN.
2. The gNB-reader transmits an A-IoT paging in A-IoT MAC layer or A-IoT RRC layer (if A-IoT RRC layer is defined).
3. The corresponding A-IoT device conduct A-IoT random access.
4. The gNB-reader sends the device ID to CN
5. CN sends a Write/Disable command to the gNB-reader.
6. The gNB-reader transmits a Write/Disable command in A-IoT MAC layer or A-IoT RRC layer (if A-IoT RRC layer is defined).
7. The Ambient IoT device sends an ACK or a NAK as a response.
8. The gNB-reader sends the received ACK or NAK to CN.

Proposal 5: A-IoT paging, A-IoT command, A-IoT acknowledgement and A-IoT clock signal can be transmitted in A-IoT MAC layer or A-IoT RRC layer.
Proposal 6: The signalling procedure of sending A-IoT paging and Read command can be shown as:


Proposal 7: The signalling procedure of sending A-IoT paging and Write/Disable command can be shown as:




2.4 Other aspects
2.4.1 Sessions and inventoried flags
Note that the sessions introduced in this section is similar as the sessions in RFID, but different from the meaning of session in NR. For both RFID and Ambient IoT, inventory ia an important representative use case. In RFID, readers shall support and Tags shall provide 4 sessions (denoted S0, S1, S2, and S3) [6]. Tags shall participate in one and only one session during an inventory round [6]. For each session, Tags maintain a inventoried flag with two values A and B. Apart from the inventoried flags, there is also a selected flag, SL, which is independent of sessions defined in RFID. Different inventoried flags may have different persist time, shown in Table 5.
Table 5. Flags and their persist time [6]
	Flag
	Persist time

	S0 inventoried flag
	Tag energized: Indefinite 
Tag not energized: None

	S1 inventoried flag
	Tag energized: 
Nominal temperature range: 500ms < persistence < 5s
Extended temperature range: Not specified
Tag not energized:
Nominal temperature range: 500ms < persistence < 5s
Extended temperature range: Not specified

	S2 inventoried flag
	Tag energized: Indefinite 
Tag not energized: 
Nominal temperature range: 2s < persistence
Extended temperature range: Not specified

	S3 inventoried flag
	Tag energized: Indefinite 
Tag not energized: 
Nominal temperature range: 2s < persistence
Extended temperature range: Not specified

	Selected flag
	Tag energized: Indefinite 
Tag not energized: 
Nominal temperature range: 2s < persistence
Extended temperature range: Not specified


By supporting the multiple sessions, different readers can inventory the same set of Tags on different sessions sequentially without considering the persist time of inventoried flag of latest inventoried session. Besides, it can be found that the persist time of the inventoried flags on S0, S1 and S2 are different. With different persist time, the reader can select a proper session to inventory based on different scenarios (e.g. scenarios with a small/medium/large number of Tags) to improve the efficiency of inventory. While for Ambient IoT, we suggest to focus on the basic function and procedure at first in R19. Thus, studying Ambient IoT devices supporting multiple sessions is at lower priority in R19. Remind that the inventory process for Ambient IoT can be conducted by sending an A-IoT paging from reader.
[bookmark: _GoBack]Although the Ambient IoT devices with multiple sessions are at lower priority, one flag which is similar to the inventoried/selected flag in RFID, should be defined to identify whether an Ambient IoT device has been accessed successfully. The mentioned flag has at least two values (such as “A” and “B”) and is used to identify whether an Ambient IoT device has been accessed successfully. Considering the contention based random access procedure is in the scope of studying, Ambient IoT devices that collide during the access process should record their access failures by flipping the flag (A➡B or B➡A). With that, the reader can instruct the A-IoT devices that failed in the previous access procedure to try again. Otherwise, the efficiency will decrease due to all A-IoT devices attempting to access all the time. While the conditions for flipping the flag need further discussion. 
Proposal 8: Multiple sessions for Ambient IoT, similar as RFID, is deprioritized in R19.
Proposal 9: One flag which is similar to the inventoried/selected flag in RFID, is needed to identify whether an Ambient IoT device has been accessed successfully.
Observation 5: The conditions for flipping the flag, which is used to identify whether an Ambient IoT device has been accessed successfully, need further discussion.

2.4.2 State of Ambient IoT devices
In RFID, there are seven Tag states defined, named Ready, Arbitrate, Reply, Acknowledged, Open, Secured and Killed [6]. The transition between different states is based on the power supply, or the commands issued by the reader, or the values of Tags’ slot counters. Even for the same command, Tags in different states may conduct different behaviors. By defining the Tag state and state transition diagram, the reader can better estimate the behavior of Tags to achieve alignment between commands and corresponding subsequent behavior. And it is more benefitial especially when there are a large number of commands of different kinds. For Ambient IoT, since the signalling of control plane has not been determined yet, whether it is necessary to define the state of Ambient IoT devices and state transition needs further discussion.
Observation 6: In RFID, defining the Tag state and state transition diagram, the reader can better estimate the behavior of Tags to achieve alignment between commands and corresponding subsequent behavior.
Proposal 10: Whether to define the state of Ambient IoT devices and state transition needs further discussion.
Conclusion
Based on the discussions mentioned above, in this contribution we provide some discussions on control plane for Ambient IoT:
Observation 1: The overhead of repeatedly sending the A-IoT clock signal should be take into consideration. 
Observation 2: To achieve the extremely low peak power consumption for Ambient IoT devices, the signalling procedure and the protocol stack for control plane should be simplified. 
Observation 3: Introducing A-IoT RRC ASN.1 may make it easier for forward compatible extension in the future release. However, the drawback is higher overhead caused by RRC header.
Observation 4: The necessity of A-IoT NAS layer should be discussed in SA2 or SA3. The protocol stack of the interface between gNB-reader and core network (CN) should be discussed and determined by RAN3.
Observation 5: The conditions for flipping the flag, which is used to identify whether an Ambient IoT device has been accessed successfully, need further discussion.
Observation 6: In RFID, defining the Tag state and state transition diagram, the reader can better estimate the behavior of Tags to achieve alignment between commands and corresponding subsequent behavior.

Proposal 1: The signalling of A-IoT control plane may include A-IoT paging, A-IoT command, A-IoT acknowledgement and A-IoT clock signal. 
Proposal 2: The signalling of A-IoT control plane can be summarized as:
	signalling of control plane
	Specific signalling
	Message content

	A-IoT paging
	Dedicated paging
	· Device identity, which is permanent or temporary
· Allocated/available access resources

	
	Common paging
	· Available access resources

	A-IoT command
	Read
	· Device identity, which is permanent or temporary
· The content to read

	
	Write
	· Device identity, which is permanent or temporary
· The content to write

	
	Disable
	· Device identity, which is permanent or temporary

	A-IoT acknowledgement 
	ACK
	· FFS device identity

	
	NAK
	· FFS device identity

	A-IoT clock signal
	A-IoT Clock signal
	· FFS

	FFS other specific signalling of command/control plane


Proposal 3: The protocol stack of control plane for Ambient IoT includes at least A-IoT MAC layer. FFS A-IoT RRC layer


Proposal 4: The major function of each layer of A-IoT control plane protocol stack is shown as:
	layer
	Necessity
	Major function

	A-IoT RRC
	FFS
	· NAS message transfer to/from NAS from/to Ambient IoT device, by introducing A-IoT RRC ASN.1, if A-IoT NAS and RRC is defined
· A-IoT paging, read, write, disable, data transmission, if A-IoT RRC is defined

	A-IoT MAC
	Mandatory
	· Random access
· A-IoT paging, read, write, disable, data transmission, if A-IoT RRC is not defined


Proposal 5: A-IoT paging, A-IoT command, A-IoT acknowledgement and A-IoT clock signal can be transmitted in A-IoT MAC layer or A-IoT RRC layer.
Proposal 6: The signalling procedure of sending A-IoT paging and Read command can be shown as:


Proposal 7: The signalling procedure of sending A-IoT paging and Write/Disable command can be shown as:


Proposal 8: Multiple sessions for Ambient IoT, similar as RFID, is deprioritized in R19.
Proposal 9: One flag which is similar to the inventoried/selected flag in RFID, is needed to identify whether an Ambient IoT device has been accessed successfully.
Proposal 10: Whether to define the state of Ambient IoT devices and state transition needs further discussion.
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