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Introduction
In the WID of NR mobility enhancements Phase 4 [1], the main objective is to support the inter-CU LTM and the detail scenario and features are provided in below.
	· Specify support for inter-CU Layer1/Layer 2 Triggered Mobility (LTM) [RAN2, RAN3]
· Prioritize the case when CU is acting as MN when DC is not configured
· As secondary priority, support the case when NR-DC is configured and CU is acting as SN and MCG is unchanged
· As secondary priority, support the case when NR-DC is configured, CU is acting as MN and SCG is unchanged or SCG is released
· Note: The case that LTM is configured in both MCG and SCG is excluded 
· Specify support for subsequent LTM mobility procedures aiming to avoid RRC configuration between cell switches as per Rel-18 LTM
· Coordination with SA3 needed with respect to security key handling 
· Note: Rel. 18 intra-CU LTM procedure is considered as baseline for adding inter-CU support



In this contribution, we provide the view to support inter-CU LTM.
Discussion
Scenario
Rel-18 LTM only supports the intra-CU cell switch (i.e. handover, PSCell change) but the MCG/SCG simultaneous changes for NR-DC case has not supported because of complexity of supporting this case. We think RAN2 should focus on the simple scenario what supported in Rel-18 as below.
· Inter-CU MCG LTM without PSCell or no PSCell change
· Inter-CU SCG LTM without PCell change

Proposal 1: RAN2 confirms that the supported scenario excludes the simultaneous MCG and SCG LTM, and the following scenarios are the scope.
· Inter-CU MCG LTM without PSCell or no PSCell change
· Inter-CU SCG LTM without PCell change

Since Rel-18 intra-CU LTM is successively completed, the basic structure (e.g. RRC modelling (LTM configuration), signalling/procedure, latency model, etc.) of Rel-18 LTM could be the baseline of supporting Rel-19 inter-CU LTM. RAN2 first need to determine which functionality could be reused, and which new features are required for Rel-19 inter-CU LTM. That is, RAN2 should first check the specific functionalities which have some problem in terms of complexity e.g. early TA acquisition, subsequent LTM across CUs, CSI-RS resource measurement/report, etc.

Proposal 2: RAN2 need to confirm the Rel-18 LTM features could be applied on Rel-19 inter-CU LTM e.g. early TA acquisition, subsequent LTM across CUs, CSI-RS resource measurement/report, etc.

Based on the decision of Rel-19 LTM functionality, the RRC modelling and signalling structure including the F1/Xn interface should be considered. We assume the Rel-19 LTM only focus on the Xn handover but not support N2 handover for simplicity. RAN2 and RAN3 need to closely work on RRC and Xn signalling model. For example, how the target candidate configuration request/response message using Xn interface is designed need to be discussed by RAN2 and RAN3. There are two options for this procedure: 1) one LTM candidate configuration request could be included in a HO request message or 2) multiple LTM candidate requests are included in a HO request message.

Proposal 3: RAN2 asks to RAN3 the RAN3 impacts and the clear scenario to be supported in Rel-19 LTM e.g. whether to support N2 handover, detail Xn procedure based on RAN2 RRC model for inter-CU LTM.
Layer 2 handling
It is quite clear that the L2 reset operation (MAC reset, RLC re-establishment, PDCP re-establishment) are required if UE perform the inter-CU LTM. From the UE perspective, UE should know the target cell is served by the different CU so explicit or implicit indication of inter-CU LTM is needed. MAC reset and RLC re-establishment indications are already supported for intra-CU LTM and same can be reused. PDCP re-establishment indication is newly needed for inter-CU LTM. This can be done implicitly based on security key update indication or explicit indication (such as LTM candidate cell configuration for the different CUs could be distinguished by RRC (e.g. CU set ID) or LTM cell switch MAC CE could indicate the L2 reset indicator or whether it is the inter-CU LTM or not). 
Proposal 4: Explicit or Implicit indication of inter CU LTM is needed, and if UE knows the inter-CU LTM, UE perform the L2 reset operation (MAC reset, RLC re-establishment, PDCP re-establishment).
Security Aspects
The current security update procedure for PCell change (Handover) and PSCell change is different, so we think both scenario MCG LTM and SCG LTM should be considered in Rel-19.
1) MCG LTM security key update

In TS 33.501, key handling in handover is provided and the below Figure 1 explain the logic of key handling in handover. In short, KgNB at target gNB (KgNB*) is generated with KgNB at source gNB, PCI and ARFCN for target cell. 


Figure 1. Model for the handover key chaining
For Rel-18 intra-CU LTM, security key is maintained upon an LTM cell switch, i.e., MasterKeyUpdate is not configured for Rel-18 LTM. 
RRCReconfiguration-v1530-IEs ::=            SEQUENCE {
    …
    masterKeyUpdate                         MasterKeyUpdate                                                        OPTIONAL, -- Cond MasterKeyChange

	MasterKeyChange
	This field is mandatory present in case masterCellGroup includes ReconfigurationWithSync and RadioBearerConfig includes SecurityConfig with SecurityAlgorithmConfig, indicating a change of the AS security algorithms associated to the master key. If ReconfigurationWithSync is included for other cases, this field is optionally present, need N. If ReconfigurationWithSync is part of an LTM-Candidate IE associated with the MCG, the field is absent. Otherwise the field is absent.



For inter CU LTM, since CU is changed, security key update is needed. masterKeyUpdate can be included in LTM-Candidate configuration. 
· Let’s say Cell 1 is current serving cell belonging to CU 1. 
· UE receives RRCReconfiguration message with LTM candidate cells Cell 2, Cell 3 and Cell 4. 
· Cell 2 belongs to CU1 and Cell 3 and 4 belongs to CU2. Candidate configuration of Cell 3 and Cell 4 can include masterKeyUpdate and masterKeyUpdate is not included in candidate configuration of Cell 2. 
· LTM cell switch command is received to switch from Cell 1 to Cell 3 
· UE update the security key based on masterKeyUpdate.

For subsequent LTM without reconfiguration, the above approach does not work. For example, if another LTM cell switch command is received to switch from Cell 3 to Cell 4 after switching from Cell 1 to Cell 3, UE will update security key based on masterKeyUpdate in candidate configuration of Cell 4. This is not correct. Security key update should not be done as Cell 3 and Cell 4 belongs to same CU.
Following options can be considered for handling security key update during inter-CU LTM.
· Option 1: NCC (NextHopChainingCount) is determined by UE
· Option 1-1: use NCC+1 for security update at each inter-CU LTM
At each inter-CU LTM, UE uses NCC+1 for security key update, where NCC is the NCC associated with currently used KgNB. As per this option UE always perform vertical key update and may not work for the case unused NH (i.e. NH corresponding to NCC+1) is not available at the source gNB (for example, before the inter-CU LTM, the source gNB may perform an L3 HO to use the unused NH).
· Option 1-2: use NCC+1 (nextNCC) for the next inter-CU LTM cell switch
The issue of Option 1-1 is that the UE cannot be aware of whether the unused NH is available or not. However, whenever an inter-CU LTM occurs, the UE can know that a new {NH, NCC} is derived by the network side from AMF. Thus, it can use a variable to store this situation, e.g., nextNCC = NCC+1, where NCC is the NCC associated with currently used KgNB. Such nextNCC can be used for the next inter-CU LTM cell switch, and also can be used to determine whether the unused NH is available or not at the source gNB (i.e., whenever the next handover occurs, the UE will compare such nextNCC with the currently used NCC, if two values are different, the unused NH is available and the vertical security key update is performed; otherwise, the unused NH is not available and the horizontal security key is used). 

· Option 2: NCCis signalled by gNB
· Option 2-1: List of NCCs can be signalled in LTM configuration and UE applies the NCC sequentially from the list at each inter-CU LTM.  This option would require source gNB to obtain list of NHs from the AMF.

· Option 2-2: NCC is signalled in LTM cell switch MAC CE. This option is similar to legacy except that NCC is provided in cell switch command MAC CE instead of handover command. 



1) SCG LTM security key update

This case is very similar with the Rel-18 SCPAC, so we think the basic logic of SCPAC key update mechanism (i.e. list of sk-counter) could be applied to the SCG LTM 

However, we think above all options should be checked by SA3 if those approaches are feasible.


Proposal 5: RAN2 ask to SA3 if the security update mechanism upon (subsequent) inter-CU LTM what RAN2 summarized is feasible.
[bookmark: _Toc60777407][bookmark: _Toc146781493][bookmark: _Hlk142252059]
Early TA acquisition
Early TA is beneficial to minimise the interruption upon cell switch. For inter-CU LTM there could be two approaches to obtain the early TA as explained below:
Cell 1: Source Cell, DU 1, CU 1; Cell 2: LTM candidate Cell, DU 2, CU 2
Approach 1: 
Cell 1/DU1 obtains CFRA resource for Cell 2/DU2 for early TA. 
· CU1 obtains CFRA resource for Cell 2/DU2 from CU2. 
· CU2 obtains CFRA resource for Cell 2/DU2 from DU2. CU2 provides the same to CU 1
· CU1 provides the same to Cell 1/DU1.

Cell 1/DU1 sends PDCCH order to UE for early TA acquisition of Cell 2.
UE transmits preamble to Cell 2.
If preamble is received by Cell 2:
· Cell 2/DU2 indicates TA to CU 2; CU2 sends the same to CU 1. CU1 sends the same to Cell 1/DU1.
· Cell 1/DU1 stores TA and sends to UE in LTM cell switch MAC CE.
Else
· Cell 1/DU1 sends PDCCH order  with retx indication if TA is not received within a certain time.

Approach 2: 
Cell 1/DU1 obtains CFRA resource for Cell 2/DU2 for early TA. 
· CU1 obtains CFRA resource for Cell 2/DU2 from CU2. 
· CU2 obtains CFRA resource for Cell 2/DU2 from DU2. CU2 provides the same to CU 1
· CU1 provides the same to Cell 1/DU1.

Cell 1/DU1 sends PDCCH order to UE for early TA acquisition of Cell 2.
UE transmits preamble to Cell 2. UE starts RAR window. Network indicates UE to monitor RAR of candidate cell for inter CU LTM candidate cell.
If preamble is received by Cell 2: Cell 2/DU2 sends RAR with TA to UE.
Approach 2 requires less interactions between CU during early TA procedure compared to approach 1 but approach 2 may interrupt RX in serving cell due to RAR reception in LTM candidate cell. 
Proposal 6: RAN2 to discuss whether to perform early TA procedure with or without RAR for inter-CU LTM.

Conclusion
Based on the discussion, we have the following proposals.
Proposal 1: RAN2 confirms that the supported scenario excludes the simultaneous MCG and SCG LTM, and the following scenarios are the scope.
· Inter-CU MCG LTM without PSCell or no PSCell change
· Inter-CU SCG LTM without PCell change

Proposal 2: RAN2 need to confirm the Rel-18 LTM features could be applied on Rel-19 inter-CU LTM e.g. early TA acquisition, subsequent LTM across CUs, CSI-RS resource measurement/report, etc.

Proposal 3: RAN2 asks to RAN3 the RAN3 impacts and the clear scenario to be supported in Rel-19 LTM e.g. whether to support N2 handover, detail Xn procedure based on RAN2 RRC model for inter-CU LTM.

Proposal 4: Explicit or Implicit indication of inter CU LTM is needed, and if UE knows the inter-CU LTM, UE perform the L2 reset operation (MAC reset, RLC re-establishment, PDCP re-establishment).
Proposal 5: RAN2 ask to SA3 if the security update mechanism upon (subsequent) inter-CU LTM what RAN2 summarized is feasible.

Proposal 6: RAN2 to discuss whether to perform early TA procedure with or without RAR for inter-CU LTM.
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