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Introduction
Rel-19 Ambient IoT SID [1] describes the following objectives which are related to RAN2.
	1. 
2. Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope, including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848. 
Study of positioning in Rel-19 is RAN3-led, limited to functionalities which would have no, or minimal, specification impact (note: this does not imply any decision relating to WI creation).
Study the feasibility and required functionalities for proximity determination (coordination with SA3 is required for privacy aspects).
… <omit> …
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.
… <omit> …
RAN2 and RAN3 are expected to identify RAN-CN functional split in coordination with SA2.



In this paper, we would like to discuss the random access aspects of Ambient IoT (AIoT).
Discussion
In Rel-19 Ambient IoT SID [1], the deployment scenario with the topologies 1&2 in [2] are shown in Fig.1 and Fig.2. 
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Figure 1 Topology 1
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Figure 2 Topology 2
In topology 1, the AIoT device directly and bidirectionally communicates with a base station (as a Reader). The communication between the base station and the AIoT device includes AIoT data and/or signaling. In topology 2, the AIoT device communicates bidirectionally with an intermediate node between the AIoT device and base station. In this topology, the intermediate node can be a relay, IAB node, UE, repeater, etc., which is capable of AIoT. The intermediate node transfers AIoT data and/or signaling between BS and the AIoT device. 
The SID targets to a harmonized air interface design with minimized differences (where necessary) for different AIoT devices and topologies. Therefore, for AIoT random access, a common solution for both topologies 1&2 and for different device types is preferred.
Observation 1: A common solution of AIoT access procedure for both topologies 1&2 and for different AIoT device types is preferred.

For topologies 1&2, the common use case is the AIoT inventory triggered by the AIoT application. In RFID system, ‘Query’ is used as an FL command that triggers inventory, and ‘RN16’ is used as the access from an RFID tag that carries a 16-bit random number, and ‘ACK’ is another FL command that indicates the acknowledgement for the detected ‘RN16’ of an RFID tag. 
Considering the massive AIoT deployment scenario, a more efficient AIoT access procedure for AIoT inventory should be studied. A unified solution of AIoT access for inventory procedure should be applied for both topology 1&2 and for different AIoT device types. The AIoT access procedure could be similar to the NR random access framework, and the detailed steps and messages in AIoT access could be further studied. The AIoT access is defined to set up the communication between the AIoT device and Reader during the inventory procedure.
Proposal 1: RAN2 to study the AIoT access procedure which could be similar to NR random access to have access and communication with Reader which is applied for topologies 1&2.
In Ambient IoT SID [1], the traffic types of DO-DTT and DT with the focus on indoor inventory and command should be considered. The service requirements on inventory procedure should be supported from RAN perspective. 
Basically, the AIoT application in core network would like to discover the AIoT devices who are nearby the Readers and sends the inventory request to the Readers. The Reader may have no information on how may AIoT devices and which specific AIoT devices are in the coverage of the Reader. The Reader forwards the inventory request command to all AIoT devices who have harvested enough power and can receive the inventory request command. The inventory command from Reader could be the group based signaling which are broadcast to all AIoT devices who is able to receive.
The AIoT device who receives the inventory signaling will be triggered to perform the AIoT access towards the Reader in response to the received inventory signaling. 


Figure 3 Ambient IoT inventory
Proposal 2: The AIoT access procedure is triggered based on the inventory signaling from the Reader.
The inventory request may optionally include the filter criteria to identify the AIoT devices that are supposed to respond to the inventory. The Reader forwards the filter criteria in the inventory signaling to the AIoT devices. This could be similar to the initiation phase of NR random access. AIoT device is required to check certain conditions whether the criteria are satisfied or not before initiating the AIoT access. 
For the AIoT access, the AIoT device should check the filter criteria if provided in the inventory signaling. Only if the configured criteria are satisfied, those AIoT devices are allowed to perform the AIoT access towards the Reader. What the filter criteria are applied in the inventory procedure can be FFS.  
Proposal 3: Whether AIoT devices perform the AIoT access or not is based on satisfying certain criteria by AIoT devices. The criteria can be FFS.
The AIoT access for AIoT inventory procedure should consider to be a multi-step procedure like the NR random access. Necessary number of steps and exact messages of the steps should be studied. 
With smaller number of steps per round (e.g., 2-step), AIoT tag may need to transmit its (full or partial) device identification at an early step, enabling lower latency per round in theory, while causing larger delay if there are collisions and re-transmissions. With larger number of steps per round (e.g., 4-step), AIoT access channel can carry temporary/limited information, enabling smaller delay in case of collisions and re-transmissions, while with higher latency per round in theory.
An example of AIoT access procedure is shown below.


Figure 4 AIoT access procedure
Basically, the AIoT access is triggered by a single inventory request which could be a query or an inventory message from Reader which may be originally triggered from AIoT application. Those AIoT tags who have received this inventory signaling and have completed the criteria checking should perform the AIoT access by sending access message (e.g., preamble-like) in the backscatter link in the AIoT access channel for initiate access to the Reader.
For AIoT inventory, the efficient massive IoT access scheme is required. Multiple AIoT devices should be able to access and being discovered by Reader within a single inventory triggering. How to design the AIoT access channel and how AIoT devices select the resources in AIoT access channel should be further studied, and some related work has already been discussed in RAN1 [3][4]. After Reader receives the AIoT access message in the access channel of AIoT devices, the Reader should provide the responses with providing necessary resource for multiple AIoT devices so that these AIoT devices have chance to report their identifier.
Proposal 4: Reader should respond to the AIoT devices after the reception of AIoT access message. FFS on the AIoT access message.
For AIoT inventory, AIoT application function would determine the identity of all or a subset (e.g., based on filter criteria) of AIoT devices in the coverage rang of readers. Further study may be necessary considering the fact that multiple AIoT devices would further send the identifier of AIoT devices in the backscatter link in the next step of AIoT access. What identifier of AIoT tag should be included in the AIoT response can be further studied. At the end of AIoT access, the contention resolution should be provided by Reader to acknowledge the reception of the identifier of AIoT devices which is similar to the NR random access procedure.
Proposal 5: During AIoT access procedure, the identifier of AIoT device is sent. FFS on what is identifier of AIoT device.
Proposal 6: The contention resolution should be provided by Reader to acknowledge the reception of the identifier of AIoT device to complete the AIoT access. 
The AIoT access procedure should support multiple AIoT devices responding to a single trigger from the Reader, and RAN2 can further study the detailed message of a multi-step AIoT access procedure. 
Proposal 7: AIoT access procedure should support multiple AIoT devices responding to a single trigger from the Reader.
Proposal 8: RAN2 to study the details of messages and steps for AIoT access procedure.
In RAN1 #116 meeting, the following agreement were made.
	Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.



When Reader triggers the AIoT devices for inventory and before any AIoT devices respond, it might not be easy for Reader to get the accurate number on how many AIoT devices are in the coverage and which specific AIoT devices are still in the coverage of Reader. Thus, the contention-based resource can be considered for AIoT access by default. 
Regarding the contention-free resource for AIoT access, it might be useful for the AIoT command procedure that the AIoT application may issue the command to specific AIoT devices. The detailed can be further studied.
Observation 2: RAN1 has already agreed that for A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.
Proposal 9: At least the contention-based resource should be considered for AIoT access.
Since AIoT device is the ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications, some very low-end AIoT devices, e.g., device type 1, may requires more rounds of energy harvesting to accumulate enough energy for inventory response. 
In some cases, the AIoT devices may miss the inventory request command due to disability of accurate synch signal tracking. In some other cases, the congestion is heavy in the massive IoT access procedure. In that sense, the multiple rounds of AIoT access should be supported. It will be helpful if Reader could periodically transmit inventory command to discover the nearby AIoT devices.
Proposal 10: RAN2 to study the multiple rounds of AIoT access procedure, e.g., the periodical transmission of inventory, by Reader.

Conclusion
We have the following observations, and we’d recommend RAN2 to discuss and adopt the following proposals:
Observation 1: A common solution of AIoT access procedure for both topologies 1&2 and for different AIoT device types is preferred.
Observation 2: RAN1 has already agreed that for A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.

Proposal 1: RAN2 to study the AIoT access procedure which could be similar to NR random access to have access and communication with Reader which is applied for topologies 1&2.
Proposal 2: The AIoT access procedure is triggered based on the inventory signaling from the Reader.
Proposal 3: Whether AIoT devices perform the AIoT access or not is based on satisfying certain criteria by AIoT devices. The criteria can be FFS.
Proposal 4: Reader should respond to the AIoT devices after the reception of AIoT access message. FFS on the AIoT access message.
Proposal 5: During AIoT access procedure, the identifier of AIoT device is sent. FFS on what is identifier of AIoT device.
Proposal 6: The contention resolution should be provided by Reader to acknowledge the reception of the identifier of AIoT device to complete the AIoT access. 
Proposal 7: AIoT access procedure should support multiple AIoT devices responding to a single trigger from the Reader.
Proposal 8: RAN2 to study the details of messages and steps for AIoT access procedure.
Proposal 9: At least the contention-based resource should be considered for AIoT access.
Proposal 10: RAN2 to study the multiple rounds of AIoT access procedure, e.g., the periodical transmission of inventory, by Reader.
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