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Introduction
RAN#103 approved SI for Ambient IoT in [1]. While the lead group is RAN1, there are several items for RAN2. Following is one of the objectives:
	2. Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope, including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848. 
<<skip>>
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.
<<skip>>

Note: This study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. The study shall not aim to replace existing 3GPP LPWA technologies.



This document provides our view about Control Plane design for Ambient IoT.

Background
The study item description indicates that both topology 1 and topology 2 are to be studied, as specified in TR 38.848 [2]. The two topologies generally refer to the scenarios illustrated by following figures and description from TR 38.848:
[image: A black background with a tower and a black background

Description automatically generated with medium confidence]
Figure 4.2.1.1-1: Topology 1
In Topology 1, the Ambient IoT device directly and bidirectionally communicates with a basestation. The communication between the basestation and the ambient IoT device includes Ambient IoT data and/or signalling. This topology includes the possibility that the BS transmitting to the Ambient IoT device is a different from the BS receiving from the Ambient IoT device.
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Figure 4.2.1.2-1: Topology 2

In Topology 2, the Ambient IoT device communicates bidirectionally with an intermediate node between the device and basestation. In this topology, the intermediate node can be a relay, IAB node, UE, repeater, etc. which is capable of Ambient IoT. The intermediate node transfers Ambient IoT data and/or signalling between BS and the Ambient IoT device.
As captured in TR 38.848, most of the existing wireless communication devices are powered by batteries that need to be replaced or recharged manually. However, as captured in the SID, this study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc., to cater to numerous new markets requiring new IoT technologies of supporting batteryless devices with no energy storage capability or devices with energy storage that do not need to be replaced or recharged manually.
The study item document identifies the following as device characteristics for Ambient IoT:
	A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
i. ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
ii. ≤ a few hundred µW peak power consumption1, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm,DL and/or UL amplification in the device. The device’s UL transmission may be generated internally by the device, or be backscattered on a carrier wave provided externally.
· X  is to be decided in WGs.
· Coverage design target: Maximum distance of 10-50 m with device indoors as per TR 38.848: “…a range that WGs can sub-select within”.
· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 
NOTE 1: It is to be understood that “≤ a few hundred µW” means WGs are not tasked with setting a particular value, and that it will be for WG discussions to determine if a presented design with corresponding power consumption satisfies the “≤ a few hundred µW” requirement.
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[bookmark: _Toc163053998][bookmark: _Toc163056716][bookmark: _Toc163057002][bookmark: _Toc163062120][bookmark: _Toc163063274][bookmark: _Toc163064564][bookmark: _Toc163067795][bookmark: _Toc163117238][bookmark: _Toc163121461][bookmark: _Toc163123302][bookmark: _Toc163132080][bookmark: _Toc163132294][bookmark: _Toc163142694][bookmark: _Toc163142711][bookmark: _Toc163143154][bookmark: _Toc163152856][bookmark: _Toc163159260][bookmark: _Toc163159652][bookmark: _Toc163159957]The SI targets a harmonized air interface design with minimized differences (where necessary) for different Ambient IoT devices and topologies.

With the above in mind, we provide our views on the control plane aspects in the next section, which are applicable to both topologies and all device types.  

Discussion 
As discussed above, since the targeted peak power consumption is well below existing 3GPP IoT technologies, it is imperative that the communication protocols will need as much simplicity as possible.
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Below, we discuss the general Control Plane aspects first, followed by aspects related to interaction with upper layers.
RRC states and connection management
The SI objectives already capture this aspect; however, we would like to reiterate that supporting the RRC states by the Ambient IoT devices increases complexity.
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Similarly, RRC connection management such as RRC connection request, RRC connection setup, etc. would not be supported by the Ambient IoT devices. One of the main functions of RRC connection management in LTE/NR is to provide the UE with radio resource configurations. In case of Ambient IoT, no RRC connection management would imply that resource configuration is per command or on per access session basis.
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Mobility and RRM
The SI objectives already capture this, however, we would like to reiterate that supporting any mobility, like connected mode HO or idle/inactive cell (re)selection, by the Ambient IoT devices increases complexity. This goes in line with proposal 1, i.e. if there are no RRC states, there would be no concept of or differentiation between connected/idle/inactive mode mobility operations. 
However, this does not necessarily mean there may not be any change in association or reassociation/dissociation between the Ambient IoT device and the Reader which may be further studied. 
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In the same spirit of the above, since there would be no legacy mobility and RRC connection management, the Ambient IoT device should not need to perform radio resource management (RRM) measurements and reporting such as inter/intra-RAT measurements, inter/intra-frequency measurements.  
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ASN.1 encoding/decoding
Current RRC signalling uses ASN.1 encoding and decoding to create RRC messages. These RRC messages are passed to lower layers (L2 and PHY) and transmitted via PDSCH/PUSCH physical channels.  
While RRC is extensible with future flexibility and compatibility, expecting the very low complexity Ambient IoT devices to be able to encode and decode ASN.1 signalling in the current form adds a huge amount of complexity. 
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gNB-broadcasted SIB/MIB
In NR/LTE, the network broadcasts certain system information periodically using ASN.1 encoded RRC messages which are monitored and used by the UEs for accessing the network. In case of AIoT, first there are different topologies where either base station or a UE can be a reader. RAN1 is discussing that the Ambient IoT device would need to achieve some PHY synchronization to communicate with the Reader.
If ASN.1 is not supported, assuming there is PHY level sync between Reader and the Ambient IoT device and the resource configuration is per command or per session (after sync) as discussed above, there doesn’t seem to be a need for periodic SIB/MIB broadcast by the gNB as in legacy NR. In both topologies, the sync signal (as being discussed by RAN1) would be a Reader function (which can be collocated with base station in case of topology 1) which may include periodic broadcast, if supported by RAN1. 
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AIoT Device ID
One of the aspects to be discussed is what kind of identifications may be needed to be supported by AIoT devices. In LTE/NR, several types of device identities are supported and maintained. Some of them are temporary and assigned/maintained by RAN, e.g. different types of RNTIs, while others are semi-permanent (like S-TMSI, GUTI) or permanent (like IMSI or IMEI). 
The AIoT device application-level ID should be provided by AIoT controller/application function. One example of such ID is Electronic Product Code (EPC). This is being discussed in SA2. Further study is needed on whether such application-level ID is sufficient, or whether radio-layer temporary ID is also needed for RAN level (temporary) identification. It depends on various aspects such as how security is provided, how essential it is to protect the privacy of application-level identification, what level of overhead can be justifiable when the ID is needed to be transmitted over the AIoT air interface etc.
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DO-DTT, DT and D0-A transmission
TR 38.848 lists the different type of transmission by AIoT devices as follows:
DO	Device-originated
DT	Device-terminated
DO-A	Device-originated – autonomous
DO-DTT	Device-originated – device-terminated triggered

The SI scope indicates that we will start initially with DO-DTT and DT and in RAN#104 the study will assess whether the harmonized air interface design targeted for DO-DTT and DT can address DO-A use case. We think RAN2 should focus on DO-DTT and DT scenarios in the initial release. DO-A can be added in the later release.
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AIoT Device Registration, Subscription and CN Awareness
Due to the very low target on complexity, cost as well as power consumption, as well as potentially a very large number of AIoT devices may be present in a given vicinity but perform only bursty data transmissions always triggered by the Reader, one of the fundamental architectural differences between AIoT and existing 3GPP technologies may be how the devices are exposed to the Core Network functions. 
In our understanding, SA2 would need to discuss and conclude on this. From RAN2 point of view, we think requiring such AIoT devices to support legacy UE-registration-like procedures would be very ambitious not only because of the complexity of the procedure and protocol, but also due to the number of communication steps required. The AIoT devices will not have enough energy source or energy storage to perform multiple steps just for the purpose of registration. Additionally, having a ‘subscription’ similar to legacy UE subscriptions per AIoT device may be a high burden for the core network to manage. 
The AIoT device may harvest energy, accumulate it up to the required minimum amount of energy for communication, perform the communication steps and may deplete its energy fully. If the AIoT device runs out of energy after some communication steps, it may not be able to store any configurations, i.e. it will likely ‘forget’ everything. In other words, it is plausible that every communication session starts as if the device has been just powered up from the power off state. Then, it would not make sense to have the AIoT device perform the legacy registration procedures every time it needs to communicate.
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NAS functions
NAS control protocol in NR performs the functions listed in TS 23.501 such as registration, authentication, mobility management, security control etc. Supporting all these legacy NAS functionalities by the AIoT devices may be infeasible especially given their complexity, cost, processing power and energy/power constraints. 
In our view, the functionalities like security, authentication for AIoT communication should be provided by AIoT Application function using a separate command protocol. We understand such details are being discussed in SA2 and SA3.
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AS security
[bookmark: _Hlk163121531]To keep the AIoT devices simple, in our view the device should not be required to support PDCP layer. As such, AS layer would not be providing security functions such as ciphering and deciphering, integrity protection and integrity verification. Furthermore, as no “RRC messages” are supported between the Reader and the AIoT device, AS security functions are not supported by AIoT devices. The required security functions should be provided by AIoT command protocol/application function which is also a topic of current discussion in SA3/SA2.
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Overall protocol stack
Based on the above discussions on the needed functionalities and functions to be excluded, in our view the overall CP protocol stack may look something like below.


As discussed above, RRC and full PDCP layers may not be needed. NAS protocol would be replaced by simplified command protocol terminating at the AIoT Application Function in the Core Network. Note that the exact protocol layers in the Reader facing the AF side is not shown since that is unchanged and depends on whether Reader is a separate entity or a part of gNB or UE based on topology. In our understanding such discussion falls more in RAN3 domain, and RAN2 should focus on protocol on the AIoT Device side.
As discussed also in our companion paper R2-2402938 [4], some functions of the PDCP and RLC layers may be useful for AIoT. Instead of trying to reuse the existing PDCP and/or RLC layers, a simplified protocol would be preferred. In our view, a new AIoT L2 protocol is a simple and clear design for AIoT device and Reader. The new AIoT L2 protocol sits between AIoT MAC and the application layer/ command protocol.
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Note that, with such design, the protocol stack for CP looks very similar (if not the same) as protocol stack for UP as shown in R2-2402938 [4].
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Interaction with upper layers
Now, based on this simplified protocol stack, and the proposal above that RAN2 focus on DO-DTT and DT scenarios, we make the following proposal:
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Other details of interaction between AIoT lower layers and the upper layers are FFS pending on the details of AIoT L2 and Command Protocol design.
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Summary 
Based on the discussion above, we have following observations: 
Observation 1.	The ambient IoT study is targeted for IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. with significantly lower peak power consumption and is not intended to replace existing 3GPP IoT technologies.
Observation 2.	The SI targets a harmonized air interface design with minimized differences (where necessary) for different Ambient IoT devices and topologies.
Observation 3.	Since the targeted peak power consumption is well below existing 3GPP IoT technologies, it is imperative that the control plane protocol stack will need as much simplicity as possible.
Observation 4.	It is plausible that for AIoT devices, each communication session may start as if the device has just been powered up from the power off state.
Observation 5.	Simplified AIoT protocol stack may be unified for AIoT CP and UP.

Based on these observations and discussion above, we have the following proposals:
Proposal 1:	Legacy RRC States such as RRC_CONNECTED, RRC_IDLE, RRC_INACTIVE are not supported by Ambient IoT devices.
Proposal 2:	RRC connection management is not supported. Resource configuration is per command or on per access session basis.
Proposal 3:	Neither connected mode HO nor idle/inactive cell (re)selection are supported by Ambient IoT devices. This does not preclude reassociation/dissociation between the Ambient IoT device and the Reader which is FFS.
Proposal 4:	RRM measurement reporting is not supported by Ambient IoT devices.
Proposal 5:	AIoT devices are not required to support ASN.1 encoding/decoding.
Proposal 6:	For both topologies, gNB-broadcasted legacy SIB/MIB are not supported by AIoT devices. For both topologies, sync signal (as discussed by RAN1) is a Reader function which may include periodic broadcast if supported by RAN1.
Proposal 7:	RAN2 assumes AIoT device application-level ID (such as EPC) is provided by AIoT controller/application function. FFS whether application-level ID is sufficient or radio-layer temp ID is also needed.
Proposal 8:	RAN2 will focus on the DO-DTT and DT scenarios.
Proposal 9:	Legacy UE-registration-like procedure is not supported by AIoT. In other words, a specific tag is not required to maintain registration with the CN.
Proposal 10:	Legacy NAS or NAS-like functions are not supported by AIoT tags. Consequently, NAS-based data transfer (CP-CIoT-like) is not supported.
Proposal 11:	RAN2 assumes new AIoT upper layer protocol (e.g. Command Protocol) between AIoT device and AIoT Application Function will be introduced by SA2/3.
Proposal 12:	AS security is not supported. RAN2 assumes security is provided by AIoT command protocol/application function.
Proposal 13:	RAN2 studies the need and the functionalities for a simplified AIoT L2 protocol.
Proposal 14:	AIoT tag operations are always triggered by the command protocol in the initial specification release, i.e. no DO-A in the initial release.
Proposal 15:	Details of interaction between AIoT lower layers and the upper layers are FFS pending on the details of AIoT L2 and Command Protocol design.
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