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1 Introduction
In the SID of the AIoT, the following items are included for the RAN2 discussion:
	· RAN2-led:

· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.

For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers

For functionalities not listed above, they are studied only if found essential.


In this contribution, our initial views on the AIoT design in RAN2 are addressed. 

2 Discussion
2.1. Architecture related

Before discussing the architecture related issues, it is better to review the architecture options defined in SA2. In SA2 TP (TR23.700-13 v0.2.0), the following potential architectures are proposed:
	Solutions
	Description

	Solution #3: Lightweight Ambient IoT System
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	· A new CN entity is defined, called AIoT controller
· AIoT Uu is used to convey the packets belonging to the command protocol between AIoT device and AF

· No interaction between AIoT device and CN

	Solution #4: Simplified system for AIoT
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	· CN side entity supporting AIoT is a new AIoT function (AIoTF) or AMF with AIoT functionality
· AIoT Uu is used to convey the packet belonging to AIoT layer between AIoT device and AIoTF or AMF
· Interaction between AIoT device and CN

	Solution #5: NAS-based information transfer for Ambient IoT Services 
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	· CN side entity supporting AIoT is a new AIoT function (AIoTF) or AMF with AIoT functionality
· AIoT Uu is used to convey the NAS packet between AIoT device and AIoTF or AMF
· Interaction between AIoT device and CN


From RAN2 perspective, regardless of the architecture option selected by SA2, the following observation can be derive:

Observation 1: the gNB (reader) cannot interpret the information transmitted between AF and AIoT device so that the information which is visible between gNB and AIoT device should be determined based on the information exchanged between gNB and CN. 
For the work split among WGs, the information exchanged between gNB and CN is discussed in RAN3/SA2, while RAN2 is focused on information between gNB and AIoT device. However, it is not a good way for RAN2 to carry out discussion after RAN3/SA2 makes their decisions first. Thus, RAN2 should carry out some discussions on which information is essential for the procedures in RAN2 scope. As indicated in SID, the inventory and command procedures are the major focus. It is better to analyze the essential information for those two procedures, and minimize the visible information over the interface between AIoT device and gNB. Meanwhile, such principle can be also beneficial to save the signaling overhead over the air interface. 
Proposal 1-1: RAN2 is kindly asked to agree the principle that the information exposed over the air interface should be minimized to support the inventory and command. 
To make such decision, downlink and uplink can be considered separately:
· Downlink: the inventory procedure is triggered from the CN. RAN2 can discuss the minimum information required to inventory the AIoT device (s). Similarly, the command procedure may be targeting at a dedicated device. Thus, in the downlink, some device information, e.g., device identity, may be needed. 
· Uplink: the information to be visible to gNB should be needed by the CN. Thus, it is better to analyze which information should be known by the gNB. To identify the AIoT device responding the inventory/command, some device information may be also needed, e.g., device identity. However, different from the downlink, this may need the consultant from the RAN3.
Proposal 1-2: RAN2 is kindly asked to discuss the minimum sets of visible information over air interface for the downlink and uplink separately. 
Another issue related to the architecture is the interface between the gNB and AIoT. In NR, NR Uu interface is defined between the UE and gNB. For AIoT, the NR Uu is not applicable and the big change may be needed. Potentially, AIoT may need a brain new design compared to NR Uu, e.g., the simplified protocol stack, the simplified procedures, etc. Thus, it may be better to define this as a new interface dedicated for AIoT. Meanwhile, this new interface can be applied to both Topology 1 and Topology 2. 
Proposal 1-3: RAN2 is kindly asked to agree a new common interface between gNB/UE and AIoT device, e.g., AIoT Uu.

2.2. Procedure related

In this SI, two procedures are considered, i.e., inventory and command. In our understanding, for the inventory, the intention is to trigger the access of a group of AIoT device(s), and the gNB can derive the information of inventoried devices. For the command, the intention is to select a dedicated AIoT device so that the gNB can send/receive the specific information for a AIoT device. Fig. 2 illustrates our general understandings on the procedures of inventory and command.
· Inventory: this procedure is triggered by the CN. 
Step 0: the gNB sends the triggering message to the AIoT device. This step is used to trigger the AIoT device(s) to providing the basic information to the gNB so that the gNB can be aware of the existence of such device.

Step 1: the AIoT device(s) sends the access message to the gNB. This step initiates the random access procedure of the AIoT device. The details will be addressed in another contribution. 
Step 2: The gNB identifies the AIoT device if it can successfully receive the message in Step 1. After that, the gNB sends the ACK message to the identified AIoT device(s). 
Step 3~4: if the AIoT device has additional information for gNB, it can start step 3 to send the additional information, and the gNB can response with the ACK if the additional information is received successfully. After that, the gNB can send the collected information of AIoT device(s) to the CN. One possible way is that gNB sends information of different AIoT devices to the CN via separated procedures. Another way is that gNB sends the information of multiple AIoT devices to the CN via one single message. 
· Command: this procedure is triggered by the CN as well. 
Step 5: if a command for a dedicated AIoT device is received from CN and the AIoT device has been identified via the previous steps, the gNB sends the command message to the AIoT device including the dedicated command information. 
Step 6: based on the received command, the AIoT device responses with required information to gNB. 
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Fig. 2 Procedures of inventory and command
Proposal 2: RAN2 is kindly asked to discuss the following baseline procedures for the inventory and command:

· Step 0:  the gNB sends the triggering message to the AIoT device based on the triggering from CN
· Step 1: the AIoT device(s) sends the access message to the gNB

· Step 2: the gNB sends the ACK message to the identified AIoT device(s)
· Step 3~4: optionally, if the additional information is required, the AIoT device sends it to the gNB, and the gNB sends ACK to confirm it. 

· Step 5~6: Based on the message from CN, the gNB sends the command to the AIoT device, and then AIoT device provides command response. 
2.4. Security related

According to the potential architecture options discussed in SA2, the information conveyed of air interface belongs to the higher layer, e.g., command protocol layer, AIoT layer, or NAS layer. gNB is not care about the most of information contained in those upper layer information. So, the security protection can be left to the upper layer design, e.g., SA2/3. However, for a secured system, it is possible to allow the security protection to those upper layer information. 
Proposal 3-1: the security protection to the upper layer information (e.g., command protocol layer, AIoT layer, NAS layer) is discussed in SA2/SA3 instead of RAN2. 
Another part for the security is the AS layer security, which is related to the PDCP layer security. As discussed above, this security depends on whether there are any information needed for RRC layer, and whether such information needs the protection. This discussion relies on the RRC message design. For now, we think PDCP layer security is not needed since there is upper layer security, e.g., NAS security. Moreover, one thing is that the security over PDCP layer will add more processing burden at the AIoT device. 
Proposal 3-2: RAN2 assumes PDCP layer security is NOT needed under the assumption that NAS layer security is supported. It can be revisited based on the SA3 SI outcome. 
Conclusion
In this contribution, we address the initial views on the AIoT, and have the following proposals:
Architecture related

Proposal 1-1: RAN2 is kindly asked to agree the principle that the information exposed over the air interface should be minimized to support the inventory and command. 
Proposal 1-2: RAN2 is kindly asked to discuss the minimum sets of visible information over air interface for the downlink and uplink separately. 

Proposal 1-3: RAN2 is kindly asked to agree a new common interface between gNB/UE and AIoT device, e.g., AIoT Uu.
Procedure related
Proposal 2: RAN2 is kindly asked to discuss the following baseline procedures for the inventory and command:

· Step 0:  the gNB sends the triggering message to the AIoT device based on the triggering from CN

· Step 1: the AIoT device(s) sends the access message to the gNB

· Step 2: the gNB sends the ACK message to the identified AIoT device(s)

· Step 3~4: optionally, if the additional information is required, the AIoT device sends it to the gNB, and the gNB sends ACK to confirm it. 

· Step 5~6: Based on the message from CN, the gNB sends the command to the AIoT device, and then AIoT device provides command response. 

Security related
Proposal 3-1: the security protection to the upper layer information (e.g., command protocol layer, AIoT layer, NAS layer) is discussed in SA2/SA3 instead of RAN2. 

Proposal 3-2: RAN2 assumes PDCP layer security is NOT needed under the assumption that NAS layer security is supported. It can be revisited based on the SA3 SI outcome. 
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