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1. Introduction

In RAN#102 meeting, a new SID [1] was approved to study a further assessment at RAN WG-level of Ambient IoT, a new 3GPP IoT technology, suitable for deployment in a 3GPP system, which relies on ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications. And in RAN#103 meeting, corresponding revised SID was approved in [2]. As agreed in this revised SID, the study targets for Deployment scenario 1 (indoor) with Topology 1 (BS <-> AIoT device), and Deployment scenario 2 (BS outdoor, intermediate node and AIoT device indoor) with Topology 2 (BS <-> intermediate node <-> AIoT device) in which the intermediate node is a UE type device and focus on rUC1 (indoor inventory) and rUC4 (indoor command) use cases. For RAN2, the study scope is as following:
	· RAN2-led:

· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.

For example:

· Paging

· Random access

· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 

· Interactions with upper layers

For functionalities not listed above, they are studied only if found essential.


In February, RAN1 has started the first meeting for this new SID, the corresponding agreements can be found in [4]. In this paper, assumptions, issues, and procedures for Ambient-IoT (A-IoT) random access aspect are discussed.
2. Discussion
Random access (RA) procedure in legacy NR system, is mainly used to acquire UL synchronization. Besides, random access procedure can also be used for RRC connection setup, for requesting UL resource, for failure recovery, for requesting OSI, for small data transmission etc. Two types of random access procedures are supported: 4-step RA type with MSG1 and 2-step RA type with MSGA. Both types of RA procedures support contention-based random access (CBRA) and contention-free random access (CFRA). 
In RFID system, inventory procedure is used to acquire the electronic product code (EPC) id before the reader accesses specific RFID tag. The example of the procedure is shown in Figure 1 [3]:
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Figure 1 Example of inventory procedure of RFID system

· In step 1, the reader transmits Query command to trigger the inventory procedure. 
· In step 2, the tag transmits 16 bits random number RN16 which is generated by itself to the reader. 
· In step 3, the reader acknowledges the tag by transmitting the same RN16 in step 2. 
· In step 4, the tag that receives the same RN16 as in step 2, will transmit {PC/XPC, EPC} information to the reader.

· In step 5, after the reader receives the EPC id, if the reader determines to send command to the tag, the reader will request another random number which is used to identify the tag during the command transmission, so called handle.
· In step 6, if the tag receives the request message with the same RN16 as in step 2, the tag will generate another random number as the handle to reply to the reader. 
· In step 7, the reader will use the handle to transmit the command that operate the tag. 
· In step 8, the tag only operates according to the command if the handle is valid. 
Considering the A-IoT device is a kind of ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications which is similar to RFID tags, for A-IoT device, the random access procedure is more similar to RFID inventory procedure other than the random access procedure in legacy NR system. For example, for rUC1 (indoor inventory), multiple A-IoT devices are expected to respond the reader for device identification. And for rUC4 (indoor command), specific A-IoT devices need to respond or report information according to reader’s request. Thus, for A-IoT devices, the purpose of random access is like RFID inventory procedure, which used at least for A-IoT device identification and associated response/information to the reader’s request(s).
Proposal 1: Random access procedure for A-IoT devices is used at least for A-IoT device identification and associated response/information to the Reader’s request(s)
For random access procedure of A-IoT, RAN1 has discussed general issues and reached the following agreements [4]:
	Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.


From above agreements, there are mainly three points for A-IoT random access procedure used for identifying multiple devices: 1) the contention based random access procedure is used; 2) the random access procedure is initiated by the reader; 3) slotted ALOHA based access is studied. The RAN1 agreements in above can be used as baseline for further study of A-IoT random access procedure in RAN2.
Proposal 2: RAN1 agreements for A-IoT random access procedure in above can be used as baseline for further study of A-IoT random access procedure in RAN2.
· the contention-based random access procedure is used
· the random access procedure is initiated by the reader
· slotted-ALOHA based access is studied
The detailed procedure for contention-based random access for A-IoT devices could refer to RFID inventory procedure in Figure 1. 

· In step 1, the reader transmits a command to target A-IoT devices that in the range of the reader, to initiate the contention-based random access procedure. 
· In step 2, A-IoT device transmits a random number which is generated by itself to the reader, which is used for contention resolution in next step. 
· In step 3, the reader acknowledges the A-IoT device by transmitting the same random number in step 2. If in step 2 there are multiple A-IoT devices response to the reader, then in step 3, only the A-IoT device receiving the same random number as in step 2 will continue the procedure. Otherwise, A-IoT device will wait for the next access opportunity. By this procedure, the contention from multiple A-IoT devices can be solved.
· In step 4, A-IoT devices that receive the same random number as in step 2, will transmit at least A-IoT device id to the reader. 
· In step 5, after the reader receives the A-IoT device id, the reader may or may not transmit the id to the network. If the reader or the network determines to send command to the A-IoT device, the reader will initiate data transmission procedure, and the random access procedure for the A-IoT device is considered as completed. Otherwise, if the reader or the network determines not to send command to the A-IoT device, the reader will ACK the A-IoT device and continue to initiate the random access procedure for next A-IoT device if needed, and current random access procedure is also considered as completed.
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Figure 2 Four step contention based random access procedure for A-IoT device
So there are at least four steps (from MSG1 to MSG4) for the A-IoT contention-based random access procedure which is summarized as follows, and the MSG0 is used for the reader to trigger the random access procedure, the signaling for MSG0 transmission can be out of four steps RACH procedure scope.
· MSG0: The reader sends command to initiate the random access procedure.
· MSG1: A-IoT device responds with random number to the reader.
· MSG2: The reader ACK the random number in MSG 1 for contention resolution.
· MSG3: ACKed A-IoT device transmits at least device id information to the reader.
· MSG4: The reader sends ACK to the A-IoT device and sends command to initiate the random access procedure again.
Proposal 3: Take above four step contention-based random access procedure for A-IoT device as baseline.
During RAN1 discussion, it was agreed slotted-ALOHA based access is studied, which is similar to the RFID inventory procedure. That means, the A-IoT device response is distributed in time domain and in different slot. Basically, this is a kind of TDM based random access mechanism, i.e. the A-IoT devices respond to the reader one by one, and the reader will process the next A-IoT device after the reader completes the process for the previous A-IoT device. In legacy NR system, the RACH procedure can be multiplexed in frequency domain which can increase the RACH capacity. However, for A-IoT device, whether FDM based random access can be studied or not in RAN2 depending on the RAN1 progress, e.g. whether FDMA can be supported for A-IoT D2R transmission.
Proposal 4: TDM based random access procedure is studied as a starting point. FDM based random access procedure can be FFS and wait for RAN1 progress.
Another point for random access is the collision avoidance mechanism. In legacy NR system, the collision is avoided by randomly selecting PRACH resources and preambles, as well as the backoff mechanism. In RFID, a slot-count parameter Q is used to avoid collision among tags [3], also called Q mechanism. In such Q mechanism, the reader broadcasts a Q parameter to surrounding tags. The tag will randomly select a number in {0, 2Q-1} and set the counter. For the case that the tags select counter 0, the tag immediately sends response to the reader. While for the case that those tags select non-zero counter, the counter will decrease by 1 if the tag receives the Query related command from the reader. When the counter is decreased to 0, the tag starts to response to the reader. By such mechanism, the responses from different tags are distributed to different time which maximally avoids the response collision among multiple tags. For A-IoT devices, since slotted-ALOHA mechanism is agreed to be studied, Q mechanism can be used as a starting point for collision arbitrage mechanism.
Proposal 5: Q mechanism-like function is studied as a starting point for collision arbitrage mechanism for A-IoT random access procedure.
3. Conclusion

In this contribution, the following proposals are made:
Proposal 1: Random access procedure for A-IoT devices is used at least for A-IoT device identification and associated response/information to the Reader’s request(s)

Proposal 2: RAN1 agreements for A-IoT random access procedure in above can be used as baseline for further study of A-IoT random access procedure in RAN2.
· the contention-based random access procedure is used
· the random access procedure is initiated by the reader
· slotted-ALOHA based access is studied
Proposal 3: Take above four step contention-based random access procedure for A-IoT device as baseline.
Proposal 4: TDM based random access procedure is studied as a starting point. FDM based random access procedure can be FFS and wait for RAN1 progress.

Proposal 5: Q mechanism-like function is studied as a starting point for collision arbitrage mechanism for A-IoT random access procedure.
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