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1. Introduction
In RAN #102 meeting, new SID of Study on solutions for Ambient IoT (Internet of Things) in NR was approved for NR Rel-19 [1].  Following objectives are set within the General Scope (only RAN2 relevant aspects are listed as below):
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.

RAN2 and RAN3 are expected to identify RAN-CN functional split in coordination with SA2.
Note: This study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. The study shall not aim to replace existing 3GPP LPWA technologies.



In this contribution, we will discuss the solutions for Ambient IoT(AIoT) on initial/random access, which include general framework, basic steps and collision avoidance issues.
2. Discussion
2.1 General aspects
In legacy NR system, UE can autonoumously trigger random access to connect with NW when UL/DL services arrival. However, for AIoT device, we will focus on DT and DO-DTT services, which means services triggered by the CN. In the following Figure 1, we give an typical example for initial access procedure, which is referred to inventory procedure and framework of RFID (Radio Frequency IDentification):


Figure 1: An example of initial access procedure
In the first step, CN triggers paging/select requirements for specific AIoT devices group or individual/specific AIoT devive, e.g. with mask information or identification information. The former includes some characteristic information, e.g. type or attribute meets some conditions or masks. The latter is similar with UE ID list or group ID used by legacy NR system. The details design of group ID are up to SA2 progress. Then, the AIoT reader forwards this paging/select information to related devices.
In the next step, all eligible AIoT devices perform initial access procedure, i.e. Msg0 to Msg4 in the above Figure 1. In Msg0, AIoT reader provides AIoT devices with necessary access parameters, e.g. Q (for RFID, Q sets the number of slots in the inventory round) value, modulation information etc. Q value is a parameter for collision avoidance and is explained in the next sub-section 2.2. Furthermore, Msg0 provides a triggering and rough timing reference for Msg1 since most of AIoT devices cannot autonomously initiate transmission. If a AIoT device meets the conditions for access in the current Access slot, it can send a random number (e.g., named RN16) in the following Msg1, which is the temporary and unique identifier of the device during access procedure. And if AIoT reader can receive the RN16 successfully, AIoT reader feeds back an ACK for the RN16 in the following Msg2. The AIoT device with the RN16 sends its upper layer ID, e.g. EPC, to AIoT reader via Msg3. Then AIoT reader will forward the upper layer packet with EPC(Electronic Product Code) to CN for further processing, e.g. registration/authentication/authorization/security/Read/Write/command etc. And Msg4 for contention resolution is FFS now since the coverage of a AIoT reader is very limited and the probability of RN16 collision is very low.
After the above steps, an AIoT device has completed the initial access procedure and can start normal communication with CN.
Proposal 1. Inventory procedure and framework of RFID can be as baseline, e.g. paging/selecting devices and scheduling access slots for following initial access attempts.
Proposal 2. A basic initial access procedure may include:
· Msg 0: Query info, which initiates and specifies an inventory round, with access parameters, e.g. Q value, modulation info etc.
· Msg 1: RN16
· Msg 2: ACK for RN16
· Msg 3: EPC in upper layer PDU
· FFS Msg 4: Contention Resolution;
2.2 Contention based access and collision avoidance
In the section 2.1, we give a basic initial access procedure from the perspective of one AIoT device. In fact, multiple devices competing for access will be a more common scenario, e.g. simultaneously paging/selecting a group of devices or one type of devices. Hence, the key point of designing initial access procedure is to access orderly as much as possible, avoid collision and improve access efficiency. In the following Figure 2, an example of contention based access procedure is shown, which is slotted ALOHA based access similar with RFID.


Figure 2 An example of contention based access procedure
In the above Figure 2, when a AIoT device receives access parameters from Query (i.e. Msg0), it will perform access with these parameters. Among them, Q value is an important parameter to control random access attempt for each device.  Each device picks a random value in the range of [0, 2^Q] as the initial value of its access slot counter upon Query or QueryAdjust(to adjust Q value) reception and access slot counter minus one upon each QueryRep(to instruct AIoT device to decrement their slot counters and , if slot=0 after decrementing, to backscatter an RN16 to the AIoT reader) reception, i.e. one access slot elapse. The device which access slot counter equals to zero can start its access attempt, i.e. to send its Msg1 (RN16).
Both Query and QueryAdjust can carry a new Q value, e.g. an initial Q value or an adjusted Q value. Upon reception of either of them two, all of unsuccessful accessed AIoT devices will initialize or re-initialize its access slot counter and wait for the time when its access slot count equals to zero to start its access attempt. Hence, one Query or QueryAdjust marks the starting position of a access round. Furthermore, when the initial Q value is set to a unreasonable value, e.g. the access collision is too large or two small, it is up to reader implementation on whenever to interrupt the previous round and start to a new round with a new Q value allocation in Query or QueryAdjust. In each access round, there may be multiple QueryRep and the maximum number of QueryRep is decided on Q value of this round. QueryRep cannot carry or change Q value and just represent the starting position of next access slot, which means the access slot of rest devices to minue one and it is the next attempt occasion for a new device whose slot count equal to zero.
Table 1 An example of random access with parameter of Q
	
	Access Round
	Access slot
	Example

	Query
	Query with a new Q value marks the starting position of a new access round
	/
	Query with Q=3; 
Device picks a random number in [0,8] as initialized value of counter; 
Only the device whose counter =0 immediately triggers Msg1 and others wait;

	QueryAdjust
	QueryAdjust with an adjusted Q value also marks the starting position of a new access round
	/
	QueryAdjust with Q =4 by reader if high probability of collision detected; 
All unsuccessful-access devices separately re-select a random number in [0,16] as initialized value of counter;

	QueryRep
	/
	QueryRep without Q value marks the starting position of a new access slot in the current access round
	QueryRep without any Q;
Counter of each device minus one;
Only the device whose counter =0 immediately triggers Msg1 and others wait;



Proposal 3. Reader can deliver and timely adjust the random access parameters, e.g. Q value, to control the random access collision ratio to an acceptable level.
When access collision occurs, such as two or more AIoT devices send Msg1 (RN16) simultaneously, reader can feed back NACK to end this unsuccessful attempt. A failed device for Msg1, e.g. NACKed due to collision or missed by AIoT reader, will exit the current access round till the next access round triggered by next Query or QueryAdjust with new Q value.
Proposal 4. When two or more devices send Msg1 (RN16) simultaneously, i.e. collision case, reader can feed back NACK to end this unsuccessful attempt.
2.3 Contention-free access
In NR, there may be contention-free access procedure for a RRC_CONNECTED UE, where the UE can obtain dedicated access resources via dedicated signalling. In AIoT scenarios, although it is difficult to configure dedicated resources to one device, it is feasible to reserve access slot and channel resources for only one device.
For example, in first step, paging/selecting message indicates only one device. In next step, Query with some explicit or implicit indicator, e.g. Q value = 0 or directly RNTI allocation, indicates a contention-free acess procedure. Then, the particular device can send Msg3 directly and omit Msg1 and Msg2 or combine Msg1 and Msg3 to fasten/speed-up the whole procedure. An example of contention-free access procedure is shown in the following Figure 3.


Figure 3 An example of contention-free access procedure
Proposal 5. Contention-free access procedure can be supported in AIoT scenarios.
3. Conclusion
Based on the discussion, we have the following proposals:
Proposal 1. Inventory procedure and framework of RFID can be as baseline, e.g. paging/selecting devices and scheduling access slots for following initial access attempts.
Proposal 2. A basic initial access procedure may include:
· Msg 0: Query info, which initiates and specifies an inventory round, with access parameters, e.g. Q value, modulation info etc.
· Msg 1: RN16
· Msg 2: ACK for RN16
· Msg 3: EPC in upper layer PDU
· FFS Msg 4: Contention Resolution;
Proposal 3. Reader can deliver and timely adjust the random access parameters, e.g. Q value, to control the random access collision ratio to an acceptable level.
Proposal 4. When two or more devices send Msg1 (RN16) simultaneously, i.e. collision case, reader can feed back NACK to end this unsuccessful attempt.
Proposal 5. Contention-free access procedure can be supported in AIoT scenarios.
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