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1 Introduction 
In Rel-19, a new SID for Ambient IoT was approved in RAN#102 [1]. The objectives of RAN2-led SI are listed as below.
	1. Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope, including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848. 
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging

· Random access

· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 

· Interactions with upper layers

For functionalities not listed above, they are studied only if found essential.




In this contribution, we discuss Random access procedure for Ambient IoT.
2 Discussion on User Plane 
In RAN1#116, the following agreements were made on random access procedure for AIOT [2].  
	Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.


RAN1 agreed that for AIOT access procedure, contention-based access procedure with at least slotted-ALOHA based access is studied. 
Legacy NR access design supports random access occasion selection which relies on slot synchronization. Specifically, a UE selects a synchronized RACH preamble and resource to initiate random access. Contrary to NR design, an AIOT device cannot support slot synchronization (due to limited capability).  This same issue is handled in RFID by defining the access occasions based on transmissions made by the reader [3].   For AIOT, access occasions (i.e., time slot or sub-band) can be indicated with DL transmission by a reader, as in RFID. The reader can further configure a number of access occasions applicable for an inventory round via an initial downlink message, such as paging message, as suggested in our companion contribution [4]. 
Proposal 1:
Random access occasions are at least identified by a set of DL transmissions performed by a reader.
Proposal 2:
A device that initiates random access procedure selects one of a number of access occasions configured by the reader.  RAN2 further studies the occasion selection criteria and how to configure the occasions.
In contention-based AIOT access procedure, a large number of devices are expected to perform access procedure[1]. Contention will occur when more than one device selects the same access occasion and performs initial access based in that selected access occasion. Since the number of devices performing the initial access procedure can be large and there is no way to predict how many devices will respond in the access procedure, there is a need to handle potential collision during a single access occasion.
Proposal 3:
A contention-based multiple access procedure is supported within an access occasion to resolve contention between devices that select the same occasion.
NR supports two types of contention resolution in RACH.  In four-step RACH procedure, the UE randomly selects a preamble sequence and transmits it in MSG1.  The network responds with the detected preamble sequence in MSG2 and assigns a temporary device ID (RA-RNTI).  The case of multiple devices selecting the same preamble sequence is handled by the network responding to the RA-RNTI of the received transmission in MSG4.  In two step RACH, the device sends a preamble and its device ID in the same message (MSG-A).  Since the device ID is already unique, the response from the message containing a specific device ID will already resolve any contention.  

To resolve a contention in a specific access occasion, RAN2 can use NR contention resolution as a baseline. A device can transmit an identity (i.e., MSG1) to a reader and then wait for a response (i.e., MSG2) from the reader that contains the same identity. The identity can be a random sequence number, or it can be generated from part of the device’s unique device ID. Depending on how the identity is determined in the first message, a second step of contention resolution may be needed. 
Proposal 4:
Contention resolution consists of the device transmitting an identity in a first message and expecting a response with the same identity. RAN2 further studies which identity to use, and discusses whether a single step (e.g., similar to 2-step RACH) or multiple steps (e.g., similar to 4-step RACH) of contention resolution is supported.

After successful contention resolution, the device and reader can perform unicast transmissions. For efficient DL/UL transmissions, the reader and device can exchange capability and status (e.g., device type, energy storage) so that the reader may allocate appropriate resource (e.g., DL transmission time) for the device. 
Proposal 5:
Unicast data transmission (i.e., transmissions between the reader and a single device) can be performed between the reader and a device after the device succeeds contention resolution. 
On the other hand, contention resolution failure may occur for a device. For example, after transmitting an identity via MSG1, if a different identity is received via MSG2, the device determines that the access procedure failed. In RFID-like access procedure, there is no handling for failed access. As a result, the devices that experience collisions do not get a chance to access and should wait until the next inventory round.  In NR, on the other hand, a UE retries the preamble transmission with higher power.
To design a mechanism that is robust to random access failure, RAN2 should study solutions to failed contention resolution. As one of solutions, a reader may configure or add more access occasions in an inventory round for retransmission by devices that failed in their initially selected round. Certain devices can also be prioritized in these additional occasions (e.g., to prioritize devices that have failed access several times, or based on energy level).  Alternatively, the failed devices may be inventoried in the next round.
Proposal 6:
RAN2 studies methods for handling contention resolution failure at a device. 

3 Conclusion
In this contribution, the following conclusions were made on random access for Ambient IoT: 
Proposal 1:
Random access occasions are at least identified by a set of DL transmissions performed by a reader.

Proposal 2:
A device that initiates random access procedure selects one of a number of occasions configured by the reader.  RAN2 further studies the occasion selection criteria and how to configure the occasions.

Proposal 3:
A contention-based multiple access procedure is supported within an occasion to resolve contention between devices that select the same occasion.

Proposal 4:
Contention resolution consists of the device transmitting an identity in a first message and expecting a response with the same identity. RAN2 further studies which identity to use, and discusses whether a single step (e.g., similar to 2-step RACH) or multiple steps (e.g., similar to 4-step RACH) of contention resolution is supported.

Proposal 5:
Unicast data transmission (i.e., transmissions between the reader and a single device) can be performed between the reader and a device after the device succeeds contention resolution. 

Proposal 6:
RAN2 studies methods for handling contention resolution failure at a device. 
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